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SFTPPlus Server MFT
Slide Overview



Create new 
application or 

operating 
system 

accounts



Account 
configuration 

options include 
account expiry, 

allowed SSH keys, 
associated SSL 

certificates

State lock-in home folders 
and automate new home 

folder creation



Create and 
configure groups - 
allowing for bulk 
administration 

options

Determine settings 
by group - from 
authentication to 

home folders



Detailed configuration 
options available for 
SFTP / SCP based 

services.



Detailed configuration 
options for FTP / FTPES 
/ FTPIS based services



Detailed SSL/TLS 
configuration 

options available 
for FTPES / FTPIS



HTTP / HTTPS 
options available for 

web browser file 
transfer manager



Review changes to any 
components before application



Once changes are applied, find out which components 
and changed configuration require a restart



Authentication options 
available including 

anonymous, LDAP bind 
and IP time ban 
authentication



Add custom 
authentication 

methods including 
authentication over 

remote HTTP



Add copy or move 
transfers to manage 

your file transfer 
operations



Configure 
detailed transfer 
rules according 
to requirements

Add custom 
scripts for any 

additional 
transfer actions



Add email resources 
for custom email 

alerts



Set up detailed 
event handlers to 

attach specific 
actions based on 

server events



Set up a custom 
email alert system 

using event 
handlers



AAA (Authentication, 
Authorization and 

Accounting) system 
support for accounts

Whitelist by file types, 
allocate permissions on a 
per-account or per-path 

basis



Set a home folder structure 
according each group

Define permissions 
per-group and per-path 

AAA (Authentication, 
Authorization and 

Accounting) system 
support for groups



Access detailed audit logs or view on Local Manager. 
Browse past activity and filter based on search terms, 

users, peers, events or date and timestamps



Access the status of all services, 
transfers, authentication methods, 

resources and event handlers

Locate potential problems 
before they reach your users



Troubleshoot potential issues related to 
the server via the Local Manager 

(shown) and the detailed text audit trail



Determine which components 
require any further action



Add databases to 
handle the audit trail - 
meet monitoring and 
logging requirements 
for compliance and 

other obligations



Generate new SSH 
keys easily and 

quickly

Web-browser 
interface available 
to configure SSL / 

SSH services



Generate new 
SSL keys and 

CSRs on 
demand



Do you need help?
Email us at sales@proatria.com or 
chat with us on sftpplus.com

Send us feedback via our feedback survey

https://www.surveymonkey.de/r/9TY95QW

