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PRIVACY POLICY

Information pursuant to art. 13 Regulation (EU) 2016/679

Everyone has the right to the protection of their personal data.

We respect the right of users who access Our Websites to be informed about the collection and processing personal data.

We always try to respect the principle of strict necessity in the processing of data that can identify your person, even indirectly.

For this reason, we have configured the Site to reduce to the minimum the use of your personal data and to exclude the processing of the data when the purposes pursued in individual cases can be achieved through the use of anonymous data, pseudonymous or through other modalities, that, if the conditions are met, enable the person concerned to be identified only when necessary or at the request of the authorities and police forces.

This Privacy Policy provides all useful information to understand how the information that identifies users of the Site is collected and used.

We therefore invite you to carefully read this Privacy Policy with which we provide you with specific information regarding ourÂ processing of your personal data, in particular when:
	you navigate, regardless of whether you decide to use the services and/or purchase the products, on the site you have accessed or, more generally, on any of our websites, indicating the following by way of example but not limited to: https://www.morellato.com/; https://www.morellatostraps.com/; https://www.sectornolimits.com/; https://www.philipwatch.net/; https://www.lapetitestory.com/; 
	You register, regardless of whether you decide to use the services and/or purchase the products, on the site you have accessed or, more generally, on any of our websites as specified above;
	you buy a product on one of Our websites;
	You participate to Our Loyalty Program;
	You contact our Customer Service.


We also invite you to read the General Conditions of Use of the Site, as they may also contain information on Privacy and the security systems adopted by the Site.

	IDENTITY AND CONTACT DETAILS OF THE DATA CONTROLLER AND DATA PROTECTION OFFICER (D.P.O.).


The Data Controller of your personal data D.I.P. DIFFUSIONE ITALIANA PREZIOSI S.P.A., with registered office in Santa Giustina in Colle (PD) Via Commerciale, 29, Fratte district, Tax Code 00249520255, VAT number 01757100282 (hereinafter "Data Controller", Company", "We" or "DIP SPA").
For greater clarity and transparency, we specify that DIP SPA is the Data Controller of any processing of Personal Data of the user or customer who browses one of the Websites listed above (e.g. for the purchase of a Bluespirit product rather than a Morellato or Sector).
If you wish to receive further information on how DIP SPA processes your personal data, please write an email to the following email address: privacy@bluespirit.com. To know your rights and be always up-to-date on the legislation on the protection of individuals with regard to the processing of personal data, we recommend that you visit the website of the Data Protection Authority at http://www.garanteprivacy.it/.
The Data Protection Officer (D.P.O.) pursuant to art. 37 et seq. of Regulation (EU) 2016/679 appointed by the Company is Adriaflor S.r.l., with a registered office in Cervignano del Friuli, via San Francesco n. 33, (subject identified as contact person for the Data Controller: lawyer Enrico Menin), domiciled for the purpose at the DIP SPA offices and can be contacted for all matters relating to the processing of your personal data and for the exercise of your rights to following email address: dpo@morellatogroup.com.

	PURPOSES, LEGAL BASIS OF PROCESSING AND PERIOD OF RETENTION OF YOUR PERSONAL DATA


The processing of Personal Data of site users will be carried out in Italy and conducted in compliance with the applicable European legislation: European Data Protection Regulation n. 2016/679 (GDPR), which regulates the processing of personal data carried out by anyone who is resident or based in the European Union.

Below we provide specific information for each processing of your Personal Data.
*** *** ***
Browsing on the Website you have accessed or that isÂ the Websites referred to above.
	Purpose of the processing
	Categories of data processed
	Legal Basis and Legality Criteria

	- ensure the stability and security of the system;
- ensure a stable and smooth connection and convenient access to the website.
	- date and time of access;
- the browser you are using to access the website and, if applicable, the operating system of the device with which you accessed the Internet and the name of your access provider;
- IP address of the device used to access the Internet;
- the website from which you accessed;
- the URL and name of the recovered file.
	The treatment is necessary for the execution of a contract of which the interested party is a part or for the execution of pre-contractual measures adopted at the request of the same (art. 6 paragraph 1, letter b GDPR).
Legitimate interest: performance of the business activity by the Company (Article 6, paragraph 1, letter f of the GDPR).





	Obligation and consequence of failure to communicate your personal data.

The provision of your personal data is mandatory for the purposes described above.
The refusal to communicate the personal data referred to above will result in the impossibility of using Our Website.
	Retention period of your personal data processed by us.

The treatment will begin at the time of collection of the data thatÂ will be kept by us for the time strictly necessary to fulfil the purposes indicated above.
More in detail:
	the IP address is stored for a period not exceeding 30 days;
	all other data above for a period not exceeding 31 days within the log files;
	after the retention periods indicated, suchÂ data are automatically deleted.

	Recipients or categories of recipients of your personal data.

On this point, please refer to what is specified below in the relevant section.
	Cookies and other tracking systems.

We also point out that cookies or other tracking systems are also used on our websites: for more details on these aspects, please consult our policyÂ on cookies and other tracking systems.
*** *** ***
Purchase on the website of a product and Registration.
	Purpose of the Processing
	Categories of data processed
	Legal Basis and LegalityÂ Criteria

		management of registration with relative creation of the account and use of the relative services;

		contact details (Email address; telephone number if applicable);
	personal data (name, surname, gender, date of birth);
	if company: company name and VAT number.

	The treatment is necessary for the execution of a contract of which the interested party is a part or for the execution of pre-contractual measures adopted at the request of the same (art. 6 paragraph 1, letter b GDPR).

		sale of goods and/or services, including the pre-contractual negotiation, the completion of the contract and the execution phase of the same.
	tax compliance, including the management of payments and the issuance of invoices and/or payment receipts.

		contact details (Email address; telephone number if applicable);
	personal data (name, surname, gender, date of birth);
	if company: company name and VAT number.
	billing and/or delivery address (residence or domicile; country, address, house number, province);
	billing and payment information.



	Obligation and consequence of failure to communicate your personal data.

The provision of your personal data is optional for the purposes described above.
The refusal to communicate the personal data referred to above will result in the impossibility of concluding the purchase contract and/or of executing it.
	Retention period of your personal data processed by us and criteria used to determine it.

The treatment will begin at the time of collection of the data which will be kept by us for the time strictly necessary to fulfil the purposes indicated above.
More in detail:
	Regarding the purpose of "registration management with related account creation and use of the related services", your data will be kept until you delete your account. Subsequently, some of your data may be stored for a period not exceeding 10 years(art. 2946 of the civil code: rights expire by prescription after 10 years - exercise or defenseÂ of a right);
	with regard to other purposes (purchase of the product and tax obligations) your data will not be storedÂ for more than 10 years from the date of termination of contracts with customers (art. 2220 of the civil code: retention of accounting records for 10 years; art. 22 of the Presidential Decree 600/1973; art. 2946 of the civil code: rights expire by prescription after 10 years - defenseÂ of a right).

After the specified retention periods, suchÂ data is automatically deleted.
	Recipients or categories of recipients of your personal data.

For the phase relating to the pre-contractual negotiation or for the phase of execution of the contract, the need may arise to communicate your data as specified below:
	In the event that you have chosen to use the credit cardÂ as a payment method, we inform you that the payment service provider in charge is Multisafepay based in Kraanspoor 39, 1033 SC Amsterdam, Postbus 37159 1030 AD Amsterdam The Netherlands. All the credit card data communicated by you during the purchase of one of our products are entered directly into the system of the Multisafepay company, which processes your data as an independent data controller, without us being able to access it. For more information on this treatment, you can consult the supplier's website at the following address: https://www.multisafepay.com/it_it/;
	in the event that you have chosenÂ PayPalÂ as your payment method, we inform you that some of your personal data (name; surname, invoiced amount and delivery address) will be communicated to PayPal based in 283 route d'Arlon, L-1150 Luxembourg . In the absence of such communication, PayPal doesnâ€™t allow the execution of the payment If you wish to access more detailed information relating to the processing of your personal data by PayPal, you can consult it at the following address: https://www.paypal.com/it/webapps/mpp/ua/privacy-full;
	in the event that you have chosenÂ Google Pay as a payment method, we inform you that some of your personal data (name; surname; invoiced amount and delivery address) will be communicated to Multisafepay based in Kraanspoor 39, 1033 SC Amsterdam, Postbus 37159 1030 AD Amsterdam The Netherland. In the absence of such communication, Google Pay will not allow the payment to be made. If you wish to access more detailed information relating to the processing of your personal data by Google Pay, you can consult it at the following address:Â https://pay.google.com/intl/it_it/about/;
	in the event that you have chosen Apple Pay as a payment method, we inform you that some of your personal data (name; surname; invoiced amount and delivery address) will be communicated to Multisafepay based in Kraanspoor 39, 1033 SC Amsterdam, Postbus 37159 1030 AD Amsterdam The Netherland. In the absence of such communication, Apple Pay will not allow the payment to be made. If you wish to access more detailed information relating to the processing of your personal data by Apple Pay, you can consult it at the following address: https://support.apple.com/it-it/HT203027
	In the event that the product purchased by you is not shipped directly by us, we will send some of your personal data (name; delivery address; order) to a logistics company appointed by us which will process your data as Data Processor to execute the contract.

For further details on this point, please refer to the information specified below in the relevant section.
	Marketing and Profiling.

When you purchase a product, you will be asked to give or not give your consent for marketing and/or profiling purposes. When registering and creating your account you will need to enter your password of your choice. For more details on these aspects, please consult the immediately following paragraph entitledÂ "Registration with account creationâ€�.
	Other issues related to creating an account.
Please refer to the next paragraph for all aspects related to registering with the creation of an account such as details on creating a password.


*** *** ***
Registration with account creation.
	Purpose of the processing
	Categories of data processed
	Legal Basis and LegalityÂ Criteria

		management of registration with relative creation of the account and use of the relative services;


		contact details (Email address; telephone number if applicable);
	personal data (name, surname, gender, date of birth);
	if company: company name and VAT number;


	The treatment is necessary for the execution of a contract of which the interested party is a part or for the execution of pre-contractual measures adopted at the request of the same (art. 6 paragraph 1, letter b GDPR).

		marketing: be updated on new arrivals, exclusive products, including marketing purposes related to the services offered (e.g. receive discounts, promotions, offers,â€¦); such communications may be sent by e-mail, sms or telephone calls;

		contact details (Email address; telephone number if applicable);
	personal data (name, surname, gender, date of birth);
	if company: company name and VAT number;
	billing data, payment, billing and/or delivery address (residence or domicile; country, address, house number, province);
	any further data shared by you also during registration.



	The interested party must express his consent to the processing of his personal data for the specific purposes indicated pursuant to art. 6 co. 1 letter a) GDPR.
The main reference standards are contained in the provisions of the European Union (ex multis: Regulation 2016/679 â€“ GDPR), of the Member State (ex. Multis: Legislative Decree 196/2003), of the Privacy Guarantor (ex multis: register of Provisions dated 4/06/2013; Guidelines on promotional activities and the fight against spam - 4 July 2013; 'Fidelity card' and guarantees for consumers. The rules of the Guarantor for loyalty programs - 24 February 2005).

		profiling:Â improve your browsing experience and receive offers in line with your interests by analyzingÂ your previous purchases.



	Account creation

The creation of the customer account is on a voluntary basis. You can view and modify the data entered by you at any time.
	Use of anonymous data.

The above data could be used anonymously for statistical and/or market research purposes. It goes without saying that, in this case, since there is no processing of personal data, no criterion of lawfulness or specific legal basis has been identified.
	Withdrawal of consent

The consent given by you for the purposes indicated above may be revoked at any time by exercising your rights as better specified below or by accessing the appropriate section of the website.
It should also be noted that any consent given by you for marketing purposes is to be considered extended to communications by email, text messages and promotional phoneÂ calls.
	Obligation and consequence of failure to communicate your personal data.

The provision of your personal data is optional for the purposes described above.
The refusal to communicate the personal data referred to above or the subsequent withdrawal of consent will result in the impossibility of using all or part of the services offered.
The refusal to give consent limited to marketing and profiling purposes will, respectively, result in the impossibility for us to update you on new arrivals, exclusive products, including marketing purposes related to the services offered, to send you offers in line with your interests through the analysis of your previous purchases.
	Automated decision making.

The decision-making process we use is not fully automated, except for the products to be recommended. In all other cases, the profiling rules are set manually from time to time. If you have given your consent to profiling, such processing will involve an automated activity (segmentation) as specified above that will place you within a homogeneous category of subjects (e.g. based on purchase or navigation preferences).
	Retention period of your personal data processed by us and criteria used to determine it.

The treatment will begin at the time of collection of the data which will be kept by us for the time strictly necessary to fulfillÂ the purposes indicated above.
More in detail :
	Regarding the purpose of "registration management with related account creation and use of the related services...", your personal and contact data will be kept until you delete your account. Subsequently, some of your data could be kept for a period not exceeding 10 years (art. 2946 of the civil code: rights expire by prescription after 10 years - exercise or defenseÂ of a right).
	for all the other purposes indicated above (marketing and profiling), your data will be kept by us until the consent given by you is revoked. Exceptionally, some of your data could be kept for a period not exceeding years (art. 2946 of the civil code: rights expire by prescription after 10 years - exercise or defenseÂ of a right).

In any case, regardless of the revocation of any consent given by you:
	Your personal data collected by us for the aforementioned profiling purposes will be kept for a period of time not exceeding 12 months from their registration;
	Your personal data collected by us for the above marketing purposes will be kept for a period of time not exceeding 24 months from their registration.
	Any consent given by you is deemed valid by us, regardless of the time that has elapsed, until it is revoked by you, provided that it was originally correctly acquired and that it is still valid in the light of the following criteria: 24 months after receiving of the last contact sent to you (e.g. since the last update on new arrivals, exclusive products, including communications sent by email, text message or phone call for marketing purposes related to the services offered such as discounts, promotions, offers and so on) .

After the indicated retention periods, this data is automatically anonymised.
	Recipients or categories of recipients of your personal data.

On this point, please refer to what is specified below in the relevant section.
	Login credentials.

Please note that the password you chose during registration (to be used together with your email address to access your account) must not be disclosed to third parties as it is strictly personal. In this regard, DIP cannot be held responsible in the event that you do not correctly store these credentials.
Of course, you can delete your account at any time (for more information on your rights, see below).
For further details regarding the security procedures adopted by Us and for the creation of a secure password, see chapterÂ 5) Security Measures below.
We also point out that, after the conclusion of the order you may receive an email from Verified Reviews (Net Review) through which you can also express your opinion on a product by releasing the related review by filling in the relevant format; it is expressly forbidden to express oneself with phrases or words offensive to honourÂ or decency and to write personal information (e.g. e-mail address, residence,â€¦).

	Â  THIRD PARTY DATA FOR SENDING A GIFT CARD

The personal data relating to a third party (name and email address) to whom you may wish to give a "Gift Card", provided during the relative purchase process, will be processed exclusively to allow the sending by email by DIP S.p.A. of the "Gift Card" to the third party, the fulfillmentÂ of the consequent services and obligations on the part of DIP S.p.A.. These data (name and email address of the third party) will be kept only until the expiry of the "Gift Card", calculated according to the methods indicated on the Site or, one year after its purchase, the data relating to the third party processed for the purposes indicated here will be deleted.

	Â TO WHOM WE COMMUNICATE YOUR PERSONAL DATA AND EXTRA UE TRANSFER


	Categories of recipients of personal data.

Your data may be processed by third parties who provide services functional to the management of the browsing experience on the site: such as companies that provide virtual assistance services, live chat or user interaction management.
We remind you that your personal data is an important component of our work and it is not one of our activities to pass them on to others. Therefore, personal data will be communicated within DIP S.P.A. and may be brought to the attention of its employees and/or collaborators (appointed in writing as authorizedÂ subjects pursuant to art. 2 quaterdeciesÂ co. 2 Legislative Decree 196/2003) as well as communicated to the following subjects:
1) third-party companies (acting as Data Processors) belonging to the same group to which DIP S.p.a. belongs in order to:
	meet your needs or requests;
	update and process databases;
	proceed with tax obligations that is Â e a execute a contract or pre-contractual measures;
	manage the part relating to e-commerce (including marketing and/or profiling activities).

2) third-party companies in order to be able to carry out the requested technical assistance services;
3) all the Authorities that have access to the data by virtue of regulatory or administrative provisions;
4) entities that provide services for the management of the computer system and telecommunications networks (including e-mail);
5) shippers and carriers for the delivery / collection of products;
6) banks issuing credit cards;
7) entities that manage credit card payments and provide customer services related to payments;
8) companies that provide marketing assistance (including data analysis services, search results and links, sending of emails and newsletters and profiling activities);
9) companies and organizationsÂ that provide for fraud prevention or credit risk reduction.
For a complete and accurate list of the Managers who process your data, please contact Customer Service or send an email to the following email address: privacy@bluespirit.com;
The data will not be communicated, assigned or, in any other way, transferred to other third parties, without the users being informed in advance and, with their consent, when this is required by law.

	Extra UE-Transfer

Your personal data will be stored in servers available to DIP S.P.A.
We do not transfer your personal data outside the European Union and, therefore, your data will remain located within the same.
With exclusive and specific reference to tracking systems, such as analytical cookies for whose installation you have given your prior consent, DIP S.P.A. may proceed with the transfer of your personal data to companies located in third countries (i.e. outside the European Union). In this case DIP SPA adopts all appropriate and necessary measures to ensure an adequate level of protection of your personal data in accordance with the provisions of the relevant European Union regulations.
In the event of transfer to third countries for which the European Commission has not issued a judgmentÂ of adequacy of the level of protection of personal data, DIP SPA will adopt the guarantee measures provided for by articles 44 et seq. of the GDPR, including the signing of standard contractual clauses.

5) SECURITY MEASURES
Your data will also be processed with IT, telematic, paper and manual tools, in compliance with the rules of confidentiality and security established by law.
We have adopted security measures in order to minimizeÂ the risk of destruction or loss, even accidental, of the data, unauthorizedÂ access or processing that is not permitted or does not comply with the collection purposes indicated in our Privacy Policy.
However, since it is not possible to guarantee that the measures adopted for the security of the Site and of the transmission of data and information on the Site itself limit or exclude any risk of unauthorizedÂ access or loss of data, we invite you to make sure that your computer is equipped with updated antivirus software for the protection of data transmission over the network, both incoming and outgoing, and that your Internet service provider has adopted firewalls and anti-spam filters, i.e. suitable for the security of data transmission over the network.
For your protection, we list some recommendations to follow for the security of your data:
	to recognize a secure SSL connection check that both the "s" is added to http (i.e. https://...) in the address bar of the browser and that there is the padlock symbol at the bottom of the browser.
	use a secure password with the following characteristics:

	consisting of at least eight characters and containing uppercase and lowercase letters, numbers and special characters,
	it is recommended to replace it at least every three months;
	do not use the same password for different accounts;
	not to transmit your personal data to third parties and not to reply to unknown advertising emails and not to click on any links contained therein.


6) LINKS TO OTHER WEBSITES OR INTEGRATION WITH THIRD PARTY PLATFORMS
DIP S.P.A does not control or monitor these websites and their contents, with the consequence that it cannot be held responsible for the contents of these websites and the rules adopted by them also with regard to your privacy and the processing of your personal data during your navigation operations.
We therefore ask you to pay attention when you connect to these websites, through the links on our website and to carefully read their terms of use and privacy regulations.
The Privacy Policy of the Site does not apply to third party websites nor is DIP S.P.A in any way responsible for the privacy policy applied by said websites.
Our Websites Â provide links to these websites solely to facilitate the user's search and navigation and to facilitate hypertext links on the Internet to other websites. The activation of the links does not imply any recommendation or notification by DIP S.P.A for accessing and browsing these websites, nor any guarantee regarding their contents, services or goods supplied by them and sold to Internet users.
Third-party content on Our Websites consists, for example, of maps, images or videos.
Although DIP SPA does not process or collect data relating to such content, third-party suppliers (acting as Independent Data Controllers) may collect and use some of your personal data (IP address; browser, operating system used, page visited).
For more information on the processing of your personal data by third parties, suppliers and partners, we invite you to consult the relevant information:
	Selligent (Selligent, Inc. d/b/a Selligent Marketing Cloud, Avenue de Finlande 2, 1420 Braine-l'Alleud â€“ Belgium). Data protection information: https://www.selligent.com/privacy-policy/Â ;
	Google (Google LLC, 1600 Amphitheater Parkway, Mountain View, CA 94043, USA). Data protection information: https://policies.google.com/privacy, https://policies.google.com/technologies/partner-sitesÂ 
	Facebook (Facebook Ireland Limited, 4 Grand Canal Square, Grand Canal Harbour, Dublin, D02, Ireland):https://www.facebook.com/privacy/explanationÂ 
	E-ONE (E-ONE s.r.l., Via Feltre 28/6 20132 Milan). Data protection information: https://www.e-one.agency/privacy.html Â  


7) YOUR RIGHT TO ACCESS DATA AND OTHER RIGHTS
As required by articles 15 - 22 of the GDPR, you always have the right to obtain confirmation of the existence or otherwise of personal data concerning you, even if not yet registered, and their communication in an intelligible form. You also have the right to obtain information about the origin of your personal data, the purpose and method of processing your personal data, the logic applied in the event of processing carried out with the aid of electronic instruments, the identification details of the owner and of those responsible for the process, the indication of the subjects or categories of subjects to whom the personal data may be communicated or who may become aware of them in quality of, for example, owner or responsible for the process. In part, this information is contained in our Privacy Policy; to find out more, you can send an email to privacy@bluespirit.com You always have the right to obtain from DIP S.P.A:
- updating, rectification or, when interested, integration of your personal data;
- the cancellation, transformation into anonymous form or blocking of your personal data, possibly processed in violation of the law, including those whose retention is not necessary in relation to the purposes for which the data were collected or subsequently processed;
- Proof that the above operations have been brought to the attention, also in regards to their content, of those to whom the data have been communicated or disseminated, except in the case in which this fulfillmentÂ proves impossible or involves a use of means manifestly disproportionate to the protected right.
You will, however, have the right to object in whole or in part:
- for legitimate reasons, to the processing of personal data concerning you, even if pertinent to the purpose of the collection;
- to the processing of personal data concerning you for the purpose of sending advertising material or direct marketing or for carrying out market research or commercial communication.
Finally, we remind you that you have the right to contact the Guarantor for the Protection of Personal Data (whose contact details are available at the following link https://www.garanteprivacy.it/home/footer/contatti), in order to enforce your rights in relation to the processing of personal data.
You will be able to freely and at any time exercise your rights, provided that they are within the limits of the law, with a request addressed to DIP S.P.A at the email address privacy@bluespirit.com to which we will provide an appropriate reply.

8) APPLICABLE LAW
This Privacy Policy is defined on the basis of the GDPR. The GDPR guarantees that the processing of personal data is carried out in compliance with fundamental rights and freedoms, as well as the dignity of the interested party, with particular reference to confidentiality, personal identity and the right to protection of personal data.

9) CHANGES AND UPDATES TO THE SITE'S PRIVACY POLICY
DIP S.P.A may modify or simply update, in whole or in part, the Privacy Policy of the Site also in consideration of the modification of the laws or regulations that govern this matter and protect your rights. Changes and updates to the Website's Privacy Policy will be notified to users on the Website's Home page as soon as they are adopted and will be binding as soon as they are published on the website in this same section. We therefore ask you to access this section regularly to check the publication of the most recent and updated Privacy Policy of the Site.

10) INTERPRETATION OF THE INFORMATION
The official version of this information pursuant to art. 13 GDPR is the one in Italian. Information written in another language has been translated from this official version. Therefore, even in the event of divergences or conflicts on its content, the authentic interpretation of the disclosure pursuant to art. 13 GDPR is given by the content of the official version of the information in Italian.






