Prerequisites

When using OIDC (OpenID Connect) as the SSO mode for logging into Extole, you
must reach out to either your Customer Success Manager to enable it for you. Also,
any users must have their Extole administrative portal account created before using
SSO to login.

Supported Features
SP-initiated SSO

Procedure
After installing the Okta application, you will need to provide your Extole Customer Success
Manager with the following information:
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e (Okta domain
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That'’s it! Extole will configure the connection from here, and you will see a “Login with
Okta” the next time you try to access the Extole administrative portal:

@1 EXTOLE

Logging in as Not You?

Password

‘ G Log in with Google ’

‘ mLog in with Microsoft ’

( #) Log in with Okta \/b

o ————— —




	Prerequisites 
	Supported Features 
	Procedure 

