
ПОЛОЖЕНИЕ 
о защите персональных данных 

1. Общие положения 
1.1. Настоящее Положение о защите персональных данных разработано в 
соответствии с Федеральным законом от 27.07.2006 № 152-ФЗ «О персональных данных» 
и иными нормативно-правовыми актами Российской Федерации в области защиты 
персональных данных. 

1.2. Положение определяет порядок обработки и защиты персональных данных, 
обрабатываемых Индивидуальным Предпринимателем Голотвиной Кристиной 
Викторовной, 

ИНН: 420538949784, 

ОГРНИП: 317420500045320, 

юридический адрес: 119285, г. Москва, р-он Раменки, ул. Минская, д. 2, кв. 307, 

почтовый адрес: 650993, г. Кемерово, пр. Кузнецкий, д. 36, офис 1, 

эл. почта: Golotvina_kristi@mail.ru, 

(далее — Оператор). 

1.3. Цель настоящего Положения — защита персональных данных клиентов, 
контрагентов, партнёров и пользователей веб-сайта https://kristinagolotvina.ru и его 
поддоменов от несанкционированного доступа, утраты, разглашения или иных 
неправомерных действий, а также предотвращение и выявление нарушений 
законодательства РФ и устранение последствий таких нарушений. 

1.4. В целях настоящего Положения: 

— персональные данные (ПД) — любая информация, прямо или косвенно относящаяся 
к субъекту персональных данных; 

— угрозы безопасности ПД — совокупность условий и факторов, создающих опасность 
несанкционированного доступа, изменения, копирования, распространения или 
уничтожения персональных данных; 

— уровень защищённости ПД — комплексный показатель, характеризующий 
требования, исполнение которых обеспечивает нейтрализацию соответствующих угроз 
при их обработке в информационных системах персональных данных. 
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2. Защита персональных данных 
2.1. Оператор принимает следующие меры по обеспечению защиты персональных 
данных: 

2.1.1. Назначает лицо, ответственное за организацию обработки и защиту ПД, 
осуществляющее внутренний контроль за соблюдением установленных требований. 

2.1.2. Разрабатывает и утверждает Политику в отношении обработки персональных 
данных. 

2.1.3. Устанавливает правила доступа к персональным данным и обеспечивает учёт всех 
действий, совершаемых с ПД. 

2.1.4. Назначает индивидуальные пароли доступа к информационным системам в 
зависимости от должностных обязанностей работников. 

2.1.5. Использует сертифицированные средства защиты информации, прошедшие 
процедуру оценки соответствия. 

2.1.6. Применяет антивирусное программное обеспечение с регулярно обновляемыми 
базами. 

2.1.7. Соблюдает условия, исключающие несанкционированный доступ к персональным 
данным. 

2.1.8. Обеспечивает обнаружение фактов несанкционированного доступа к ПД. 

2.1.9. Восстанавливает ПД, модифицированные или уничтоженные вследствие 
несанкционированного доступа. 

2.1.10. Проводит обучение и инструктаж работников, непосредственно участвующих в 
обработке ПД, по требованиям законодательства РФ. 

2.1.11. Осуществляет внутренний контроль и аудит системы защиты персональных 
данных. 

2.1.12. Определяет тип угроз безопасности и соответствующие уровни защищённости 
персональных данных. 

2.2. Типы угроз безопасности персональных данных 

2.2.1. Первый тип угроз. Системное программное обеспечение содержит неописанные 
функции, которые могут привести к неправомерному использованию персональных 
данных. 

2.2.2. Второй тип угроз. Возможные уязвимости во внешних прикладных программах, 
установленных на рабочих станциях сотрудников. 

2.2.3. Третий тип угроз. Отсутствие потенциально опасных уязвимостей как в системном, 
так и в прикладном программном обеспечении. 

 

 



 

2.3. Уровни защищённости персональных данных 

2.3.1. Первый уровень. Применяется при первом типе угроз или при обработке 
специальных категорий ПД свыше 100 000 физических лиц. 

2.3.2. Второй уровень. Применяется при втором типе угроз и обработке специальных 
категорий ПД любого объёма, либо общих ПД свыше 100 000 субъектов. 

2.3.3. Третий уровень. Применяется при втором типе угроз и обработке общих ПД менее 
100 000 субъектов, либо при третьем типе угроз и обработке специальных категорий ПД. 

2.3.4. Четвёртый уровень. Применяется при третьем типе угроз и обработке только 
общих ПД менее 100 000 субъектов. 

 

2.4. Меры защиты в зависимости от уровня защищённости 

2.4.1. При четвёртом уровне Оператор: 

— обеспечивает режим безопасности помещений, где размещены информационные 
системы; 

— обеспечивает сохранность носителей информации; 

— утверждает перечень работников, допущенных к обработке ПД; 

— использует сертифицированные средства защиты информации. 

2.4.2. При третьем уровне дополнительно назначается ответственное лицо за 
обеспечение безопасности ПД в информационной системе. 

2.4.3. При втором уровне дополнительно ограничивается доступ к электронным 
журналам регистрации событий безопасности. 

2.4.4. При первом уровне дополнительно обеспечивается автоматическая регистрация 
изменений полномочий пользователей и создаётся (или назначается) подразделение, 
ответственное за безопасность ПД. 

 

2.5. Защита персональных данных на бумажных носителях 

— назначается ответственное лицо за обработку ПД; 

— ограничивается доступ в помещения, где хранятся документы с ПД; 

— документы хранятся в шкафах/сейфах, запирающихся на ключ; 

— работники, допущенные к обработке ПД, подписывают обязательства о неразглашении 
персональных данных; 

— документы ведутся и оформляются только сотрудниками, уполномоченными на работу 
с ПД (в отделах маркетинга, бухгалтерии и службе безопасности). 



 

 

 

2.6. Передача и разглашение персональных данных 

— передача ПД третьим лицам допускается только при наличии согласия субъекта ПД 
или если такая передача прямо предусмотрена законом; 

— разглашение данных по телефону и иными незащищёнными каналами связи не 
допускается; 

— все сотрудники Оператора, допущенные к обработке ПД, несут ответственность за 
соблюдение режима конфиденциальности. 

3. Гарантии конфиденциальности персональных 
данных 
3.1. Все работники, участвующие в обработке ПД, обязаны соблюдать требования 
законодательства РФ и внутренние документы Оператора, обеспечивающие защиту 
персональных данных. 

3.2. Субъекты персональных данных имеют право запрашивать полную информацию о 
своих данных, об их обработке, использовании и хранении. 

3.3. Лица, виновные в нарушении норм законодательства о персональных данных, несут 
дисциплинарную, административную, гражданско-правовую или уголовную 
ответственность в установленном порядке. 

 

Оператор: 

Индивидуальный предприниматель Голотвина Кристина Викторовна 

ИНН: 420538949784 

ОГРНИП: 317420500045320 

Юридический адрес: 119285, г. Москва, р-он Раменки, ул. Минская, д. 2, кв. 307 

Почтовый адрес: 650993, г. Кемерово, пр. Кузнецкий, д. 36, оф. 1 

Эл. почта: Golotvina_kristi@mail.ru 

Сайт: https://kristinagolotvina.ru 
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