
Privacy Policy 
 
Nouro-Lab(“we”, “us” or “our”), the operator of Bingo Rescue Adventure(“App” or “Services”), is 
committed to protecting your privacy.  
This Privacy Policy discloses how we collect, use, and share your data. The App does not 
include links to other websites, mobile applications, or services provided by third parties. This 
Policy also describes the choices you have regarding our use of your data. By using the 
Services, you accept the terms of this Policy and consent to the data collection, use, and 
sharing described in it. 
 
⦁​ How to contact us 
We regularly review our compliance with this Policy. Questions, comments and requests 
regarding this Policy are welcomed and should be addressed in the first instance to 
noureddine.nidsaid.f@gmail.com. 
 
⦁​ What information do we collect 
The types of personal information may include (but are not limited to) the following: 
a.​ contact information (such as email address); 
b.​ device information(such as the type, brand, operating system, screen solution and 
language of your device, Mac Address); 
c.​ device identifiers(such as IDFA, IDFV, GAID); and/or 
d.​ information about your use of the App (such as behavioral information). 
 
⦁​ How do we use information 
Your information will be used for the following purposes: 
a.​ Provide the Services: we use your information to provide you with the Services. 
b.​ Monitor the performance of and improve the Services: we use your information to 
measure the performance of the Services, fix issues, improve and otherwise develop the 
features and functionalities of the Services. We also use your information to test and develop 
new products and services. 
c.​ Maintain the safety and security of the Services: we use your information to detect and 
prevent fraud, cheating, abuse or other harmful activities, diagnose and fix technology 
problems, conduct security investigations and risk assessments, and improve and enforce our 
security measures. 
d.​ Legal and regulatory requirements and proceedings: we use your information in 
connection with legal and regulatory proceedings and requirements, including the defense of 
legal claims, compliance with corporate reporting obligations, and compliance with applicable 
laws. 
e.​ Enforce our rights: we may use your information to monitor, investigate, prevent and/or 
mitigate violations of our terms of use as well as enforce our agreements with third parties and 
business partners. 
f.​ For any other lawful purpose, or other purpose that you consent to. 
 



⦁​ Sharing 
We will not sell any information about you to any third party without your consent. 
We may disclose personal data (including personally identifiable information) when required by 
law if we believe in good faith that such action is necessary to comply with a current judicial 
proceeding, respond to lawful requests from public authorities, court orders, or legal process 
served on us. 
 
⦁​ Security 
To protect your personal data we hold, we use industry-standard physical, procedural, and 
electronic security measures, including encryption where appropriate. We take reasonable steps 
to help protect your data from loss, theft, misuse, and unauthorized access, disclosure, 
alteration, and destruction. For example: 
a.​ We store de-identified data separately from data that could be used to re-identify 
individuals to ensure that individuals cannot be re-identified during subsequent processing of 
the de-identified data. 
b.​ We conduct access audits on the data systems that store your personal data to prevent 
intrusion and virus attacks. 
c.​ We have established relevant internal control systems, using the principle of minimum 
authorization for personnel who may access your personal data, documenting the processing of 
your personal data by personnel, providing personnel with knowledge, skills, and security 
responsibilities related to protecting user personal data, and regularly conducting self-audits of 
our protection of your personal data. 
 
⦁​ Children’s privacy 
We believe it is important to protect children's privacy and we do not intentionally collect 
personal information of persons under 14 years old. If you are under 14 years old and you wish 
to ask a question or use the App in any way which requires you to submit your information, 
please get your parent or guardian to do so on your behalf. If you are under l4 years old please 
do not send us your information. 
We encourage parents and guardians to regularly review and monitor their children's use of 
online activities. If a parent or guardian discovers that a minor has provided us with personal 
data without consent, please contact us immediately. 
 
⦁​ Retention 
We will only retain your identifiable personal data for as long as necessary to fulfill the above 
collection purposes and will not retain your identifiable personal data indefinitely.  
 
⦁​ Your Privacy Options 
You may have certain rights under data protection law in relation to the personal information we 
hold about you. In particular, you may have a right to: 
a.​ request a copy of personal information we hold about you; 
b.​ ask that we update the personal information we hold about you, or independently correct 
such personal information that you think is incorrect or incomplete; 
c.​ ask that we delete personal information that we hold about you; 



d.​ withdraw your consent to our processing of your information (to the extent such 
processing is based on consent and consent is the only permissible basis for processing). 
If you would like to exercise these rights or understand if these rights apply to you, please 
contact us. 
 
⦁​ Links 
Please note that some parts of this application contain references or links to third-party products 
whose privacy practices differ from ours. If you provide information to any third party, or consent 
for us to share your information with it, such personal information will be subject to its privacy 
policy. 
a.​ Appsflyer: https://www.appsflyer.com/legal/privacy-policy/ 
b.​ Applovin Max: https://www.applovin.com/privacy/ 
c.​ Google AdMob & Firebase: https://policies.google.com/privacy 
d.​ Pangle: https://www.pangleglobal.com/zh/privacy/partner-en 
e.​ Mintegral: https://www.mintegral.com/en/privacy 
f.​ TopOn: https://www.toponad.com/en/privacy-policy 
g.​ Facebook: https://www.facebook.com/privacy/policy/?entry_point=comet_dropdown 
 
⦁​ Changes 
If we make any changes to this Privacy Policy, we will post the updated Privacy Policy here. 
Please check this page frequently for any updates or changes to this Privacy Policy. 
 
 


