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Intellectual Property Compllance Agreement for Students of the Department of
Management Information Systems, National Chung Hsing University
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In order to protect intellectual property rights and promote respect for the rule of law, all students in
our department must adhere to the following agreements:
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Article 1: Respect Intellectual Property Rights
Students must respect intellectual property rights and refrain from engaging in any
actions that involve infringing upon intellectual property, including but not limited to
the following:

(1) EHRAE SR R R

Using unauthorized computer programs.

(2)  EIE TGS B2 B TEREE IR 2 B 1R,
Illegally downloading or copying works protected by copyright law.

(3)  ARKEFERENZFE, 5 Rz 1 LR AR 2 ik k,
Uploading protected works to public websites without the consent of the
copyright holder.
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Copying articles from online bulletin board systems (BBS) or other online
discussion forums when the author explicitly prohibits redistribution.

(5)  ZREMENL UL BUEVE T #US IR 2 F 1,
Setting up websites that allow the public to illegally download protected works.

(6) b T REdE MA= TR B E W 24T 2
Any other actions that may involve infringing on intellectual property rights.
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Article 2: Prohibition of Network System Abuse
Students shall not engage in the following acts of network system abuse:

(1) AT FEAE R 7 B HoAth T 1R sl B R s e o2 R 5,
Dlstrlbutlng computer viruses or other programs that interfere with or damage
system functionality.

(2)  fH B AU R
Unauthorized interception of network transmission messages.
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Using network resources without authorization through cracking, stealing, or
impersonating another person's account and password, or leaking someone
else's account and password without cause.

(4)  BEBCREMRSENE T AL,

Lendlng one's account to others without justification.

(5)  FEuh i sh R R ik, (RAS IR AT a4 (0 AN TE B
.



Hiding or using false accounts, unless explicitly authorized to use an
anonymous account.

(6) B N Z BT BIFBREL,
Eavesdropping on others' emails or files.
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Abusing network resources in any way, including sending bulk unsolicited
emails (spam), chain letters, or irrelevant information, or flooding mailboxes,
hijacking resources, or otherwise disrupting the normal operation of systems.
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Distributing fraudulent, defamatory, insulting, obscene, harassing, illegal
software trading, or other unlawful messages via email, online chats, BBS, or
similar platforms.

(9)  FHERCZ HE I G IR HA R AR E AT 2,
Using the school's network resources for any illegal or improper activities.
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Article 3: Consequences of Violations
If the violation is serious, the case may be referred to the school for disciplinary action
according to university regulations or handled through administrative procedures. In
addition, if there are any illegal activities involved, the individual will be held legally
responsible under civil law, criminal law, copyright law, or other relevant legislation.

% N E2& 5% Student ID of the Signatory :

% N %t B Signature of the Signatory :

hERERE & A A

Republic of China: (Y/M/D)



