
Privacy Policy for Chirp - Real-Time Messaging App

Effective Date: 16th June 2023

This Privacy Policy outlines the practices and policies followed by Chirp, a real-time

messaging app developed during an iOS bootcamp, regarding the collection, usage,

storage, and protection of user information. By using Chirp and creating an account, you

agree to the terms and conditions mentioned in this Privacy Policy.

1 Information Collected

1.1 Personal Information:

Chirp may collect the following personally identifiable information (PII) when you create an

account:

● Your name

● Phone Number

● Profile picture (optional)

1.2 User Generated Content:

Chirp may collect and store the messages, photos, videos, voice recordings, and any other

content that you create or share through the app.

1.3 Technical Information:

Chirp may collect technical information about your device, such as the device type, operating

system, and device identifiers. This information is used solely for the purpose of optimizing

and improving the app's performance and functionality.

2 Use of Information

2.1 Providing Services:

Chirp collects and uses your information to provide and improve our messaging services,

including:

● Facilitating real-time messaging

● Delivering messages and notifications

● Authenticating users

● Personalizing the app experience

2.2 Analytics and Improvements:

Chirp may analyze user data to improve the performance, security, and features of the app.

This may include analyzing trends, usage patterns, and interactions to enhance the user

experience.



2.3 Communication and Support:

Chirp may use your contact information to communicate with you regarding app updates,

security alerts, customer support, and other service-related matters.

2.4 Aggregated Data:

Chirp may aggregate and anonymize user information for statistical analysis, research,

marketing, or other business purposes.

3. Data Sharing and Disclosure

3.1 Third-Party Service Providers:

Chirp may share your information with trusted third-party service providers who assist in

delivering our services, such as cloud storage providers, hosting services, and analytics

platforms. These providers are contractually obligated to maintain the confidentiality and

security of your information.

3.2 Legal Requirements:

Chirp may disclose your information if required by law, legal process, or governmental

request, or to protect our rights, property, or safety, or the rights, property, or safety of others.

3.3 Business Transfers:

In the event of a merger, acquisition, or any form of sale of Chirp or its assets, user

information may be transferred to the acquiring entity, subject to the terms of this Privacy

Policy.

4. Data Security

Chirp takes reasonable measures to protect user information from unauthorized access,

alteration, or disclosure. However, no data transmission over the internet or method of

storage is 100% secure. Therefore, Chirp cannot guarantee absolute security of your

information.

5. Children's Privacy

Chirp is not intended for use by individuals under the age of 13. If you believe that we have

inadvertently collected personal information from a child under 13, please contact us, and we

will promptly delete the information.

6. Your Choices

6.1 Account Information:

You can review, update, or delete your account information within the Chirp app settings.



6.2 Communications:

You may choose to opt-out of receiving certain communications from Chirp by adjusting your

notification preferences.

6.3 Do Not Track:

Chirp does not respond to "Do Not Track" signals from web browsers or other mechanisms.

7. Changes to this Privacy Policy

Chirp reserves the right to modify this Privacy Policy at any time. In the event of material

changes, we will provide notice through the app or via


