Privacy Policy

This Privacy Policy applies to the processing of your data by we when you use Olympus Myth
Slots (here in after referred to as "App" or "Service"). We recommend that you read the Privacy
Policy carefully to understand our specific measures and your rights.

If you have any questions about this Privacy Policy, or wish to exercise your rights, please
contact us. Our email: Softechsquare@gmail.com. We will be happy to answer your questions.

Children

The App is not intended for users who have not reached the minimum legal age required in their
country of residence. We will not intentionally collect personal data from any user who has not
reached the minimum legal age required in their country of residence. If you find that such a
user has provided us with personal data, please contact us immediately and we will delete the
personal data of such user immediately.

Scope of Data Collected

Your following data may be collected and used by us:

1. email address (collected only if you actively provide it or contact us).

2. device data, such as Mac address, IDFA, IDFV, GAID, device model, device brand,
device language, device network type, screen resolution, etc;

3. log data, such as the time/date you use the App, etc;

Purpose of Using Data

It is necessary for operating the App and providing you with the features and services within this
App;

It is necessary for safeguarding the legitimate interests of us and other users;

It is necessary for complying with legal or regulatory obligations.

Sharing of Data

We share your data, for the purposes described in this policy, with:

1. Service providers who may need your data to support features related to the operation of the
App. We and these service providers are subject to Google's privacy practices.

2. Government authorities or law enforcement who need your data to resolve a dispute or
conflict.

Third-party

This Privacy Policy does not apply to the processing of personal data where we are not the
controller, such as third-party links, third-party content and/or service providers. We cannot
control their actions and are not responsible for their actions. If you want to know what data
such third parties collect from you and how they use it, you should read their privacy policies
carefully.

1. Applovin Max : https://www.applovin.com/privacy/

2. Mintegral : https://www.mintegral.com/cn/privacy

3. Appsflyer : https://www.appsflyer.com/legal/privacy-policy/

4. Pangle : https://www.pangleglobal.com/zh/privacy/partner-en



5. Google AdMob / Firebase : https://policies.google.com/privacy
6. Facebook : https://www.facebook.com/privacy/policy/?entry_point=comet_dropdown

Data Security

We take precautions to protect the security of your data. We have physical, electronic, and
managerial procedures to help safeguard, prevent unauthorized access, maintain data security,
and correctly use your data. However, neither people nor security systems are foolproof.
Therefore, while we use reasonable efforts to protect your personal data, we cannot guarantee
its absolute security.

If applicable law imposes any non-disclaimable duty to protect your personal data, you agree
that intentional misconduct will be the standards used to measure our compliance with that duty.

Data Retention Period

We keep your data for no longer than is necessary for the purposes it was collected for. The
length of time we retain your personal data for is determined by operational and legal
considerations. We review our retention periods on a regular basis.

Your Rights

You have the right to access your data that we process and to learn more about which of your
data we collect or process.

You can withdraw your consent to our processing of your data at any time. The withdrawal is not
retroactive. If you withdraw your consent to our processing of your data, your use of this
application may be restricted.

You have the right to request that we correct or supplement the incorrect or incomplete personal
data we store about you.

You can also request that we delete your personal data from our servers. We will comply with
such requests unless we have a legitimate reason not to delete the data.



