
Privacy Statement 
 
Last updated: [2024-11-19] 
 
This Privacy Statement describes how [Ichrak Fahim]( “Company”, “we”, “us”, or “our” ) 
collects, uses, and discloses your personal information when you visit, use our services from 
[Can Collector](“App” or “Service”) or otherwise communicate with us. 
 
Please read this Statement carefully. By using and accessing any of the Services, you agree 
to the collection, use, and disclosure of your information as described in this Statement. If 
you do not agree to this Statement, please do not use or access any of the Services. 
 
SectionA.Changes to this Statement 
We may update this Privacy Statement from time to time, including to reflect changes to our 
practices or for other operational, legal, or regulatory reasons. We will post the revised 
Privacy Statement on the App, update the "Last updated" date and take any other steps 
required by applicable law. 
 
SectionB.What Personal Information We Collect 
We have collected the following categories of personal information from you： 
1)email address; 
2)the type, version, brand, language and operating system of device; 
3)device identifiers (such as IDFA, IDFV for Android, GAID for IOS);  
4)behavioral usage of the App; 
5)the type and operator of network (such as Mac address). 
 
SectionC.Personal Information Use 
Accordingly, we may use the personal information we collect for one or more of the following 
purposes: 
1)To fulfill the purpose for which the personal information was collected and provide the 
requested Services. 
2)To provide Services maintenance, enhancement, research, development, security, 
support, and App optimization. 
3)To maintain compliance with applicable laws. 
4)To respond to law enforcement requests and as required by applicable law, court order, or 
governmental regulations. 
SectionD.Personal Information Disclosure 
We may disclose your personal data to the categories of third parties and in the 
circumstances as set out below: 
1)Service providers. We may disclose your personal data with third party vendors and other 
service providers that perform services for us or on our behalf, which may include: providing 
security and fraud prevention; professional services such as legal and accounting services. 
2)Other companies within our group. We may disclose your personal data within our group 
of companies as reasonably necessary for our day to day business operations. 
3)Law enforcement, regulators and other parties for legal reasons: We may disclose your 
personal data to comply with our legal obligations, and to protect our rights. We will disclose 
your personal data if we are legally required to do so, such as in response to a court order or 



legal process, or to establish, protect, or exercise our legal rights or to defend against legal 
claims or demands, or to comply with requirements of mandatory applicable law. 
 
SectionE.Securing your Personal Information 
We take appropriate technical and organizational measures to protect your personal 
information from unauthorized access, abuse, loss and other disruption. To this end, we 
regularly review our security measures and adapt them to current standards. We 
continuously invest in and improves our security practices. 
 
SectionF.Information about Children 
Our Services and this App are not directed at persons under 13 years old. We do not 
knowingly or intentionally collect or solicit personal data from anyone under the age of 13. If 
we learn that we have inadvertently collected personal data from a child under 13, we will 
delete that information as quickly as possible. If you believe that we might have any 
information about a child under 13, please contact us using the details set out in the “Contact 
Us” section below. 
 
SectionG.Third Party Links to Other Sites 
The App may include links to third party service providers. These linked services are 
operated by unaffiliated third parties that have separate and independent privacy 
statements, terms of use, and related notices or disclosures regarding information handling 
practices. We cannot be responsible for the information handling practices of independent 
parties and encourage you to review their practices prior to information disclosure. 
1)RealPage Services that offer mobile applications do not include third-party ad partners, 
campaigns, or personalized ad delivery. 
2)Mintegral: https://www.mintegral.com/cn/privacy 
3)Pangle: https://www.pangleglobal.com/zh/privacy/partner-en 
4)Appsflyer: https://www.appsflyer.com/legal/privacy-policy/ 
5)Applovin Max: https://www.applovin.com/privacy/ 
6)Facebook: https://www.facebook.com/privacy/policy/?entry_point=comet_dropdown 
7)Google AdMob & Firebase: https://policies.google.com/privacy 
 
SectionH.Retention of personal information 
We will retain your information for as long as is needed to provide you the Service; as long 
as needed for the purpose it was originally collected for; as long as we are legally obligated; 
or until we receive a request for erasure.  
 
That means we’ll keep your information for the entire life cycle of the respective App you’ve 
used as part of our Services. After this point, your personal information will either be erased 
completely or anonymized for analytical use for a certain period. 
 
SectionI.Your Rights 
You may have some or all of the rights listed below in relation to your personal information: 
1)A right to request access or know, delete or correct to personal information that we hold 
about you. 
2)A right to receive a copy of the personal information we hold about you. 
3)Where we rely on consent to process your personal information, you may have the right to 
withdraw this consent. 



 
SectionJ.Contact Us 
Should you have any questions about our privacy practices or this Privacy Statement, or if 
you would like to exercise any of the rights available to you, please contact us through email: 
[carmeliyikajab8221@gmail.com]. 
 


