1. Download Certificates, One is for Umbrella (malware protection) and the other is for our Content
Filtering (You will need to use your CPS account to download these certificates)
a. Click here for Umbrella certificate
i. needs to be imported in Authorities
b. Click here for Content Filtering certificate
i. needs to be imported in Authorities
2. Inthe top right hand corner click on the menu icon
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4. Select Privacy & Security


https://drive.google.com/open?id=0B72HzYXuq6zdWFMteFRvdDNsYUk
https://drive.google.com/file/d/11Qbj9o1255ECjOREiCMJ66XAbO6OT9d6/view?usp=drive_link
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5. Scroll down to the bottom and select certificates
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6. Click on Import

View Certificates...

Security Devices...



Certificate Manager

Authorities
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You have certificates on file that identify these certificate authorities:
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7. Select the downloaded certificate and click open
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Date modified:
Size:

10/6/2020 9:26 AM
1.85 KB

Date modified

10/6/2020 9:26 AM

Date created:

Type

Security Certificate

10/19/2016 9:16 AM

Size

2 KB

File name: |CPS-root
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8. Select Trust this CA to identify websites and click OK
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You have been asked to trust a new Certificate Authority (CA).

Do you want to trust “lron Port Certificate Authority” for the following purposes?
Trust this CA to identify websites.

[ Trust this CA to identify email users.

[ Trust this CA to identify software developers.

Before trusting this CA for any purpose, you should examine its certificate and its policy and
procedures (if available).

View Examine CA certificate

Cancel

9. You should see CPS Certificate (CPS Network Security) in your Authorities tab

Certificate Manager
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You have certificates on file that identify these certificate authorities
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