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Introduction 

Thank you for using our Chrome extension, Screen Capture (getscreencapture.com) 
("Extension"). Your privacy is important to us. This Privacy Policy explains how we collect, use, 
and protect your information when you use our Extension. 

Information We Collect 

1.​ Screen Captures 
○​ The primary function of our Extension is to capture screenshots of your current 

browser tab. These screenshots are only stored locally on your device unless you 
choose to upload them to external services like GitLab, Bitbucket, or Google 
Docs. 

2.​ Authentication Information 
○​ To facilitate the upload of screenshots to GitLab, Bitbucket, and Google Docs, our 

Extension may request authentication via OAuth. This involves collecting and 
using tokens necessary for accessing your accounts on these services. 

3.​ Usage Data 
○​ We may collect anonymous usage data to understand how our Extension is 

used. This includes information such as how often the Extension is used and the 
features that are most frequently accessed. This data is collected in an 
aggregated form and does not personally identify any user. 

How We Use Your Information 

●​ Screen Captures: The screenshots you capture are used solely for the purpose of 
providing the core functionality of the Extension. They are not shared with any third 
parties unless you explicitly choose to upload them to GitLab, Bitbucket, or Google Docs. 

●​ Authentication Information: OAuth tokens are used exclusively to facilitate the secure 
upload of screenshots to your chosen external service. These tokens are not shared with 
any third parties and are stored securely. 

●​ Usage Data: Aggregated usage data helps us improve the Extension by understanding 
user behavior and preferences. 

Data Sharing and Disclosure 

We do not sell, trade, or otherwise transfer your personal information to outside parties. We may 
share information in the following circumstances: 

●​ With your consent: We will share information with external services (GitLab, Bitbucket, 
Google Docs) only when you choose to upload screenshots. 



●​ For legal reasons: We may share information if required by law or to respond to legal 
process. 

Data Security 

We implement a variety of security measures to maintain the safety of your personal 
information. This includes the use of secure OAuth tokens and encryption where applicable. 

Your Choices 

●​ Managing Permissions: You can manage or revoke the permissions you have granted 
to our Extension at any time through your browser’s settings. 

●​ Deleting Data: Screenshots are stored locally on your device unless uploaded to an 
external service. You can delete them manually at any time. 

Changes to This Privacy Policy 

We may update this Privacy Policy from time to time. We will notify you of any changes by 
posting the new Privacy Policy on this page. You are advised to review this Privacy Policy 
periodically for any changes. 

Contact Us 

If you have any questions about this Privacy Policy, please contact us at 
alexiskyprianou1@gmail.com. 

 


