
ПОЛИТИКА КОНФИДЕНЦИАЛЬНОСТИ 
 
Политика конфиденциальности Автономной некоммерческой организации 
дополнительного образования и дополнительного профессионального образования 
«Байкальский центр спортивного программирования» (АНО ДО ДПО «Байкальский 
центр спортивного программирования») 
г. Иркутск​ ​ ​ ​ ​ ​ ​ ​ ​ ​ 22.05.2025г. 
1. Общие положения 
1.1. Настоящая Политика конфиденциальности (далее – Политика) определяет порядок 
обработки персональных данных (далее – ПДн) и меры по обеспечению безопасности 
ПДн в АНО ДО ДПО «Байкальский центр спортивного программирования» (далее – 
Оператор), ИНН: 3849100152 , ОГРН: 1243800002357, юридический адрес: 664046, 
Иркутская область, город Иркутск, ул. Донская, д. 2, кв. 51. 
1.2. Политика разработана в соответствии с требованиями Федерального закона от 
27.07.2006 № 152-ФЗ «О персональных данных» и иных нормативно-правовых актов 
Российской Федерации в области обработки и защиты персональных данных. 
1.3. Действие Политики распространяется на все процессы по сбору, записи, хранению, 
уточнению (обновлению, изменению) ПДн, осуществляемые Оператором как с 
использованием средств автоматизации, так и без использования таких средств. 
1.4. Основные понятия, используемые в Политике:  
* Персональные данные (ПДн) – любая информация, относящаяся прямо или косвенно к 
определенному или определяемому физическому лицу (субъекту ПДн).  
* Оператор – государственный орган, муниципальный орган, юридическое или 
физическое лицо, самостоятельно или совместно с другими лицами организующие и (или) 
осуществляющие обработку персональных данных, а также определяющие цели 
обработки персональных данных, состав персональных данных, подлежащих обработке, 
действия (операции), совершаемые с персональными данными.  
* Обработка персональных данных – любое действие (операция) или совокупность 
действий (операций), совершаемых с использованием средств автоматизации или без 
использования таких средств с персональными данными, включая сбор, запись, 
систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, 
использование, передачу (распространение, предоставление, доступ), обезличивание, 
блокирование, удаление, уничтожение персональных данных.  
* Субъект персональных данных – физическое лицо, к которому относятся 
персональные данные. В рамках настоящей Политики субъектами ПДн являются 
Посетители сайта Оператора https://bcsp.su , а также Клиенты и Учащиеся Оператора. 
2. Принципы и цели обработки персональных данных 
2.1. Оператор осуществляет обработку ПДн на законной и справедливой основе. 2.2. 
Обработка ПДн ограничивается достижением конкретных, заранее определенных и 
законных целей. Не допускается обработка ПДн, несовместимая с целями сбора ПДн. 
2.3. Целью обработки персональных данных, собираемых через форму обратной связи на 
сайте https://bcsp.su, является связь с пользователем по вопросам сотрудничества. 
2.4. Также целями обработки персональных данных являются:  
* Обеспечение соблюдения законодательства РФ в сфере образования. 
* Заключение и исполнение договоров с субъектами ПДн. 
3. Перечень обрабатываемых персональных данных 
3.1. Оператор обрабатывает следующие категории персональных данных, 
предоставляемых субъектами ПДн через форму обратной связи на сайте:  
* Фамилия, имя, отчество; 
* Номер телефона. 
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3.2. Оператор не осуществляет сбор и обработку специальных категорий персональных 
данных, касающихся расовой, национальной принадлежности, политических взглядов, 
религиозных или философских убеждений, состояния здоровья, интимной жизни.  
3.3. Оператор не осуществляет сбор биометрических персональных данных.  
3.4. Оператор не использует файлы «cookie» для сбора персональных данных. 
4. Порядок и условия обработки персональных данных 
4.1. Обработка ПДн осуществляется Оператором смешанным способом, включая сбор, 
запись, хранение, уточнение (обновление, изменение). 
4.2. Обработка ПДн осуществляется как с использованием средств автоматизации, так и 
без использования таких средств, в том числе вручную. 
4.3. Хранение персональных данных осуществляется на территории Российской 
Федерации, на серверах Акционерного общества «Селектел» по адресу: Ленинградская 
Область, Всеволожский Район, Дубровка городской поселок, Советская Улица, дом 1. 
4.4. Срок обработки персональных данных, собираемых через форму обратной связи, 
составляет 3 (три) года с момента последнего взаимодействия с пользователем, либо до 
достижения цели обработки, либо до отзыва согласия субъекта ПДн на обработку.  
4.5. Срок обработки персональных данных, обрабатываемых в рамках иных целей 
(например, для соблюдения законодательства об образовании, заключения и исполнения 
договоров), определяется в соответствии с целями обработки и законодательством РФ. 
4.6. Условием прекращения обработки персональных данных является ликвидация 
организации Оператора. 
4.7. Передача персональных данных третьим лицам: * Оператор может передавать 
персональные данные субъектов (ФИО, номер телефона) в CRM-систему «Альфа CRM» 
для целей эффективного взаимодействия и обработки запросов пользователей. 
* Трансграничная передача персональных данных не осуществляется. 
5. Меры по обеспечению безопасности персональных данных 
5.1. Оператор принимает необходимые правовые, организационные и технические меры 
для защиты персональных данных от неправомерного или случайного доступа к ним, 
уничтожения, изменения, блокирования, копирования, предоставления, распространения 
ПДн, а также от иных неправомерных действий в отношении ПДн.  
5.2. К таким мерам, в частности, относятся : 
* Назначение ответственного за организацию обработки персональных данных – Ищенко 
Роман Владимирович, контактные данные: roman@newreality.ru, 89643588880. 
* Разработка и утверждение Политики обработки персональных данных и иных 
локальных актов по вопросам обработки и защиты ПДн. 
* Ограничение доступа к персональным данным. 
* Использование средств защиты информации, соответствующих классу информационных 
систем персональных данных (пароли, антивирусное ПО). 
* Регулярное резервное копирование данных. 
* Применение мер по предотвращению несанкционированного доступа к персональным 
данным (разграничение прав доступа, физическая охрана помещений). 
* Проведение внутреннего контроля за соблюдением требований законодательства о 
персональных данных. 
* Ознакомление сотрудников, непосредственно осуществляющих обработку ПДн, с 
положениями законодательства РФ о ПДн и локальными актами по вопросам обработки 
ПДн. 
6. Права субъектов персональных данных 
6.1. Субъект персональных данных имеет право на получение сведений об обработке его 
персональных данных, включая: 
* подтверждение факта обработки персональных данных Оператором;  
* правовые основания и цели обработки персональных данных;  
* цели и применяемые Оператором способы обработки персональных данных;  



* наименование и местонахождение Оператора, сведения о лицах (за исключением 
сотрудников Оператора), которые имеют доступ к персональным данным или которым 
могут быть раскрыты персональные данные на основании договора с Оператором или на 
основании федерального закона;  
* обрабатываемые персональные данные, относящиеся к соответствующему субъекту 
персональных данных, источник их получения, если иной порядок представления таких 
данных не предусмотрен федеральным законом;  
* сроки обработки персональных данных, в том числе сроки их хранения;  
* порядок осуществления субъектом персональных данных прав, предусмотренных 
Федеральным законом № 152-ФЗ «О персональных данных»;  
* информацию об осуществленной или о предполагаемой трансграничной передаче 
данных;  
* наименование или фамилию, имя, отчество и адрес лица, осуществляющего обработку 
персональных данных по поручению Оператора, если обработка поручена или будет 
поручена такому лицу;  
* иные сведения, предусмотренные Федеральным законом № 152-ФЗ «О персональных 
данных» или другими федеральными законами. 
6.2. Субъект персональных данных имеет право требовать от Оператора уточнения его 
персональных данных, их блокирования или уничтожения в случае, если персональные 
данные являются неполными, устаревшими, неточными, незаконно полученными или не 
являются необходимыми для заявленной цели обработки, а также принимать 
предусмотренные законом меры по защите своих прав. 
6.3. Отзыв согласия на обработку персональных данных: Субъект персональных 
данных вправе отозвать свое согласие на обработку персональных данных в любое 
время. Для отзыва согласия необходимо направить соответствующее уведомление на адрес 
электронной почты Оператора: baikalcentersp@gmail.com с пометкой «Отзыв согласия на 
обработку персональных данных». В случае отзыва субъектом ПДн согласия на обработку 
ПДн Оператор вправе продолжить обработку ПДн без согласия субъекта ПДн при наличии 
оснований, указанных в пунктах 2 – 11 части 1 статьи 6, части 2 статьи 10 и части 2 статьи 
11 Федерального закона № 152-ФЗ «О персональных данных». 
7. Использование аналитических сервисов (Яндекс.Метрика) 
7.1. На сайте Оператора используется аналитическая система Яндекс.Метрика для сбора 
обезличенных данных о поведении пользователей (таких как IP-адрес, тип браузера, время 
посещения, просмотренные страницы и т.д.) в целях улучшения работы сайта и его 
функциональности.  
7.2. Эти данные обрабатываются в обезличенном виде и не используются для 
идентификации конкретных пользователей. 
8. Заключительные положения 
8.1. Настоящая Политика является общедоступным документом.  
8.2. Оператор имеет право вносить изменения в настоящую Политику. Новая редакция 
Политики вступает в силу с момента ее размещения на сайте Оператора, если иное не 
предусмотрено новой редакцией Политики.  
8.3. Контактные данные Оператора: * Наименование: АНО ДО ДПО «Байкальский центр 
спортивного программирования»  
* Адрес: 664046, Иркутская область, город Иркутск, ул. Донская, д. 2, кв. 51  
* Телефон: 8(964)-358-88-80  
* E-mail: baikalcentersp@gmail.com  


