Privacy Policy

Last updated: [2025.09.26]

This Privacy Policy (“Policy”) explains how [DESIGN VELOCITY Dev] (“we”, “our” or “us”)
collect, store, use, disclose and otherwise process information about you in the course of our
business, including through this application [Luxury Vegas - Rich Game] that link to this
Policy(“App” or “Service”).

We recommend that you read this Privacy Policy to ensure you are fully informed.

A.Use of information we collect

We use personal information collected via the App and our Service for purposes described in
this Policy, including using your information to:

* operate, audit and improve our App and Services;

* provide user service and support;

» enhance security, monitor and verify identity or service access, combat fraud, spam, malware
or other network and/or information security risks;

» conduct research and development;

* maintain legal and regulatory compliance.

B.Information collected about you

This section provides the categories of information we may collect about you, and such
categories are used in accordance with the disclosures in this Policy:

behavioral usage of the App.

the type, version, brand, language and operating system of device.

the type and operator of network (such as Mac address).

device identifiers (such as IDFA, IDFV).

C.Sharing information with third parties

The following details the types of third parties whom we share information with in connection
with your use of the App:

service providers. In order for us to provide you with our Services, we work with third parties
who perform services on our behalf and with whom we share personal data to support our
Services.

legal process, and Protection. we may be required to share information with third parties to
comply with legal requirements, protect our, or a third party’s, lawful interests, and protect
property or safety of us or others.

our affiliates (companies within our corporate family), in our legitimate interests for business
purposes.

D.Security of your information

We take all reasonable and appropriate steps to protect your personal information in an effort to
prevent loss, misuse, and unauthorized access, disclosure, alteration and destruction. We use
appropriate technical and organizational measures to protect your personal information which
may include: physical access controls, encryption, internet firewalls, intrusion detection and
network monitoring depending on the nature of the information and the scope of processing.
E.Retention periods

We may retain your personal data for as long as any of the above mentioned legal bases for
personal data processing still exists.



If you have used our Services, we will keep your personal data as long as necessary to comply
with our legal obligation to retain information relating to provision of services.

After terminating your relationship with us by ceasing to use our Services, we may continue to
store copies of your data as necessary to comply with our legal obligations, as well as to resolve
disputes between you and us, to prevent fraud and abuse, and/or to protect our legitimate
interests.

F.Exercise of data subject rights

a)Right to know and access: you may request to access the information we have collected and
maintain about you.

b)Right to delete: you may request that we delete the personal information we have collected
from you.

c)Right to correction: you have a right to request the correction of inaccurate personal data.
d)Right to withdraw your consent. The withdrawal of consent shall not affect the lawfulness of
processing based on consent before its withdrawal.

G.Third party

We may link to third-party websites or applications in our Service. In those circumstances, the
data we collect, use and disclose via the App or the Service will be subject to this Policy.
However, your use of the third-party websites, applications and any information you instruct us
to send to the third-party (via clicking and accessing third-party websites or applications) will be
subject solely to the third-party’s terms and conditions and their privacy policy, and will not be
subject to this Policy.

Pangle: https://www.pangleglobal.com/zh/privacy/partner-en

Adjust: https://www.adjust.com/terms/privacy-policy

Applovin & Max: https://www.applovin.com/privacy/

Mintegral: https://www.mintegral.com/cn/privacy

Google AdMob & Firebase: https://policies.google.com/privacy

Yandex: https://yandex.com/legal/confidential/

Liftoff: https://liftoff.io/zh-hans/privacy-policy/

BIGO Ads: https://www.bigossp.com/agreement/privacyPolicy?v=v1.2.0

H.Changes to this Policy

We may change this Policy from time to time. If we make any changes to this Policy, we will
change the “Last Updated” date above.

I.Children’s protection

We are committed to protecting children's privacy. Our Services are not intentionally designed
for or directed to children, and we do not knowingly collect or store personal information about
children.

J.How to contact us

If you have any questions about this Policy or privacy-related issues, please contact us at
[sandielmart.3393@gmail.com].



