
Quickmeets Privacy Policy 

This Privacy Policy explains how Quickmeets ("we," "our," or "us") collects, uses, and shares 
your personal information when you use our app. By accessing or using Quickmeets, you 
consent to the practices described in this Privacy Policy. Please read this policy carefully to 
understand our views and practices regarding your personal data and how we will treat it. 

1. Information We Collect 

When you create an account on Quickmeets, we collect personal information that you 
voluntarily provide to us. This information may include, but is not limited to, your school email, 
password, name, date of birth, hometown, gender, ethnicity, college graduation year, major, 
college courses, college clubs, dreams, hobbies, and photos. We also may collect technical 
information such as device information, IP address, browser type, operating system, and 
location data. Additionally, we may gather usage data related to your interactions with other 
users, activity within the App, such as study plans posted, searches made, and messages sent. 
We may also collect information from third-party sources, such as social media platforms, if you 
choose to link your Quickmeets account to those services. 

2. Storage and Security of Your Information 

We take the security of your personal information seriously and implement reasonable 
measures to protect it from unauthorized access, loss, misuse, or alteration. We may store your 
information even after you delete your account with or without reason, with or without notice, 
especially if it is required for legal, security, or operational reasons. 

We may use third-party services, to store and manage your data. While we take reasonable 
steps to ensure these services are secure, we are not liable for the actions, errors, or omissions 
of these third-party service providers. By using Quickmeets, you acknowledge and accept that 
your data may be stored with third-party services, and that we cannot guarantee the absolute 
security of your information. 

However, no method of transmission over the internet or electronic storage is completely 
secure. While we strive to use acceptable means to protect your personal information, we 
cannot guarantee its absolute security. 

3. Account Creation 

To use Quickmeets, you must create an account by providing the necessary personal 
information. You may request your account to be deleted by contacting us. Upon deletion, we 
may retain certain information as required for legal, security, fraud and abuse prevention, 
fraudulent use of promotional offers, or operational purposes. Please note that while your 
account is in the process of deletion or deleted, some of your content may remain visible to 
others if it has been shared publicly or with other users. We are not obligated to delete any 
content you have shared or posted. 



4. Data Sharing and Disclosure 

We do not sell your personal information to third parties. However, we may share your 
information with third parties under certain circumstances. These include sharing with service 
providers or contractors who assist us in developing and operating the App, providing our 
services, and analyzing usage data. We may also disclose your information if required by law, 
such as to comply with a subpoena, legal process, or government request, or if we believe it is 
necessary to protect the rights, property, or safety of Quickmeets, our users, or the public. In the 
event of a merger, acquisition, or sale of all or a portion of our assets, your information may be 
transferred as part of that transaction. 

5. Use of Analytics 

We may use analytics tools to understand how users interact with the App and to improve its 
functionality. These tools may collect information such as the pages you visit, the time you 
spend on each page, the links you click, and other interactions with the App. The data collected 
is used to analyze trends, administer the App, and gather demographic information about our 
user base. The analytics data we collect may include information about your device and how 
you use our services, such as your IP address, browser type, operating system, and interaction 
with App features. This information helps us understand user behavior and preferences, which 
in turn allows us to improve and optimize the App. 

6. Data Security and Retention 

As we try to protect your personal data, no security system is impenetrable, and we cannot 
guarantee the security of your data. By using Quickmeets, you acknowledge and accept the 
risks associated with the transmission of your personal information to Quickmeets and on the 
app. We are not liable for any unauthorized access, use, or disclosure of your personal 
information as a result of a data breach or other security incident. We may retain your personal 
information for as long as necessary, with or without reason, and with or without notice. Please 
be aware that even after you request deletion of your account, we may retain certain data for 
legal, security, fraud and abuse prevention, fraudulent use of promotional offers, or operational 
reasons. This data may include, but is not limited to, records of your transactions, 
communications, and interactions within the App. 

7. User Choices and Severability 

You can manage your account settings and update your personal information within the App. 
We reserve the right to send you any promotional or non-promotional communications to you. If 
any provision of these Terms is found to be invalid or unenforceable, the remaining provisions 
shall remain in full force and effect.  

8. Changes to This Privacy Policy 

We reserve the right to update, modify, or change this Privacy Policy at any time, with or without 
notice, and with or without reason. Your continued use of Quickmeets after any changes 



constitutes your acceptance of the revised Privacy Policy. It is your responsibility to review this 
policy periodically for any updates. 
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