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IT Infrastructure Audit

Yes

No

Unsure

Think Abouts

Does each teacher have access to a device with a camera?

Is your school providing access to a device for students who do not have one at
home?

Will you filter staff and/or student devices at home?

Do you have a Student Information System that teachers and students can access
remotely?

Does your school have a Learning Management System?

Do you need to add regularly visited sites to your firewall?

Are teachers designing online lessons with students’ device/bandwidth in mind?

Do students have access to your library system to check out digital books from home?

Do you have Technology Acceptable Use Policies in place to safeguard staff and
students using district digital devices and resources?

Will more devices be connecting back to the school network for filtering?

Does your school need a Virtual Private Network (VPN) access?

Does your infrastructure allow for a minimum amount of bandwidth per device
connecting back to school infrastructure if needed?

Are there places outside your school’s building that have public wifi access?

Is your district IT staff planning for system upgrades during dates/times that will have
the least impact end users?

Additional Resources from the Office of Educational Technology:
Infrastructure Guidance | Infrastructure Quick Reference Guide | Building Technology Infrastructure for Learning



https://tech.ed.gov/netp/infrastructure/
https://tech.ed.gov/files/2017/07/REVInfrastructure-Quick-Reference.pdf
https://tech.ed.gov/files/2017/07/2017-Infrastructure-Guide.pdf

