
Privacy Policy 
Last updated on November 22, 2024 

Thank you for visiting slop.club ("Technosapien Inc.", “Company”, “we”, “us”, or “our”) is 
committed to protecting your personal information and your right to privacy. If you have any 
questions or concerns about our policy, or our practices with regards to your personal 
information, please contact us at email. 
When you visit slop.club (“Site”) or and use our platform, applications, or developer tools 
(collectively the “Services”), you trust us with your personal information. We take your privacy 
very seriously. In this Privacy Policy, we seek to explain to you in the clearest way possible what 
information we collect, how we use it and what rights you have in relation to it. We hope you 
take some time to read through it carefully, as it is important. If there are any terms in this 
privacy policy that you do not agree with, please discontinue your use of our services. 
This Privacy Policy applies to all information collected through our and/or any related services, 
sales, marketing or events (we refer to them collectively in this privacy policy as the "Services"). 
Please read this privacy policy carefully as it will help you make informed decisions about 
sharing your personal information with us. By accessing and using our Services, you signify 
acceptance to the terms of this Privacy Policy. 

1.​ WHAT INFORMATION DO WE COLLECT? 

Personal information you disclose to us: 
In Short: We collect personal information that you provide to us. 
We collect personal information that you voluntarily provide to us when registering with our 
Services and expressing an interest in obtaining information about us or our products and 
services. This includes: 

●​ Your Account Information - To access the Services, users might need to create a Digital 
Wallet (“Wallet”) or connect an external Wallet, such as Phantom, to the Services. When 
you create or connect your Wallet, depending on which product you are using, you may 
be asked to verify your email address and create an account and profile. You may also 
voluntarily add additional information in your user profile. If you create an account,  or 
sign up for any services on our site, we may also retain your email address. You can 
also verify your social media accounts (e.g. Twitter) by connecting them to your Wallet, 
and we may store this verification. 

●​ Your Transactions - We maintain a record of the transactions your Wallet engages in on 
the platform (including bids, mints, and purchases). These transactions are connected 
with your connected wallet’s public key address. 



●​ Customer Support - We may collect additional information you may disclose to our 
customer support team. 

●​ User-Generated Content - This includes photos, images, comments, questions, and 
other content or information that you generate, transmit, or otherwise make available on 
the Services, as well as associated metadata. Metadata includes information on how, 
when, where and by whom a piece of content was collected and how that content has 
been formatted or edited. Metadata also includes information that users can add or can 
have added to their content, such as keywords, geographical or location information, and 
other similar data. 

Automatically collected information: 
In Short: Some information — such as IP address and/or browser and device characteristics — 
is collected automatically when you use our Services. 
We automatically collect certain information when you visit, use or navigate the Services. This 
information does not reveal your specific identity (like your name or contact information) but may 
include device and usage information that is used primarily to maintain the security and 
operation of our Site, applications, and for our internal analytics and reporting purposes. This 
includes: 

●​ Metrics and Performance Data - We may collect service-related, diagnostic, and 
performance information. This includes high level information about your activity (such 
as how you use our Services and how you interact with others using our Services), 
clickstream data, and diagnostic, crash, website, application, and performance logs and 
reports. 

●​ Device and Connection Information - We may collect device-specific information when 
you install, access, or use our Services. This may include your IP address, device ID, 
browser type, operating system, and general location information (such as city, state, or 
geographic area). 

●​ Status Information - We may collect information about your online status on our 
Services, such as when you last used our Services. 

●​ Location Data - We may collect precise location data if you authorize the Services to 
access your device’s location. 

2.​ HOW DO WE USE YOUR INFORMATION 

In Short: We use your information to provide you with services, protect your security, 
communicate with you, make improvements, to market to you, and for any other purposes you 
have consented to. 
We may use your personal information for the following purposes or as otherwise described at 
the time of collection: 
To provide the Services. We may use your information to: 



●​ Provide, operate and improve the Services and our business; 
●​ Enable security features of the Services, including to combat spam, malware, and other 

security risks; 
●​ Assess your eligibility for the Services; 
●​ Communicate with you about the Services, including by responding to your support 

inquiries, and sending announcements, updates, and security alerts; and 
●​ Understand your needs and interests, and personalize your experience with our 

Services. 

Research and development. This includes to: 

●​ Track and analyze your and your device’s interactions with our Services to better 
understand how to improve performance and customer experience; 

●​ Measure interest in our Services; 
●​ Improve and develop new products and Services; and 
●​ Ensure quality control. 

Compliance, fraud prevention, and safety. To protect you and our Services, we may use your 
information to: 

●​ Comply with applicable laws, regulatory requirements, lawful requests, and legal 
process, such as to respond to subpoenas or requests from government authorities; 

●​ Prevent potentially prohibited or illegal activities; 
●​ Enforce our Terms of Use; and 
●​ Protect the safety of any person, to address fraud, security, or technical issues, or to 

protect the Company’s rights or property. 

Marketing and advertising. We may use information to market and advertise our products to you 
directly based on your communications settings. This includes marketing via email campaigns 
and notifications within the Services. Our marketing will be conducted in accordance with your 
advertising marketing preferences and as permitted by applicable law. 
With your consent. In some cases, we may specifically ask for your consent to collect, use or 
share your personal information, such as when required by law. 
To create anonymous, aggregated or de-identified data. We may create anonymous, 
aggregated or de-identified data from your personal information and other individuals whose 
personal information we collect. We make personal information into anonymous, aggregated or 
de-identified data by removing information that makes the data identifiable to you. We may use 
this anonymous, aggregated or de-identified data and share it with third parties for our lawful 
business purposes, including to analyze and improve the Services and promote our business. 

3.​ WILL YOUR INFORMATION BE SHARED WITH ANYONE? 



In Short: Yes, we may share your information with service providers, business partners, 
government agencies, and others in order to provide our services, protect you and our business, 
and to comply with applicable laws. 
We may need to process your data or share your personal information in the following 
situations: 

●​ Vendors, Consultants and Other Third-Party Service Providers. We may share your data 
with third party vendors, service providers, contractors or agents who perform services 
for us or on our behalf and require access to such information to do that work. Examples 
include: data analysis, anti-money laundering and compliance service providers, email 
delivery, hosting services, customer service and marketing efforts. We may allow 
selected third parties to use tracking technology on the Services, which will enable them 
to collect data about how you interact with the Company over time. This information may 
be used to, among other things, analyze and track data, determine the popularity of 
certain content and better understand online activity. Unless described in this Policy, we 
do not share, sell, rent or trade any of your information with third parties for their 
promotional purposes. 

●​ Business Transfers. We may share or transfer your information in connection with, or 
during negotiations of, any merger, sale of company assets, financing, or acquisition of 
all or a portion of our business to another company. 

●​ Affiliates. We may share your information with our affiliates, in which case we will require 
those affiliates to honor this privacy policy. Affiliates include our parent company and any 
subsidiaries, joint venture partners or other companies that we control or that are under 
common control with us. 

●​ Law Enforcement and other Authorities. We may share information with law 
enforcement, government officials, or other third parties when: (1) we are compelled to 
do so by a subpoena, court order, or similar legal procedure; or (2) We believe in good 
faith that the disclosure of personal information is necessary to prevent physical harm or 
financial loss, to report suspected illegal activity or to investigate violations of our Terms. 

●​ Business Partners. We may share your information with our business partners to offer 
you certain products, services or promotions. 

4.​ DO WE USE COOKIES AND OTHER TRACKING TECHNOLOGIES? 

In Short: We may use cookies and other tracking technologies to collect and store your 
information. 
Like many online services, we may use tracking technologies, such as cookies and similar 
technologies (such as web beacons and pixels) in order to automatically collect and store 
information (see the “Automatically Collected Information” section above for more information). 
Specifically, we may use the following technologies: 



●​ Cookies, which are text files that websites store on a visitor’s device to uniquely identify 
the visitor’s browser or to store information or settings in the browser for the purpose of 
helping you navigate between pages efficiently, remembering your preferences, enabling 
functionality, helping us understand user activity and patterns, and facilitating analytics 
and online advertising. 

●​ Local storage technologies, like HTML5 and Flash, that provide cookie-equivalent 
functionality but can store larger amounts of data, including on your device outside of 
your browser in connection with specific applications. 

●​ Web beacons, also known as pixel tags or clear GIFs, which are used to demonstrate 
that a webpage or email address was accessed or opened, or that certain content was 
viewed or clicked. 

You can follow the instructions provided by your browser or device (usually located under 
"Settings" or "Preferences") to modify your cookie or pixel data settings. Please note that if you 
set your browser or device to disable cookies, certain of our Services may not function properly. 

5.​ HOW IS YOUR INFORMATION PROTECTED? 

We employ a number of technical, organizational and physical safeguards designed to protect 
the personal information we collect. However, security risk is inherent in all internet and 
information technologies and we cannot guarantee the security of your personal information. 

6.​ IS YOUR INFORMATION TRANSFERRED INTERNATIONALLY? 

In Short: We may transfer, store, and process your information in countries other than your own. 
Our servers are located in the United States. If you are accessing our from outside, please be 
aware that your information may be transferred to, stored, and processed by us in our facilities 
and by those third parties with whom we may share your personal information (see "WILL 
YOUR INFORMATION BE SHARED WITH ANYONE?" above), in and other countries. 
If you are a resident in the European Economic Area, then these countries may not have data 
protection or other laws as comprehensive as those in your country. We will however take all 
necessary measures to protect your personal information in accordance with this privacy policy 
and applicable law. 

7.​ WHAT IS OUR STANCE ON THIRD-PARTY WEBSITES? 

In Short: We are not responsible for the safety of any information that you share with third-party 
providers who advertise, but are not affiliated with, our websites. 
The Site may contain advertisements from third parties that are not affiliated with us and which 
may link to other websites, online services or mobile applications. We cannot guarantee the 
safety and privacy of data you provide to any third parties. Any data collected by third parties is 
not covered by this Privacy Policy. We are not responsible for the content or privacy and 
security practices and policies of any third parties, including other websites, services or 

https://app.termly.io/dashboard/website/382022/privacy-policy#infoshare
https://app.termly.io/dashboard/website/382022/privacy-policy#infoshare


applications that may be linked to or from the Site. You should review the policies of such third 
parties and contact them directly to respond to your questions. 

8.​ HOW LONG DO WE KEEP YOUR INFORMATION? 

In Short: We keep your information for as long as necessary to fulfill the purposes outlined in 
this Privacy Policy unless otherwise required by law. 
We will only keep your personal information for as long as it is necessary for the purposes set 
out in this privacy policy, unless a longer retention period is required or permitted by law (such 
as tax, accounting or other legal requirements). 
When we have no ongoing legitimate business need to process your personal information, we 
will either delete or anonymize it, or, if this is not possible (for example, because your personal 
information has been stored in backup archives), then we will securely store your personal 
information and isolate it from any further processing until deletion is possible. 

9.​ DO WE COLLECT INFORMATION FROM MINORS? 

In Short: We do not knowingly collect data from or market to children under 18 years of age. 
We do not knowingly solicit data from or market to children under 18 years of age. By using the 
Services, you represent that you are at least 18 or that you are the parent or guardian of such a 
minor over the age of 13 and consent to such minor dependent’s use. If you become aware of 
any data we have collected from children under age 13 or under the age of 18 without parental 
or guardian consent, please contact us at email. 

10.​WHAT IF I AM A EUROPEAN USER? 

In short: We comply with applicable European data protection legislation and only process your 
personal information if we have an appropriate legal basis to do so. 
We endeavor not to collect or to minimize collection of our user’s individual personal 
information. However, to the extent we collect personal information from European data 
protection data subjects, Technosapien Inc. is the controller of your information covered by this 
Privacy Policy for purposes of European data protection legislation. 
We may process or share your personal information based on the following legal basis: 

●​ Consent: We may process your data if you have given us specific consent to use your 
personal information for a specific purpose. 

●​ Legitimate Interests: We may process your data when it is reasonably necessary to 
achieve our legitimate business interests. 

●​ Performance of a Contract: Where we have entered into a contract with you, we may 
process your personal information to fulfill the terms of our contract. 

●​ Legal Obligations: We may disclose your information where we are legally required to do 
so in order to comply with applicable law, governmental requests, a judicial proceeding, 
court order, or legal process, such as in response to a court order or a subpoena 



(including in response to public authorities to meet national security or law enforcement 
requirements). 

●​ Vital Interests: We may disclose your information where we believe it is necessary to 
investigate, prevent, or take action regarding potential violations of our policies, 
suspected fraud, situations involving potential threats to the safety of any person and 
illegal activities, or as evidence in litigation in which we are involved. 

WHAT ARE YOUR PRIVACY RIGHTS? 
If you are resident in the European Economic Area and you believe we are unlawfully 
processing your personal information, you have certain rights regarding your personal 
information and may ask us to take the following actions in relation to your personal information 
that we hold: 

●​ Access. Provide you with information about our processing of your personal information 
and give you access to your personal information. 

●​ Correct. Update or correct inaccuracies in your personal information. 
●​ Delete. Delete your personal information. 
●​ Transfer. Transfer a machine-readable copy of your personal information to you or a third 

party of your choice. 
●​ Restrict. Restrict the processing of your personal information. 
●​ Object. Object to our reliance on our legitimate interests as the basis of our processing 

of your personal information that impacts your rights. 

You also have the right to complain to your local data protection supervisory authority. 
You can find their contact details here: 
http://ec.europa.eu/justice/data-protection/bodies/authorities/index_en.htm. 
If you are a resident of the United States, you may also have certain rights under the laws of 
your state. For example, if you are a California resident, you may have certain rights under the 
California Consumer Privacy Act (“CCPA”) with respect to information collected by us during the 
12 months preceding your request. These include the right to (i) request access to, details 
regarding, and a copy of the personal information we have collected about you and/or shared 
with third parties; (ii) request deletion of the personal information that we have collected about 
you; and (iii) the right to opt-out of sale of your personal information. As the terms are defined 
under the CCPA, we do not “sell” your “personal information.” 
California residents may also request the following information (to the extent we share your 
personal information in this way): 

●​ the categories of information we disclosed to third parties for the third parties' direct 
marketing purposes during the preceding calendar year; and 

●​ the names and addresses of third parties that received such information, or if the nature 
of their business cannot be determined from the name, then examples of the products or 
services marketed. 

http://ec.europa.eu/justice/data-protection/bodies/authorities/index_en.htm


To exercise your privacy rights, please contact us by email. 
Notwithstanding the above, we cannot edit or delete any information that is stored on a 
blockchain. 
Opting out of email marketing: You can unsubscribe from our marketing email list at any time by 
clicking on the unsubscribe link in the emails that we send or by contacting us using the details 
provided below. You will then be removed from the marketing email list. 

12.​YOUR CONTROLS AND CHOICES 

You have the following choices with respect to your personal information: 

●​ Email Communications. If you do not wish to receive marketing communications from us, 
you can use the unsubscribe link found at the bottom of the email to opt out of receiving 
future marketing emails. Note that you will continue to receive transaction-related emails 
regarding products or Services you have requested. We may also send you certain 
non-promotional communications regarding us and our Services, and you will not be 
able to opt out of those communications (e.g., communications regarding our Services or 
updates to our Terms or this Privacy Policy). 

●​ “Do Not Track.” Do Not Track (“DNT”) is a privacy preference that users can set in 
certain web browsers. Please note that we do not respond to or honor DNT signals or 
similar mechanisms transmitted by web browsers. 

●​ Cookies and Interest-Based Advertising. You may stop or restrict the placement of 
Technologies on your device or remove them by adjusting your preferences as your 
browser or device permits. However, if you adjust your preferences, our Services may 
not work properly. Please note you must separately opt out in each browser and on each 
device. Instructions on how to edit your cookie settings on various browsers and 
platforms are listed as follows: Internet Explorer, Google Chrome, Mozilla Firefox, Safari 
Desktop, Safari Mobile, and Android browser. You can find more information about how 
to change your browser cookie settings at http://www.allaboutcookies.org. 

There are also additional tools available to manage third party cookies. Many advertising 
companies that collect information for interest-based advertising are members of the Digital 
Advertising Alliance (DAA) or the Network Advertising Initiative (NAI), both of which maintain 
websites where individuals can opt out of interest-based advertising from their members. To 
opt-out of website interest-based advertising provided by each organization’s respective 
participating companies, visit the DAA’s opt-out portal available at http://optout.aboutads.info/, 
the DAA of Canada’s opt-out portal available at https://youradchoices.ca/en/tools, or visit the 
NAI’s opt-out portal available at http://optout.networkadvertising.org/?c=1. Residents of the 
European Union may opt-out of online behavioral advertising served by the European 
Interactive Digital Advertising Alliance’s participating member organizations by visiting 
https://www.youronlinechoices.eu/. 

https://support.microsoft.com/en-us/help/260971/description-of-cookies
https://support.google.com/chrome/answer/95647?hl=en-GB
https://support.mozilla.org/en-US/kb/cookies-information-websites-store-on-your-computer
https://support.apple.com/guide/safari/manage-cookies-and-website-data-sfri11471/mac
https://support.apple.com/guide/safari/manage-cookies-and-website-data-sfri11471/mac
https://support.apple.com/en-us/HT201265
https://support.google.com/nexus/answer/54068?visit_id=637284515772371005-3491757126&hl=en&rd=1
http://www.allaboutcookies.org/
http://optout.aboutads.info/
https://youradchoices.ca/en/tools
http://optout.networkadvertising.org/?c=1
https://www.youronlinechoices.eu/


●​ Mobile Settings. You can use your mobile device settings to limit use of the identifier(s) 
associated with your device for interest-based advertising purposes and for location 
tracking. For iOS devices, to limit interest-based ad tracking, go to Settings > Privacy > 
Advertising > Turn on “Limit Ad Tracking.” For Android devices, go to Settings > Google 
services > Ads > Turn on “Opt out of Ads Personalization." For iOS and Android, you can 
also reset the advertising identifier that is currently assigned to you. 

●​ Declining to provide information. We need to collect personal information to provide 
certain services. If you do not provide the information we identify as required or 
mandatory, we may not be able to provide those services. 

●​ Delete your content or close your account. You can choose to delete certain content 
through your account. If you wish to request to close your account, please contact us at 
email. 

13.​DO WE MAKE UPDATES TO THIS POLICY? 

In Short: Yes, we will update this policy as necessary to stay compliant with relevant laws. 
We may update this privacy policy from time to time. The updated version will be indicated by an 
“Last updated” date and the updated version will be effective as soon as it is accessible. If we 
make material changes to this privacy policy, we may notify you either by prominently posting a 
notice of such changes or by directly sending you a notification. Any modifications to this 
Privacy Policy will be effective upon our posting the modified version (or as otherwise indicated 
at the time of posting). We encourage you to review this Privacy Policy frequently to be informed 
of how we are protecting your information. 

14.​HOW CAN YOU CONTACT US ABOUT THIS POLICY? 

If you have questions or comments about this policy, you may email us at kaushik@slop.club. 
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