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### 1. Introduction   
Crossie lets you attach and read comments on any web page URL via an injected iframe. 
Your privacy matters—we only collect what’s strictly necessary to make that work. 
 
### 2. Data We Collect   
- Active Tab URL (runtime only): used to fetch/store comment threads for the current page.   
- Comments you post: text, timestamps, user ID (if you sign in).   
 
### 3. How We Use Your Data   
- Load the correct comment thread when you open a page.   
- Save drafts locally so you don’t lose typed replies.   
- Send/receive comments via our backend (e.g. Supabase). 
 
### 4. What We Don’t Do   
- We do not track or store your browsing history beyond the URLs you explicitly choose to 
leave comments on. A URL you visit, but do not comment on, is not stored in our database. 
- We do not collect PII (unless you explicitly create an account), financial info, health data, 
location, or keystrokes.   
- We do not scrape or read page content outside our iframe. 
 
### 5. Third-Party Services   
- Supabase for comment storage and authentication. We never ship remote code from them at 
runtime—all code is bundled at build time; only data calls go over HTTPS.   
- (Future) Stripe for payments: payment info goes directly to Stripe, we store no card data. 
 
### 6. Data Retention & Security   
- Comments live in our database until you delete them.   
- Drafts and preferences cached via `chrome.storage` and encrypted at rest by Chrome.   
- We maintain HTTPS everywhere and follow standard best practices. 
 
### 7. Changes to This Policy   
We’ll post a revised date here and notify users in the extension if we make material changes. 
 
### 8. Contact   
Email us at hashemalomarr@gmail.com  with any questions or data requests. 
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