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SecurePasswordManager (“the App”) is developed by PortakalSoft. This Privacy Policy 

explains how information is collected, used, and protected when you use our application. 

 

1. Information We Collect 

SecurePasswordManager does not collect any personally identifiable information from 

users. All passwords and private data are stored locally on your device and are not 

transmitted to any server or third party. 

 

2. Data Storage and Security 

●​ All sensitive data is stored locally on your device using secure storage. 

●​ We do not have access to your passwords. 

●​ We recommend using a strong master password to protect your stored data. 

 

3. Third-Party Services 

●​ The App may use Google AdMob for advertising purposes. 

●​ AdMob may automatically collect certain non-personal information, such as: 

o​ Advertising ID 

o​ Device information (model, OS version) 

●​ This information is used only to deliver relevant ads and cannot be used to identify 

you personally. 

 

4. No Data Sharing 

●​ SecurePasswordManager does not share your passwords or private data with 

anyone. 

●​ Data remains exclusively on your device unless you manually export or backup it 

yourself. 

 

5. User Responsibilities 



●​ You are responsible for protecting your device and master password. 

●​ Always back up your data if you intend to reset or transfer your device. 

 

6. Contact Us 

If you have any questions or concerns about this Privacy Policy, please contact us at:​
Email: support@portakalsoft.com 

 

Disclaimer:​
The App is intended for personal password management purposes only. We are not 

responsible for any loss of data caused by device failure, unauthorized access, or user error. 

 


