REQUIREMENTS FOR IS 136

FREE IS ELECTIVE 4 - CYBER LAWS
2ND Sem SY 2018-2019

note: all submissions must be posted to your googlesite account, create a
WebPage FileCabinet; share only to cherrytabada@gmail.com with a

permission “can edit”, use the CLASSIC design...

1. Read the Republic Act No. 8792 “Electronic Commerce Law”, download and

answer the following:
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SHORT TITLE AND DECLARATION OF POLICY

Section 3 - Objective

Section 4 - Sphere of Application

Section 5 - Definition of Terms

Section 6 - Legal Recognition of Electronic Data Messages
Section 7 - Legal Recognition of Electronic Documents
Section 8 - Legal Recognition of Electronic Signatures
Section 9 - Presumption Relating to Electronic Signatures
Section 10 - Original Documents.

Section 11 - Authentication of Electronic Data Messages and Electronic
Documents.

Section 14. Proof by Affidavit.

Section 16. Formation of Validity of Electronic Contracts.

. Section 17. Recognition by Parties of Electronic Data Message or Electronic

Document.

Section 18. Attribution of Electronic Data Message.

Section 20. Agreement on Acknowledgement of Receipt of Electronic Data
Messages or Electronic Documents.

Section 21. Time of Dispatch of Electronic Data Messages or Electronic
Documents.

Section 23. Place of Dispatch and Receipt of Electronic Data Messages or
Electronic Documents.

Section 24. Choice of Security Methods.

2. Read and Understand the Internet Crime (click the link) document and write your
reflections.



mailto:cherrytabada@gmail.com
https://www.lawphil.net/statutes/repacts/ra2000/ra_8792_2000.html
https://docs.google.com/document/d/1bPz4lAXLpURFirrSaYaNtQl2-AKkaYqqsm3DfBGWmc8/edit
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Secure Policies and Guideline of CEIT/CCIS computer laboratory

Secure CSU library Policies and Guidelines.

Secure CSU ICT Policies and Guidelines.

Read | love You VIRUS - (History, who created, What are the methods to remove
it, etc...)



