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Teaching Toolkit: Zoom Teaching

Zoom can support remote teaching and learning but it can be difficult to know what resources to
use during class and how they can help your students. Here are some frequent remote teaching
questions and how you can use Zoom to solve them.

Instructions for viewing this document in Canvas:
Click the link and then click the preview to open the document.
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Ideas

Getting Class Started

ASU Zoom Remote Teaching FAQ

What are some best practices for teaching in Zoom?
How can | Share my Class link?

How can | record a Video of my Class?

Best Practices for Zoom Classroom Management

Avoiding Zoom Fatigue

Communicating with Students

What are some things | can say to my students about attending class remotely?
How can | Chat students in Zoom?

How can | manage my students in a Zoom class?

Sharing Information in Class
How can | use the Whiteboard?
How can | share my Screen?
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How can | play a video during a remote class?

Formative Assessment
How can | poll my students in a remote class?

Group Work
How can | use a Breakout Room for group work?
What are some quick tips for using breakout rooms in Zoom?

After Class

How can | share a recording of class with students?

How do | post a recorded Zoom lecture in Canvas?
How can | check Attendance?

Secure Your Zoom Meeting

Whether you use your Personal Meeting ID (PMI) or a scheduled meeting link, it's
recommended that you secure your Zoom room to ensure a safe teaching environment. Below
are some essential security options to help manage and secure your Zoom classes.

Basic Security Setup

Enable the Waiting Room

The Waiting Room allows you to screen who can enter your Zoom meeting session, preventing
unwanted guests from joining.

Instructions:

e From the Zoom desktop app:
o Click on Meetings in the top menu.
o Click Edit for your Personal Meeting ID, or toggle on the Waiting Room option
when scheduling a future meeting.
o Check the box for Enable Waiting Room.
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https://docs.google.com/document/d/1flm99q8iIXILavvs26thybWsbU1medhW1aojIwUGKB4/edit?usp=sharing
https://docs.google.com/document/d/1IYk4XOmOwZKHFKQu-yxpU_d36LGCGKK6VJJr0X4pMuw/edit?usp=sharing
https://docs.google.com/document/d/1lsWAD6HrR9BDZbnYG-C2SBvH3102U33sYl9rFW3zIh0/edit?usp=sharing
https://docs.google.com/document/d/1WoqH9uTNQC3TICIKd1dZ-AtsSoPO9WVQ8U4v5y604XE/edit?usp=sharing

(1] . °
©0 0 orkplace (® [Qsearch  =F Q) o < © & = 8 @ o ?B

Home Meetings Team Chat Phone Workspaces Whiteboards More

®

& Upcoming Recorded

My personal meeting ID (PMI)

Personal link: https://asu.zoom us/_

m %@ Copy invitation /' Edit | | Join from aroom

Show meeting invitation

My personal meeting ID (PMI)

Personal Meeting ID Settings

Personal Meeting ID

Security

C] Passcode @

Only users who have thé'invite link or passcode can join the meeting
Waiting Room

Only users admitted by®the host can join the meeting

C] Only authenticated useis can join: asu.edu,asu-health.asu.edu,asuep.org,asu-
prep.zoom.us

Video

Host: O on O off Participant: () on  Q Off
Audio

Q Telephone O Computer Audio

O Telephone and Computer Audio
Dial in from United States Edit

Advanced Options v

Cancel Save

e From the asu.zoom.us Settings menu:
o Once you are logged in, Navigate to Settings > Meeting > Security
o Find the Waiting Room and turn the toggle on.



o Customize your waiting room message with event rules or guidelines.

Security
General
Security Require that all meetings are secured with one security option
Schedule Meeting Require that all meetings are secured with one of the following security options: a passcode, Waiting
Room, or "Only authenticated users can join meetings". If no security option is enabled, Zoom will
In Meeting (Basic) secure all meetings with Waiting Room. Learn more
In Meeting (Advanced)
Email Notification
Waiting Room C

Other When participants join a meeting, place them in a waiting room and require the host to admit them

individually. Enabling the waiting room automatically disables the setting for allowing participants to
join before host.

Lock Your Meeting

Once all participants have joined, you can choose to lock the meeting to prevent anyone else
from entering.

Instructions:

e Once the Zoom meeting has started and your expected participants have joined:
o Click on Host Tools in the Zoom toolbar.
o Check Lock Meeting.
o To unlock, uncheck Lock Meeting.



Lock meeting
waiting room

Hide profile pictures

Allow all participants to:
v Share screen
v Chat
Rename themselves
v Unmute themselves
v Start video

v Share whiteboards

‘ Record to computer

v Request to record to computer
v Request host to start cloud recording
v Collaborate with Zoom Apps

v Set meeting timers

Brittany Williams (ET) (She, her)
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Participants Hosttools | Al Companion Apps Whiteboards ~ Breakout rooms ~ Show captions More

Require a Meeting Passcode
A passcode adds an additional layer of security to ensure only invited participants can join.
Instructions:

e From the Zoom desktop app:
o Click Meetings in the top menu.
o Click Edit and check the box next to Passcode.
o Enter a passcode and share it with your students privately. Only users who have
the passcode can join the meeting.



Personal Meeting ID Settings

Personal Meeting ID

Security

() Passcode ®
Only users who have the invite link or passcode can join the meeting

Waiting Room
Only users admitted by the host can join the meeting

O Only authenticated users can join: asu.edu,asu-health.asu.edu,asuep.org,asu-
prep.zoom.us

Video

Host: O on O off Participant: Oon O off
Audio

O Telephone O Computer Audio

o Telephone and Computer Audio
Dial in from United States Edit

Advanced Options v

cancel m

e From asu.zoom.us:
o Click on Settings in the left menu.
o Click on Meeting in the center menu options.
o Toggle on Require a Passcode for the passcode options.



Zoom Products Solutions Resources Plans & Pricing Schedule J

and participants require the passcode to join the meeting.

PERSONAL General The Personal Meeting ID (PMI) meetings are not included.
Security
Profile
Schedule Meeting Require a passcode for instant meetings @
Meetings
In Meeting (Basic) A random passcode will be generated when starting an

" instant meetin
Webinars ing

In Meeting (Advanced)
Personal Audio Conference Email Notification
Require a passcode for Personal Meeting ID (PMI) O
Phone Other
Only meetings with Join Before Host enabled
Personal Contacts o 4 9
(O All meetings using PMI
Personal Devices

Whiteboards

Require a passcode for Personal Audio Conference
Surveys

Recording
Require passcode for participants joining by phone ()

Meeting Summar:
4 L A numeric passcode will be required for participants joining

by phone if your meeting has a passcode. For meeting with
an alphanumeric passcode, a numeric version will be
generated

Workspace Reservation

Scheduler

m Embed in invite link for lick join [ @)

Managing Participants During the Meeting

Mute All Participants

Muting participants helps minimize distractions and ensures that all mics are muted, except
yours.

Instructions:

Click on Participants in the Zoom toolbar.

Click Mute All to mute everyone.

You may also want to consider muting all participants as they enter your meeting. Select
Mute all upon entry, this ensures that participants join without causing any disruptions.
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Ask all to unmute

Mute all upon entry
Play join and leave sound

Lock meeting

Mute all

Hide profile pictures

.

Allow participants to:

v Unmute themselves
Rename
Add a calendar

Rename Themselves

To allow participants to rename themselves during a meeting:

1. Click on Host Tools in the Zoom toolbar.



2. Check Rename Themselves to permit participants to change the name that appears in
the Participants window.

v Lock meeting
v Enable waiting room

v Hide profile pictures

° ° o Allow all participants to:
Brltta ny I ; v Share screen
v Chat
v Rename themselves

v Unmute themselves
v Start video
v Share whiteboards
v Record to computer
omputer
v Request host to start cloud recording
v Collaborate with Zoom Apps

v Set meeting timers

& o

Participants React Host tools | Al Companion

Alternatively, you can:

1. Click on Participants in the Zoom toolbar.

2. Click the ellipsis (...) for more options.

3. Ensure Allow Participants to Rename Themselves is checked. If unchecked,
participants will not be able to rename themselves.

Ask all to unmute

Mute all upon entry
Play join and leave sound
Lock meeting

Invite Mute all Hide profile pictures

L | Allow participants to:
v Unmute themselves

v Start video
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Chat

Ask to start video
Pin

Make host
Make co-host

Allow to multi-pin

Put in waiting room
Remove
Report

Disable Participant Chat

To prevent distractions or inappropriate messages during the meeting, you can choose to
disable the chat during your meeting.

Instructions:

e From the Zoom toolbar:
o Click Host Tools and uncheck Chat.
o To enable chat, simply click on the Chat option again so that a checkmark
appears next to it.
e To limit the chat options for your participants:
o Click Chat in the toolbar.
o Click the ellipsis (...) and choose who participants can chat with:
m Noone
m Host and co-hosts
m Everyone
m Everyone and anyone directly
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Participant can chat with:
No one
Host and co-hosts
Everyone
v Everyone and anyone directly

To: Everyone

Type message here...

v ©® 0O

Control Screen Sharing
Prevent participants from sharing their computer screen unless you allow it.
Instructions:

Click the arrow next to Screen Share in the toolbar.

Click Advanced Sharing Options.

Set Who Can Share? And Who can start sharing when someone else is sharing? to
Host Only



How many participants can share at the same time?
o One participant can share at a time

(O Multiple participants can share simultaneously (dual monitors recommended)

Who can share?

() Host only O All participants

Who can start sharing when someone else is sharing?

() Host only O All participants

Brittany Williams (ET) (She, her) v One participant can share at a time

Multiple participants can share simultageously
Advanced sharing options...

3 B v <

Participants Share Host tools Al Companion

Handling Disruptions

Suspend Participant Activities
If a disruption occurs, you can temporarily pause all participant activities.
Instructions:

Click the Host Tools icon in the Zoom toolbar.
Select Suspend Participant Activities to pause video, audio, chat, screen sharing, and
more.

e Zoom will ask you to confirm that you wish to Suspend all participant activities > Click
Suspend
You can choose whether to report the activity to Zoom.
To resume, re-enable each feature by clicking each one individually.
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v Enable waiting room

v Hide profile pictures
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v Unmute themselves
v Start video

v Share whiteboards

v Record to computer

v Request host to start cloud recording
v Collaborate with Zoom Apps

v Set meeting timers
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Remove Participants

As host, you can remove participants who are causing disruptions, and they won’t be able to
rejoin.

Instructions

In the Zoom toolbar, click Participants.

Find the participant you want to remove and hover your mouse over their name.

Click More, then select Remove. This will dismiss the participant from the meeting, and
they won’t be able to rejoin using the same email address.

e Alternatively, if you want to remove them from the main Zoom room without fully
removing them from the meeting, you can place them in the Waiting Room. This will
temporarily move them out of the main session but allow them to remain in the meeting
overall.
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Chat
Ask to start video

Pin

Disruptive Participant

Make host
Make co-host

Allow to multi-pin

Put in waiting room

Remove
Disruptive Participant Report

Allow Only Authenticated Users to Join

To restrict meeting access to authenticated users (e.g., ASU Zoom accounts), require
authentication before joining.

From the Zoom desktop app:

Click Meetings in the top menu.

Click Edit and toggle on Only Authenticated Users Can Join: asu.edu...
You can edit and specify the domains that will be recognized as authenticated.
Click Save



Personal Meeting ID Settings

Personal Meeting ID

Security

() Passcode @
Only users who have the invite link or passcode can join the meeting
Waiting Room
Only users admitted by the host can join the meeting
Only authenticated users can join: asu.edu,asu-health.asu.edu,asuep.org,asu-

arep.zoom.us

1su-hed'th.asu.edu,*asu.edu,a... View/edit all 4 domains

Videc

Host: O on O off Partic »ant: O on O off
Audio

(O Telephone (O Computer Audio

O Telephone and Computer Audio
Dial in from United States Edit

Advanced Options v

Edit domains

Sign in to Zoom with the following specified domains

asu-health.asu.edu,*asu.edu,asu-prep.zoom.us,asuep.org

4,

From the asu.zoom.us option:

e Click Settings in the left menu, click Security > “Only authenticated meeting
participants and webinar attendees can join meetings and webinars” toggle on the
option(s) that work best for you.

e Under Authentication Configuration, you can edit and specify the domains that will be
recognized as authenticated.



Only authenticated meeting participants and webinar ()
attendees can join meetings and webinars

Meeting participants and webinar attendees will need to

authenticate prior to joining a session. Hosts can choose

one of the options below when scheduling meetings or
webinars.Learn more

Meetings & Webinar Authentication Options:

asu.edu,asu- Edit
health.asu.edu,asuep.org,asu- Hide in the
prep.zoom.us (Default) Selection

Allow authentication exception (7)
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