
Privacy Policy 
 
We recognizes our responsibilities in relation to the collection, use, disclosure and other 
processing and storage of personal data. 
 
This Privacy Policy provides you with notice as to how and why your personal data is collected, 
how it is intended to be used, to whom your personal data may be shared with, and how to 
access, review and amend your personal data. When you download or interact with us through 
Bingo Go！, you consent to the practices described in this Policy. If you object to any practices 
and policies in this Policy, please do not use this App to submit your personal data to us. 
 
Data Collection 
When you uses the App, the following your data may be received and processed by us. 
“Technical Data”: refers to technical data related to your mobile device, such as: device type and 
model,system language, memory, network status(Mac address), resolution. 
“Technical Identifiers”: refers to various unique identifiers that generally only identify a device, 
such as: Advertiser ID(IDFA; IDFV; GAID). 
“Engagement Data”: refers to data relating to your ad campaigns and your actions, such as: 
clicks on ads, ad impressions viewed, the type of ads and the webpage from which such ads 
were displayed and other interactions, events and actions we choose to measure and analyze 
within their App. 
 
Data Sharing 
Where allowed by law (including with your opt-in consent where required), we use and share 
your Personal Data with others so that we may market our Services to you, including through 
interest-based advertising. We do not transfer your personal data to third parties in exchange for 
payment, but we may provide your data to third party partners, such as advertising partners, 
analytics providers, and social networks, who assist us in advertising our Services to you. 
 
Data Storage 
We will retain your data for as long as is needed to provide you the Service; as long as needed 
for the purpose it was originally collected for; as long as we are legally obligated; or until we 
receive a request for erasure. It means that we’ll hold your data for the entire life cycle of the 
respective mobile game you’ve used as part of our Services. After this point, your personal data 
will either be erased completely or anonymized for analytical use for a certain period. 
 
Data Security 
We have taken all reasonable and appropriate technical and organizational measures to ensure 
that your Personal Data is processed securely. 
At no moment in time will we directly sell or rent out your personal data to third parties. 
Occasionally we may use an external processor. If we do this, we will always ensure that your 
data is handled confidentially and in a safe manner. The processor will never be allowed to use 
your data on its own initiative and your data has to be erased as soon as the processor has 
finished the assignment. 



 
Your Rights 
You may request to correct, update, or delete your personal data. 
You may request that we disclose what personal data we collect. 
If we collected and processed your personal data with your consent, where required by law, you 
can withdraw your consent at any time. Withdrawing your consent will not affect the lawfulness 
of any processing we conducted prior to your withdrawal, nor will it affect processing of your 
personal data conducted in reliance on lawful processing grounds other than consent. 
 
Third Party Links 
When we provide links to third-party SDKs or services provided by third parties, this Privacy 
Policy does not cover how those third parties process personal data. 
We recommend that you carefully read the privacy policies of such third parties. In detail, the 
App may access to the following third-party Links: 
Applovin Max : https://www.applovin.com/privacy/ 
Pangle : https://www.pangleglobal.com/zh/privacy/partner-en 
Facebook : https://www.facebook.com/privacy/policy/?entry_point=comet_dropdown 
Mintegral : https://www.mintegral.com/cn/privacy 
Google AdMob & Firebase : https://policies.google.com/privacy 
Appsflyer : https://www.appsflyer.com/legal/privacy-policy/ 
 
Protection Of Children 
We are not directed at children under the age of 13, and we do not knowingly collect personal 
data from children under the age of 13. For certain activities in which children are allowed to 
participate, any request for personal data is intended for and directed to the parent or legal 
guardian. 
If you have reason to believe that a child under the age of 13 has provided personal data to us 
without parental consent, please contact us using any of the methods described in the Contact 
Us section to request that we delete the personal data. 
 
Updates 
Any data that is collected is subject to the Policy in effect at the time such data is collected. We 
may, however, modify the Policy from time to time. If such change has been made, we will 
provide you additional forms of notice of modifications or updates as appropriate under the 
circumstances. Your continued use of our app or services following the change of the Policy will 
mean you accept those changes. 
 
Contact Us 
Should you have any questions on any part of this Policy or would like additional data regarding 
our data privacy practices please do not hesitate to contact us by emailing to: 
sagedsamir@gmail.com. 
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