Lank till Lektion. Gy. Dator- och natverksteknik — |IP-adressering och subnéat

Provkonstruktion

Arskurs: Gymnasiet
Amne: Dator- och natverksteknik
Tema: |IP-adressering och subnat

Syfte

Syftet med provet ar att beddma elevernas kunskaper om IP-adressering, skillnader mellan IPv4
och IPv6, och deras kompetens att rakna ut subnatmasker samt konstruera subnat.

Koppling till styrdokument

Centralt innehall

Provets innehall omfattar grunderna i IP-adressering, inklusive IPv4 och IPv6, hur adressering
fungerar samt hur subnat konstrueras och anvands for att organisera natverk.

Kunskapskrav

Provets kunskapskrav inkluderar formagan att forklara IP-adresseringens syfte, skillnader
mellan IPv4 och IPv6, samt att rakna ut subnatmasker och konstruera subnat.

Prov

Faktafragor

1. Vad ar syftet med en IP-adress?

A) Att lagra data

B) Att identifiera enheter i ett natverk

C) Att skydda enheterD) Att identifiera enheter i ett natverk sa att data kan skickas och tas
emot korrekt.

2. Hur ar en IPv4-adress strukturerad?

A) Tre oktetter

B) Fem oktetter

C) Tva oktetterD) Fyra oktetter separerade med punkter, ex. 192.168.1.1.

3. Vad ar en subnatmask?

A) En typ av IP-adress

B) En mask som ddljer IP-adresser

C) En struktur for natverksdesignD) En mask som anvands for att definiera vilka delar av en
IP-adress som tillhor natverket och vilka som tillhor enheten.

4. Namn en skillnad mellan IPv4 och IPv6.

A) IPv6 ar langsammare


https://docs.google.com/document/d/1alQOWZVo0tFxnyZZnZcrYW16a1uGDcCjk17pOeaRO2o/edit?usp=drivesdk

B) IPv4 har fler adresser

C) IPv4 ar mer sakertD) IPv6 har langre adresser (128 bitar) jamfort med IPv4 (32 bitar) och
tillater fler adresser.

5. Varfor anvands subnat i natverksdesign?

A) For att 6ka kostnader

B) For att skapa fler adresser

C) For att gora natverk mer komplexaD) For att organisera och effektivisera adressering,
hantering och trafikflode i natverk.

6. Vilken av féljande ar en typ av IP-adressklass?

A) Klass E

B) Klass D

C) Klass FD) Klass A, B och C.

7. Vad star CIDR for?

A) Classless Inter-Domain Redistribution

B) Closed Inter-Domain Routing

C) Class Inter-Domain RoutingD) Classless Inter-Domain Routing.

8. Vilken ar den korrekta representationen av en IPv4-adress?

A) 192.168.0

B) 192.168.0.1.1

C) 192.168.0.1/24D) 192.168.0.1.

9. Vad innebar en offentlig IP-adress?

A) Att den ar reserverad for foretag

B) Att den kan anvandas av flera anvandare

C) Att den ar gratisD) Att den ar tillganglig for anvandning pa internet.
10. Vem ansvarar for att tilldela IP-adresser globalt?

A) Internetanvandare

B) Lokala myndigheter

C) NationerD) IANA (Internet Assigned Numbers Authority).

11. Vad star IPv6 for?

A) Inter-Variable Protocol version 6

B) Internet Version Protocol 6

C) Internal Variable Protocol version 6D) Internet Protocol version 6.
12. Vilken funktion har en router i ett natverk?

A) Att lagra data

B) Att utféra krypteringC) Att vidarebefordra datapaket mellan néatverk.
13. Vilket av foljande ar en férdel med IPv6?

A) Okad komplexitet

B) Farre adresserC) Fler tillgangliga adresser.

14. Hur kan subnat paverka natverksprestanda?

A) Genom att 6ka konflikter

B) Genom att gora det mer kompliceratC) Genom att minska trafik och 6ka sakerhet.
15. Vad ar en "addranger"?

A) Ett annat namn fér IP-adress

B) En typ av server

C) En grupp av IP-adresserD) En specifik IP-adress inom ett subnat.

Resonerande fragor



1. Beskriv skillnaderna mellan IPv4 och IPv6.

Syftet med denna fraga ar att ge eleverna mojlighet att visa djup forstaelse for de tekniska
aspekterna av bade protokollen.

2. Diskutera vikten av subnat i natverksdesign.

Genom denna fraga kan eleverna forklara hur subnat kan forbattra natverkets effektivitet.

3. Hur kan en felaktigt konfigurerad subnatmask paverka ett natverk?

Fragan tillater eleverna att analysera potentiella problem och deras konsekvenser.

4. Vilka ar de potentiella framtida utmaningarna med att migrera fran IPv4 till IPv6?

Denna fraga uppmuntrar eleverna att tanka kritiskt kring teknologisk utveckling och dess hinder.
5. Hur kan automatiserad IP-adresstilldelning paverka natverksadministration?

Eleverna ges mojlighet att visa hur teknik kan effektivisera hanteringen av natverksresurser.

6. Redogor for hur natverkssakerhet kan paverkas av IP-adresseringsmetoder.

Genom denna fraga kan elever koppla ihop IP-adresseringsmetoder med sakerhetshot och
skydd.

7. Analysera hur IPv6 kan paverka loT-enheter i framtiden.

Denna fraga ger eleverna mojlighet att diskutera framtida tillampningar och konsekvenser av
etiopiska protokoll.

8. Diskutera vanliga problem som kan uppsta i natverk som konfigurerats med subnat.
Eleverna ges mojlighet att identifiera och féresla I6sningar pa faktiska problem som kan uppsta i
natverkskonfiguration.

Bedomning

Faktafragorna ger maximalt 15 poang, med varje ratt svar vart 1 poang.

De resonerande fragorna ger maximalt 8 poang, dar varje frdga kan ge 1 poang for en
grundlaggande forklaring och ytterligare poang for djupare insikter.

For att uppna betyg E kravs minst 8 poang totalt, for att uppna betyg C kravs minst 12 poang
totalt (av vilka minst 3 podng maste komma fran de resonerande fragorna), och for betyg A
kravs minst 18 poang totalt (av vilka minst 5 poang maste vara fran de resonerande fragorna).
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