
Privacy Policy AirTnT

This Privacy Policy describes AirTnT's policies and procedures regarding the
collection, use and disclosure of your information when you use the AirTnT
Service, via the AirTnT website, on your mobile phone or through one of
AirTnT's mobile apps (including but not limited to iOS/Android apps). We will
not use or share your information with anyone except as described in this
Privacy Policy. This Privacy Policy does not apply to information we collect by
other means (including offline) or from other sources.

What information do we collect from you?

AirTnT receives and stores the information you provide to us in a variety of
ways, including but not limited to name, email and contact number. However,
we may ask you for additional information such as your address, date of birth,
personal information, phone number and any other information. We may also
receive and store profile pictures if you upload them to your profile. We also ask
you for payment information, but we do not store any information related to the
payment.

For registered users, we will collect basic information along with other
information such as your IP address, date and time of service use, browser
information, Operating System information and location. coordinated location
so that we can show the login history to our users on their respective dashboard.
This way they will know if their account has been compromised from any other
location and, if so, can revoke access by simply removing the existing
authentication codes.

If you are using a mobile device, we will collect the unique device identifier of
the mobile device to send various push notifications to the user's mobile device.
We will also collect information such as the mobile version, the operating
system of the mobile device, device-specific settings, application crash logs, and
other system activities.

If you use the SOS feature from our mobile app, we will monitor the real-time
location coordinates of your location to notify your loved ones about your
status.



How do we use the information we receive/collect?

We may use the information received/collected to:

● Provide you with the requested services, such as creating a user account,
and communicate with you through the requested services.

● Send you email marketing communications about products and services
that may be relevant to you.

● Conduct surveys or provide you with information about our services on
our website/app or on other websites you may visit.

● Maintain and improve website/app, user experience tuning and internal
training.

● Safeguard your information and website/app.
● Exercising a right or obligation prescribed or imposed by law, including

in response to legal requirements and requirements.

How can you access your information?

You can access all your information from the profile page which is only
accessible when you are logged in to the website/app. You can update all the
basic information as you like using the profile update form. However, to destroy
all your data, you need to contact our support team at the following email
address: contact@airtnt.io . When you close your account, you will lose access
to it forever. Even after an account is closed, we may retain some information
for analytical purposes and to maintain record integrity for a period of time,
after which we will secure that information. safely canceled. Information that
we may retain includes, for example, accounting data, data for audit purposes
and transactional information and/or information necessary to be kept in order
to comply with the law.

With whom we share your information?

Subject to the provisions of any applicable law, your personal information may
be disclosed, for the purposes to the following:
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Call center representatives
We may share your information with the call center representatives so that they
can better serve you with accurate guidance and information. Not only will they
be able to know your problem with greater accuracy by analyzing the data, they
will also be able to solve your problem with greater speed.

Support Staffs
We may share your personal information with our own support staff who works
as your first point of contact to solve your queries and problems. Having access
to your personal information will help them to solve your issues.

Business Partners
We may share your information with our business partners with whom we
jointly offer products and services. Information of those partners with whom we
jointly offer products and services will be mentioned in the website so that you
will have transparent information about our partners. If you choose to sign up
for these optional, jointly-offered services, we may share information about you,
including your personal information, with those business partners so that they
can contact you directly by email or post about the products and services that
you have signed up to receive. Such personal information may include your
contact information as well as other information necessary to provide the travel
product or service you have requested. Those third party business partners will
not use your personal information for direct marketing purposes, except when
permitted to do so by applicable law. However, please note that we do not
control the privacy practices of these third-party business partners and once you
leave the AirTnT platform, the privacy policy and terms and conditions will be
out of our control.

Channel Managers
We may share your information to the various channel managers to enable
easier management of inventories of properties.

Suppliers
We may share the information with our various suppliers. Throughout this
website/applications, all services provided by a third-party supplier are
described as such. We encourage you to review the privacy policies of any
third-party travel supplier whose products you purchase through this



website/applications. Please note that these suppliers also may separately
contact you as necessary to obtain additional information about you, or respond
to a review you may submit.

Third party vendors
We may share the information to the third party vendors like payment
processors, business analytical partners, customer service representatives and
other marketing partners, who provide services and products on behalf of us. We
may authorize third party vendors to collect the necessary information to
execute their business processes and are not permitted to share or use the
information for any other purpose.

Cookies and other web technologies

When you use the Service, we use persistent and session cookies and other
tracking technologies to: (a) store your username, password and authentication
tokens; (b) analyze the usage of the Service; (c) customize the Service to your
preferences; and (d) control the advertising displayed by the Service. A
persistent cookie remains on your computer after you close your browser so that
it can be used by your browser on subsequent visits to the Service. Persistent
cookies can be removed by following your web browser’s directions. A session
cookie is temporary and disappears after you close your browser. You can reset
your web browser to refuse all cookies or to indicate when a cookie is being
sent. However, some features of the Service may not function properly if the
ability to accept cookies is disabled.

We may also use other Internet technologies, log files, clear GIFs, Flash
technologies, and other similar technologies, to deliver or communicate with
cookies and track your use of the Service. We also may include clear GIFs in
HTML-based emails sent to our users to determine whether the message has
been opened. As we adopt additional technology, we may also gather additional
information through other methods.

We use these automated technologies to collect and analyze certain types of
information we consider to be non-personal information, including: (a)
information related to the devices you use to access or interact with the Service,
such as: IP addresses, geolocation information, unique device identifiers and



other information about your mobile phone or other mobile device(s), browser
types, browser language; and (b) information related to the ways in which you
interact with the Service, such as: referring and exit pages and URLs, platform
type, the number of clicks, domain names, landing pages, pages viewed and the
order of those pages, the amount of time spent on particular pages, the date and
time you used the Service, and other similar information. We may also capture
other data, such as search criteria and results.

We may collect different types of information about your location, including
general information (e.g., IP address, zip code) and more specific information
(e.g., GPS-based functionality on mobile devices used to access the Service),
and may use that information to customize the Service with location-based
information and features. If you access the Service through a mobile device and
you do not want your device to provide us with location-tracking information,
you can disable the GPS or other location-tracking functions on your device,
provided your device allows you to do this.

AirTnT may allow third parties to serve advertisements on the Service and on
third-party services and use other third parties to help us collect and analyze
information about your use of the service, generate aggregate site usage
statistics and provide content sharing services to support the Service. These
third parties may also use cookies and similar technologies to collect similar
non-personal information about your use of the Service. AirTnT does not
control the third parties’ use of such technologies and their use is governed by
those parties’ privacy policies.

How do we protect your information?

Security of your data is our highest priority. To protect your data, we are using
end to end SSL encryption to prevent any spoofing of your data. Also, on the
server, we are using encryption with disk storage on the database server so that
no one can read your data. The server is designed in such a way that no one has
access to the servers on which any data or code is hosted onto the platform.
Only few select authorized personnel have access to the servers through secured
VPN connection and even they may do so only for permitted business
procedures. We have set up firewalls to thwart unwanted connections to the
server instances. A proper audit of the system is carried out to make sure that no



known security loopholes exist. The third party service providers with respect to
payment gateway and payment processing are all validated as compliant with
the payment card industry standard (generally referred to as PCI compliant
service providers).

We assume no liability or responsibility for disclosure of your information due
to errors in transmission, unauthorized third-party access, or other causes
beyond our control. You play an important role in keeping your personal
information secure. You should not share your user name, password, or other
security information for your AirTnT account with anyone. If we receive
instructions using your user name and password, we will consider that you have
authorized the instructions.

Children's privacy

Children under the age of 18 are not allowed to use the services of the AirTnT
platform unless consent is obtained from a parent or guardian. If a child under
the age of 18 purchases a service from our website and if we become aware of
such activity, we reserve the right to revoke the transaction.

External Links

We may put some external links to link the contents of our third party vendors
and other suppliers so that if you wish, you can click the link and see their
details. However, once you leave the AirTnT platform website/applications, the
privacy policy, terms & conditions and other policies of AirTnT will not be
applicable. You need to go through the policies and terms of each third party
vendor.

Changes to this Privacy Policy

We reserve the right to amend this Privacy Policy from time to time to reflect
changes in the law, our data collection and use practices, the features of our
services, or advances in technology. Please check this page periodically for
changes. Use of information we collect is subject to the Privacy Policy in effect
at the time such information is used. If we make any material changes to this



Privacy Policy, we will post the changes here. Please review the changes
carefully. Your continued use of the Services following the posting of changes
to this Privacy Policy will constitute your consent and acceptance of those
changes.

Contact us

If you have any questions about AirTnT’s privacy practices or use of your
personal data, please feel free to contact us or by email us at contact@airtnt.io .

NOTICE VESTING ZONE

Vesting Zone includes Tripsy zone and Bonus Zone with different reward rates.

Participation in the Vesting Zone is based on each person's personal
understanding and judgment. We do not recommend any membership.

Vesting Zone with these Terms will be locked for a certain time and %APY rate
at each zone is different. APY is the process of estimating the rewards you will
earn within a specified time frame. This number does not represent actual or
predicted APY by any assets.

AirTnT reserves the right, in its sole discretion, to modify or change this APY
rate at any time and for any reason without prior notice.

The cryptocurrency market is always risky and volatile. When participating in
the Vesting Zone, you understand and accept the risks.

Past APY performance is not a reliable indicator of future performance. The
value of your investment may decrease or increase and you may not get your
investment back. You are solely responsible for your investment decisions.
AirTnT is not responsible for any loss you may suffer.

We encourage you to consult an independent financial advisor before making
any investments.

I understand and agree with the Privacy Policy and Terms Of Service AirTnT.
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