
PRIVACY POLICY 
 
VERSION AS OF: 2025-01-20 
 
Doshe (“we”, “us”, or “our”) values you as our guest and recognizes that privacy is important 
to you. We want you to be familiar with how we collect, use, and disclose your personal and 
other data. This Privacy Policy applies to your use of Wallpro: Al Art(“App”) or Services and 
describes the kind of data we process, how it is processed and why. 
 
Part 1.THE DATA WE COLLECT 
We collect and process the following types of personal data about you: 
Personal data you actively provide to us, including but not limited to name, email-address, 
account information for paying subscription fees (if any), etc. 
Data obtained from third-party partners such as marketing platforms or social media. If you 
register through your social platform credentials, we may collect some personal data through 
your social platform account.  
Data automatically collected when you use our services, including but not limited to 
Mac-Address, IDFA, IDFV for Android, GAID for IOS, device model, device brand, device 
language, device network type, screen resolution, usage log, etc. 
 
Part 2.WHY WE COLLECT YOUR DATA 
We collect and use your personal data for the following purposes: 
To deliver you our Service. 
To maintain and improve the security of, and to troubleshoot any issues relating to the App. 
To develop and improve our current and future Service. 
To analyze data about how you interact or may interact with us. 
To comply with our legal obligations under applicable laws. 
To protect the rights, safety, and property of us, you, or any third party in furtherance of our 
legitimate interest in protecting us, our users, and third parties. 
For other purposes for which we obtain your consent. 
 
Part 3.HOW AND WHEN WE AHRE YOUR DATA 
We may share data with the following: 
Our service providers who perform services or functions on our behalf, for business 
purposes. 
Social networking services and platforms to connect with or share information publicly, with 
service providers, or with your contacts on such services or platforms. 
Persons to whom we are required by law to provide information, such as pursuant to a 
subpoena or a court order. 
Law enforcement, legal counsel, or other reasonably necessary parties when we determine 
that such disclosure is reasonably necessary to comply with applicable laws. 
 
Part 4.YOUR PRIVACY CHOICES 
If you would like to exercise your data subject rights, please contact us. You may have the 
following rights regarding your personal data: 
Right to access. You may have the right to ask us for the specific personal data that we have 
collected from you in a portable and (where technically possible) usable format. 



Right to know. You may have the right to verify that we have collected personal data about 
you, as well as know what personal data we have collected about you. 
Right to deletion. You may be entitled to request that we delete the personal data that we 
have collected from you. 
Right to correct. You have the right to update inaccurate information. 
Right to withdraw your consent. 
 
Part 5.SECURITY 
We maintain a combination of reasonable and appropriate physical, organizational, 
administrative, and technological procedures and controls to protect your data from 
unauthorized access, use, loss, alteration, destruction, modification or other malicious 
actions. We take reasonable steps to limit the access our employees, contractors, and 
agents have to your personal data to those who need to know this data to perform their 
assigned functions. 
 
Part 6.RETENTION 
We store your personal data on our servers. We will retain your personal data for as long as 
reasonably necessary or permitted and proportionate to the purpose for which it was 
collected. For example, to provide you with the services that you are using or have 
requested, for the establishment, exercise or defense of legal claims, and as needed to 
comply with our legal obligations. Data may persist in copies made for backup and business 
continuity purposes for additional time. There may be occasions where we are unable to fully 
delete, anonymize or de-identify your personal data due to technical, legal, regulatory 
compliance or other operational reasons. 
 
Part 7.CHILDREN 
The App is not intended for children, and we do not knowingly solicit or collect personal data 
from minors under the age of thirteen (13) without parental consent. We request that minors 
not provide personal data through the Services. 
 
Part 8.LINKS TO THIRD PARTY WEB SITES 
The App provides links to Web sites and access to content, products and services of third 
parties. We are not responsible for third party’s privacy practices and service provided on or 
through the App or for any changes or updates to such third party sites, and you bear all 
risks associated with the access to, and use of, such Web sites and third party content, 
products and services and their privacy practices. We recommend you read their policies 
first before accessing third parties web sites. 
Appsflyer      www.appsflyer.com/legal/privacy-policy 
Applovin/Max      www.applovin.com/privacy 
Facebook      www.facebook.com/privacy/policy/?entry_point=comet_dropdown 
Google Admob/Firebase      policies.google.com/privacy?hl=en 
Mintegral   www.mintegral.com/cn/privacy﻿ 
Pangle      www.pangleglobal.com/zh/privacy/partner-en 
Inmobi      www.inmobi.com/privacy-policy 
Vungle      liftoff.io/privacy-policy/ 
 
Part 9.UPDATES TO THIS POLICY 



The “VERSION AS OF” legend at the top of this page indicates when this Privacy Policy was 
last revised. Changes will become effective when we post the revised Policy on the page. 
 
Part 10.CONTACT US 
To contact us, please use the following contact information. 
By email at: greenjoshjo023@gmail.com 
 


