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We are dedicated to IP
logging our members and
skidding.

The Truth About Ronix | The Lies You Didn’t Know

Ronix once was a well-known figure in the Roblox exploiting community
and maintained a fairly good reputation for a time. However, over the years,
his behavior deteriorated significantly. He began backdooring his scripts,
manipulating friends, blackmailing members, blackmailing members, lying,
and coercing people into doing things that they don’t want to do. On top of
that, he actively logged users’ information through his Vaultcord verification
system, putting their privacy and safety at risk. And that’s only the
beginning. In this document, I'll go through screenshots one by one,
breaking down each incident so you can clearly see the full extent of his
actions and the patterns of malicious behavior he repeatedly demonstrated.

1. IP Logging & Leaking User Data: View This Image Here

Ronix uses his verification bot to collect users’ IP addresses under the
guise of authentication. Once he obtains this information, he leaks it
publicly or to others without consent, putting users’ privacy and safety at


https://ibb.co/PZnzdNTX

risk. This behavior has been used to intimidate, harass, and target
members of his community. By exploiting his position of authority, Ronix
manipulates users into giving sensitive data and then weaponizes it against
them. This demonstrates a clear pattern of malicious activity and abuse of
trust. |IP_Leak and Attempted Tracing

2. Ronix Jealousy & Server Nuking: View This Image Here

In this screenshot Ronix (also known as Ronver) is seen talking with Bloxy,
one of his ex-staff members. The conversation is about another Roblox
executor called Velocity. Ronix was jealous that his own executor wasn’t
doing well while Velocity was growing in popularity. Instead of admitting
this, he made excuses, saying people were mocking him, when really it
was just jealousy.

Since Bloxy was respected in the Velocity community, Ronix asked him to
get perms and nuke the server. When Bloxy refused, the chat got leaked.
After that, Ronix tried to destroy Bloxy’s reputation spreading lies, getting
him demoted in Hoho Hub and other places, and even making a CW that
falsely accused him of being a pedophile all because Ronix had been
exposed as a malicious user.

3. Fake sUNC Server & False Accusations: View This
Image Here

In this screenshot, Nexity (also known as Ronix) is seen in a server you're
probably familiar with: sUNC. But if you look closer, you'll notice it’'s not
actually the real sSUNC server. Ronix created a fake version of the server
and even tried to backdoor a fake sUNC script. When he got called out for
it, he told his members to report the fake server instead. That’s how he tried
to cover himself.

What makes this situation even worse is the excuse Ronix gave. He told
people to join and report the fake server by claiming it involved minors, a
serious and completely false accusation. The reality is simple: Ronix was
jealous. Which is why he resorted to promoting another


https://ibb.co/cKpsj9Vp
https://ibb.co/r2rKr3tT
https://ibb.co/HfnfRM3X
https://ibb.co/HfnfRM3X

naming convention called rUNC. (For transparency: rUNC was actually
created by Raz, not Ronix. Raz is a good person, don’t hate him)

4. Malicious Scripts & Server Abuse: View This Image Here

In this screenshot, Ronver (also known as Ronix) admitted that he tried
working with Latte. He claimed Latte were “feds” (he’s kinda special for
thinking that). He also admitted to adding a vulnerability into his own script,
basically malware and backstabbing a bunch of innocent members for no
reason. Here Is The Video Proof.

After that, he got rejected by Reggie when he tried to join Latte. As usual,
he went off crying, raging, and harassing members in his Discord server.
He eventually nuked his own server for no reason, then created a new one
which he called “Ronix” (after nuking Nexam). From there, he started his
new journey of backdooring even more of his scripts.

5. Rejected & Targeted Harassment: View This Image Here

In this screenshot, Ronver (also known as Ronix) admitted that he quit both
the Roblox and exploiting community for a while. When he came back, he
wanted to work with ValeDreamer, who is known as a ratter that steals
people’s information. That made him seem like the “perfect friend” for
Ronix. But when Ronix tried to join Vale’s group of ratters, which included
Vale, Nevy, and Consist, he got rejected. After that, things only went
downhill for him.

What's worse is what he did next. After being rejected, Ronix started
messaging people and attempting to spark another CW against Vale. He
twisted Vale’'s words to make him look like a “predator,” even though the
claims were baseless. This tactic was nothing new for Ronix. It was the
same thing he had already tried before with Bloxy. That shows a clear
pattern in his behavior.


https://ibb.co/W4rYRXRt
https://www.youtube.com/watch?v=M7YHcJvCeGs
https://ibb.co/6Jq6Gj5F

6. Manipulation, & attempts to obtain confidential info:
View This Image Here

Ronver also tried to manipulate Savage, a highly trusted reverse engineer
and developer in the community, into revealing private information about
bunni.lol before it was publicly known or officially released. He has also
been known to leak other people’s faces without consent. On top of that, he
blocked Savage simply because Savage refused to ban someone in
Pulsery for sending an old picture of Ronver’s face. This behavior clearly
demonstrates Ronver’s attempts to control others, exploit sensitive
information, and punish people over trivial matters.

7. Misleading Lies about Ronix being undetected: View
This Image Here

Ronver has repeatedly lied about Ronix being undetected. This is
especially important because users were actively using an exploit they
were told was safe and undetected, only to end up getting banned.
Misleading the community like this not only causes people to lose access to
their accounts, but it also shows a blatant disregard for user safety and
trust.

8. Threats & Reputation Manipulation: View This Image
Here

In this screenshot, Hexxr (another controversial figure) was seen talking to

Jake Brock. In the image, Hexxr asked Jake to tell Ronver (Ronix) to make

a truce. Honestly, he was right to do that, because who really wants to fight
with this annoying 16-year-old? You can then see Jake Brock responding to
him directly. That's where the situation started to unfold.

At first, people thought the image was fake. But the truth is, Jake Brock
owns Frostware, which Ronix’s developer Nop powered. If Jake didn’t do
what Ronver asked, Ronix threatened to make Nop stop updating
Frostware. On top of that, Ronix said he would ruin Jake’s reputation for no


https://ibb.co/0yC0fQWT
https://realbunni.com/
https://ibb.co/1GdCDGgP
https://ibb.co/1GdCDGgP
https://ibb.co/4ZkZ7hZz
https://ibb.co/4ZkZ7hZz

reason at all. All of this happened just because Jake wouldn’t do what
Ronix demanded.

9. Malware & Threatening Behavior: View This Image Here

In this screenshot, Nexity (also known as Ronix) is talking to one of his
members, but he isn’t being friendly. In fact, he’s scaring the members over
a problem with the Nexam executor. Some might call it a “joke,” but it
clearly wasn’t. The member repeatedly asked him to stop lying and tell the
truth. Ronix kept lying despite the repeated requests.

Shortly after, the user’s Discord account was terminated. Rumors say
Ronix accessed the account using the user’s token, which suggests the
executor was backdoored. The executor was allegedly infected with
malware. He also threatened the member using the Nexam Vaultcord,
which logs IPs, emails, and locations. On top of that, he reportedly sells this
information.

10. Data Theft & Harassment: View This Image Here

In this screenshot, Ronver (also known as Ronix) is shown logging IPs and
emails. The person he targeted never leaked their IP or email; they had
only verified using the Ronix authorization system, which collected their IP,
Gmail, and username, all of which Ronix then leaked.

Shortly after, Acevincente (a well respected member within the community)
confronted Ronix about it. In response, Ronix started adding him to
hundreds of group chats to harass him. He also began boasting about
himself, claiming, “I am a high-level authority figure,” which he clearly isn’t
but whatever helps him sleep at night. Here’s The Image As Proof

11. Doxxing & Threats: View This Image Here

In this screenshot, Kronos (also known as Ronix) makes it clear that he
was doxxing people. He is now going by Kronos, which shows this is recent
and proves he hasn’t changed. He doxxed a Polish member in his server
who was doing nothing but questioning him. Ronix DM'd the member and


https://ibb.co/P0HzXCh
https://ibb.co/TMtN6FNW
https://ibb.co/zhvR5yjV
https://ibb.co/wNHnB5FN

threatened him directly. This shows a pattern of targeting users who
disagree with him.

Thankfully, the Polish member was able to reach out to us for help. We
guided him on what to do to stay safe. Keep in mind, this member was only
16 years old. Ronix was threatening and blackmailing him for no reason. All
of this happened simply because the child disagreed with him.

12. Ronix Potential Exit Scam & User Risk: View This
Image Here

In this screenshot, Kronos (also known as Ronix) talks about discontinuing
Ronix and leaving the project, which is essentially an exit scam. We've
seen how he ends his projects before he either nukes them or uploads
malware for members to download. Afterward, he harasses his members
and disappears for weeks before returning. This pattern makes it clear that
his actions put users at risk.

His past behavior with Nexam caused thousands of users significant
problems. This is especially important because our goal is to prevent
further harm, no member should suffer simply because he decides to nuke
a server or distribute malware. It also highlights why trusting him with any
projects or responsibilities is extremely risky.

13. Jealous Raids & Deception: View This Image Here

In this screenshot, you can see Ronver (also known as Ronix) telling his
members to raid WEAO (WhatExploitsAreOnline). He did this out of
jealousy because they didn’t want anything to do with him. As usual, he
then purged his messages to play the victim and act like he did nothing
wrong, when in reality, he is clearly guilty.

Afterwards, he DMed the owner, pretending he hadn’t done anything, and
started crying in his staff's DMs most of whom now dislike him. He's a


https://ibb.co/0RKDG6F0
https://ibb.co/0RKDG6F0
https://ibb.co/CKM5kmWV
https://whatexpsare.online/

weirdo that nobody really likes, and that’s the truth. | honestly don’t
understand why anyone still supports him.

TL;DR: Ronix is a highly irresponsible and egotistical individual.
His repeated malicious actions, ranging from logging IPs to
registering others emails on pastes demonstrate immaturity and a
complete disregard for his large Discord userbase of over four
hundred thousand members. While he was once relatively chill,
after he gained recognition from his skidded exploit, it appears to
have fueled his ego and corrupted his behavior. This is a stark
reminder of how fame can so easily warp even the most
ambitious minds.

There is a possibility that this CW may go unrecognized, or if it does,
Ronver may attempt to spread falsehoods about those involved in
documenting this CW. We are putting our reputations and V3rm
accounts on the line with this, and we expect nothing more than for
the community to respond by warning others about Ronver’s malicious
actions.

If you’re looking for reliable and safe exploits, use tools verified by
Voxlis.net, a community-trusted source. Voxlis ensures the
exploits are safe and legitimate. They offer tools that support iOS,
Android, and Windows. Always stay cautious, keep tools
updated, and avoid anything requesting unnecessary personal
information. Using verified sources helps protect your accounts
and data.

Be careful of users who behave maliciously like Ronix (Ratnix).
Some people may try to log your IP, steal information, or spread
false accusations. Always verify individuals before trusting them,


http://v3rm.net
http://voxlis.net

check rbdatabase.live or rbdb.xyz to see if anyone has a history
of bad actions.

This CW is ongoing, we’ll be updating it with more
information soon.

So what next?

Well, it has come to our attention that Ronix is already preparing a
rebuttal. The fact is, Ronix has followed the same formula time
and time again whenever he is called out, he dismisses every
piece of hard evidence as “fabricated” and then pivots to attacking
the authors of the exposal. These attacks rarely contain a genuine
defense and instead rely on distortion, misinformation, and even
the spreading of personal information.

This is a well documented cycle, and we fully expect the same
response to be directed at us. Consider this a sincere warning,
what’s coming will not be clarity or truth, but more of the same
misleading tactics he has relied on in the past. Nothing he says
should be taken at face value.

PS: It is also expected that Ronix will attempt to leverage his “500
thousand members” as a means of giving his rebuttal instant
popularity and credibility. This is simply a tactic to drown out
criticism with numbers, not with truth.

Just wait and see what’s coming. If Ronix attempts to defame us,
let him but he should know this, it will backfire, and the damage to
his reputation will be far greater than anything he tries to throw
our way.


https://www.rbdatabase.live/
https://rbdb.xyz/

THX FOR READING! BY AUREIX, ACEVINCENTE, AND
CLARITY, THANKS TO ALL THE CONTRIBUTORS!
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