
 

 

FOR IMMEDIATE RELEASE 

 

Barracuda Extends Support for Microsoft  

Barracuda’s Next Generation Firewall to support Microsoft products as less than 20 per cent of ​
Internet connections today are secured by NG Firewalls 

 
Kuala Lumpur, 30 June 2014 – Barracuda Networks, Inc. (NYSE: CUDA), a leading provider of 
cloud-connected security and storage solutions, announces that their Next-Generation Firewalls (NGFWs) 
will be equipped with new capabilities to support Microsoft products in the areas of Windows Remote 
Desktop Services, virtualization and public Cloud. 

 
Thiban Darmalingam, the Regional Manager for Barracuda in Malaysia says, “It is actually pretty scary 
that less than 20 per cent of Internet connections today are secured by NG Firewalls - according to the 
recent Gartner Magic Quadrant for Enterprise Network Firewalls report.”  
 

“In fact by the end of 2014, this number will increase to 35 per cent of the installed base, with 70 per 
cent of new enterprise edge purchases being NGFWs. Also, Gartner also reported that through 2018, 
more than 75 percent of enterprises will continue to seek network security from a different vendor than 
their network infrastructure.” 

 

He says this is why it is important for firewalls to keep up with trends affecting technology in areas such 
as on-premises, desktop, as virtualized and cloud computing platforms and dedicated server hardware to 
mobile.  
 

The Barracuda NG Firewall is designed to protect edge 
deployments, especially in environments with limited IT resources. As companies move into public cloud 
environments like Microsoft Azure, hybrid architecture like Barracuda's becomes increasingly important. 
 

“With the new updates, Barracuda NG Firewall will help customers swiftly and safely transition to newer 
topologies proposed in the Microsoft ecosystem. The latest release expands our integration with 

http://www.barracuda.com


 

Microsoft Hyper-V virtualization and Microsoft Azure public cloud infrastructure enabling our customers to 
further capitalize on their Microsoft investments,” he further adds.  
 

The latest version of the Barracuda NGFW which was recently unveiled at the GARTNER Security & Risk 
Management Summit in National Harbor, MD in the USA will feature capabilities such as: 
 

●​ Full user awareness for Windows Remote Desktop Services. Barracuda NGFW is user aware 
even when multiple users on a Remote Desktop Server are behind a single IP address.  

●​ The latest version of Barracuda NGFW adds another integration that makes use of a small, 
lightweight transparent client that simplifies integration and does not rely on external authentication 
protocols. 
 
 

●​ Support for Hyper-V virtualization. Barracuda NGFW Vx virtual appliances can be deployed on 
Microsoft Hyper-V servers, in addition to VMware. 

●​ Application-based dynamic uplink selection. In addition to using application awareness 
capabilities to block or allow traffic, the Barracuda NGFW application-based dynamic uplink selection 
provides traffic prioritization, improved Quality of Service (QoS) and faster performance for accessing 
services on the Internet. 

●​ New application usage and risk reports. New reports that help administrators enforce Internet 
usage policies and offers recommendations for redefining policies based on risk. 

●​ Higher performance antivirus scanning. Re-architected to provide higher performance, the 
Barracuda NG Firewall utilizes a single-pass, antivirus scanning architecture that inspects both 
unencrypted and SSL-encrypted traffic. 

  
The Barracuda NG Firewall Vx is a virtual appliance that runs on both VMware and Hyper-V environments 
while the license for Barracuda NG Firewall in Microsoft Azure can be purchased on an annual basis. For 
more information, visit http://cuda.co/ngfw-azure. 
 
 
About Barracuda Networks, Inc. (NYSE: CUDA) 
Barracuda provides cloud-connected security and storage solutions that simplify IT. These powerful, easy-to-use 
and affordable solutions are trusted by more than 150,000 organizations worldwide and are delivered in appliance, 
virtual appliance, cloud and hybrid deployments. Barracuda’s customer-centric business model focuses on 
delivering high-value, subscription-based IT solutions that provide end-to-end network and data security. For 
additional information, please visit http://www.barracuda.com or follow us on Twitter: @barracuda 
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Forward-Looking Statements. 
This press release contains forward-looking statements, including statements regarding the functionality and performance of Barracuda NG Firewall products.  You 
should not place undue reliance on these forward-looking statements because they involve known and unknown risks, uncertainties and other factors that are, in 
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some cases, beyond the Company’s control and that could cause the Company’s results to differ materially from those expressed or implied by such forward-looking 
statements.  Factors that could materially affect the Company’s business and financial are set forth in the Company’s filings with the Securities and Exchange 
Commission. The Company expressly disclaims any intent or obligation to update the forward-looking information to reflect events that occur or circumstances that 
exist after the date of this press release. Barracuda Networks, Barracuda and the Barracuda Networks logo are registered trademarks or trademarks of Barracuda 
Networks, Inc. in the US and other countries. 
 


