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NEPTUNE amplifier control (hereinafter "App") is an application created by NEPTUNE Team
(hereinafter "Developer") for monitoring and controlling the NEPTUNE amplifier via a
network connection. The App is provided "AS IS" and is intended for use solely with the
NEPTUNE amplifier.

1. Data Collection

The App does not collect personal information (e.g., name, email, phone number, or other
data that can identify an individual). The only information used by the App is the IP address
and port of the amplifier, entered by the user to connect to the device.

2. Data Usage and Storage

The entered IP address and port are used solely to establish a TCP connection with the
NEPTUNE amplifier for reading the device’s status and remote control. At the user’s
discretion, these data may be stored locally on the device for convenient reconnection.
Users can delete the stored data at any time through a feature in the App.

3. Data Sharing
Data is transmitted only between the App and the amplifier via a TCP connection. It is not
sent to the Developer or any third parties.

4. Security

The NEPTUNE amplifier does not support TCP connection encryption. Data transmitted
between the App and the amplifier is not encrypted. We recommend using secure networks
for internet connections.

5. Authentication
To connect to the NEPTUNE amplifier through the App, a PIN code is required. This PIN
code allows only authorized users to use the App and is not stored by the App.

6. Your Consent
By using the App, you agree to the terms of this privacy policy.

7. Changes to This Policy
This policy may be updated from time to time. The latest version is always available at this
link.

8. Contact Us
If you have questions about this privacy policy, please contact us at: pvg.sat@gmail.com



