
('www.selfsat.com' hereinafter 'SELFSAT') handles the following to protect users' personal
information protection and rights and to smoothly handle user's grievances related to
personal information in accordance with the Personal Information Protection Act. Policy.

('SELFSAT') will notify the company through the notice on the website (or individual notice)
when the company amends the privacy policy.

○ This policy is effective from January 1, 2020.

1. Purpose of processing personal information ('www.selfsat.com' or 'SELFSAT') processes
personal information for the following purposes. The processed personal information will not
be used for any purpose other than the following, and prior consent will be sought when the
purpose of use is changed.

end. Provision of goods or services

We process personal information for the purpose of providing services, providing content,
and providing personalized services.

2. Personal information file status

1. Personal information file name: sat_connect
-Personal information items: location information
-Collection method: Collection through creation information collection tool
-Evidence: App_Service
-Retention period: Destroy without delay
-Related laws: Records related to collection / processing and use of credit information: 3
years

3. Processing and retention period of personal information

① ('SELFSAT') handles and retains personal information within the period of retention and
use of personal information agreed upon at the time of collection and use of personal
information or collection of personal information from the data subject.

② Each personal information processing and retention period is as follows.

1. <Shoemaking or service provision>



Personal information related to <Shoemaking or Service Provision> will be retained and
used for the above purposes from the consent date for collection and use to <Destruction
without delay>.
-Owned basis: App_Service
-Related laws: Records on collection / processing and use of credit information: 3 years
-Reason for exception:

4. Rights and obligations of the data subject and legal representatives and how to exercise
them The user can exercise the following rights as a personal data subject.

① The information subject can exercise the right to access, correct, delete, or stop
processing personal information at any time for IDOIT.
② The exercise of rights pursuant to Paragraph 1 can be done through written, e-mail, or fax
(FAX) in accordance with Article 41, Paragraph 1 of the Enforcement Decree of the Personal
Information Protection Act, and IDOIT will take action without delay. .
③ The exercise of rights pursuant to paragraph 1 can be done through a legal
representative of the data subject or an agent such as a person who has been delegated. In
this case, you must submit a power of attorney in accordance with Appendix 11 of the
Enforcement Rules of the Personal Information Protection Act.
④ Requests for access to personal information and suspension of processing may be
restricted in accordance with Article 35 (5) and Article 37 (2) of the Personal Information
Protection Act.
⑤ Requests for correction and deletion of personal information cannot be requested if the
personal information is specified as a collection target in other laws and regulations.
⑥ IDOIT verifies whether the person who made the request, such as a request for access,
request for correction or deletion, or a request for suspension when processing is requested,
is the principal or a legitimate agent.

5. Preparation of items of personal information to be processed

① ('www.selfsat.com' or 'SELFSAT') processes the following personal information items.

1 <Shoemaking or service provision>
-Required items: GPS Data
-Optional items:

6. Destruction of personal information ('SELFSAT'), in principle, destroys personal
information without delay when the purpose of processing personal information is achieved.
The procedure, deadline and method of destruction are as follows.

-Destruction procedure



The information entered by the user is transferred to a separate DB after achieving the
purpose (separate documents in the case of paper) and stored for a certain period of time
according to internal policies and other related laws or immediately destroyed. At this time,
personal information transferred to the DB will not be used for any other purpose unless
required by law.

-Destruction time
When the retention period of the personal information has elapsed, the user's personal
information is provided within 5 days from the end date of the retention period, when the
personal information becomes unnecessary, such as the achievement of the purpose of
processing personal information, the abolition of the service, and the termination of the
business. The personal information is destroyed within 5 days from the date when it is
deemed unnecessary.

-How to destroy
Do not save

7. Matters concerning the installation, operation and rejection of automatic collection of
personal information

IDOIT does not use ‘cookies’ that store the information subject's usage information and call it
from time to time.

8. Personal information protection officer

① IDOIT ('www.selfsat.com' or 'SELFSAT') is responsible for the handling of personal
information, and personal information as follows to handle complaints and remedy of data
subjects related to personal information processing Protection officers are designated.

▶ Personal information protection officer
Name: Nokdeok Il
Position: Deputy General Manager
Position: Deputy General Manager
Contact: 031-8041-1526, info@selfsat.com, 031-8041-1550
※ It leads to the department in charge of personal information protection.

▶ Personal information protection department
Department :
manager :
Contact :, ,
② The information subject is in charge of all personal information protection inquiries,
complaints, and damage relief that occurred while using the service (or business) of IDOIT



('www.selfsat.com' or 'SELFSAT'). You can contact us. IDOIT (“www.selfsat.com” or
“SELFSAT”) will answer and process information subject's inquiries without delay.

9. Change of personal information processing policy

① This personal information processing policy is applied from the effective date, and if there
are additions, deletions and corrections of changes in accordance with laws and policies, the
notice will be notified through 7 days prior to the implementation of the changes.

10. Measures to secure the safety of personal information ('SELFSAT') are in accordance
with Article 29 of the Personal Information Protection Act.

1. Using a lock for document security
We store documents containing personal information, auxiliary storage media, etc. in a safe
place with a lock.

2. Access control for unauthorized persons
We have set up a separate physical storage location for personal information and
established and operated access control procedures


