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(See GAA and JCDA)  

Use of District Computers/Privacy Rights  

Computer systems are for educational and professional use only. All information created by 

staff shall be considered district property and shall be subject to unannounced monitoring by district 

administrators. The district retains the right to discipline any student, up to and including expulsion 

and any employee, up to and including termination, for violations of this policy.  

Copyright (See ECH)  

Software acquired by staff using either district or personal funds, and installed on district 

computers, must comply with copyright laws. Proof of purchase (copy or original) must be filed in the 

district office.  

Installation  

No software, including freeware or shareware, may be installed on any district computer until 

cleared by the network administrator. The administrator will verify the compatibility of the software 

with existing software and hardware, and prescribe installation and de-installation procedures. 

Freeware and shareware may be downloaded only onto pen drives, not the local computer hard drives. 

Program files must have the Superintendent’s and/or the Director of Technology's approval to be 

installed on any district server or computer. Students shall not install software on district computers or 

computer systems.  

Hardware 

Staff shall not install unapproved hardware on district computers, or make changes to software 

settings that support district hardware.  

Audits 



The administration may conduct periodic audits of software installed on district equipment to 

verify legitimate use.  

Privacy Rights 

Employees and/or students shall have no expectation of privacy when using district e-mail or 

other official communication systems. Any e-mail or computer application or information in district 

computers or computer systems is subject to monitoring by the administration.  

Ownership of Employee Computer Materials  

Computer materials or devices created as part of any assigned district responsibility or 

classroom activity undertaken on school time shall be the property of the board. 

Computer Use (Staff Handbook) 

Employees shall have no expectation of privacy when using district e-mail or other official 

communication systems. E-mail messages shall be used only to conduct approved and official district 

business. All employees must use appropriate language in all messages. Employees are expected to 

conduct themselves in a professional manner and to use the system according to these guidelines or 

other guidelines published by the administration.  

Any e-mail or computer application or information in district computers or computer systems is 

subject to monitoring by the administration. The district retains the right to duplicate any information 

in the system or on any hard drive. Employees who violate district computer policies are subject to 

disciplinary action up to and including termination. 

Computer Use (Student Handbook) 

Students shall have no expectation of privacy when using district e-mail or computer systems. 

Email messages shall be used only for approved educational purposes. Students must use appropriate 

language in all messages. Students are expected to use the system following guidelines approved by 

teachers or the administration.  

Any e-mail or computer application or information in district computers or computer systems is 

subject to monitoring by the staff and/or administration. In addition to monitoring , students are 

required to participate in the district's Internet Safety Curriculum at the start of school before 

engaging in and/or participating in social networking, chat rooms, email or other online activities. The 



school retains the right to duplicate any information created by students in a computer system or on 

any individual computer. Students who violate these rules, or any other classroom rules relating to 

computer use are subject to disciplinary action up to and including suspension from school. All 

students who are actively participating in such online activities are monitored for inappropriate 

behavior.  

Employee Internet/Computer/Network Access Agreement  

Agreement is on file at the Administrative Office, 2345 Greyhound Drive, Augusta. (See Board 

Clerk)  


