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"Funny Photo Editor" refers to the client side application labeled Funny Photo Editor,
legally owned and operated by Chongqing Guicen Technology Co., Ltd. (hereinafter
referred to as "We").
As the operator of Funny Photo Editor, we understand the importance of personal

information to you. We will protect your personal information and privacy security in

accordance with laws and regulations. We have formulated this Privacy Policy with a special

note:We hope you will read and understand this Privacy Policy carefully before using
Funny Photo Editor and related services in order to make appropriate choices.

summary
We will introduce to you how we handle personal information in different scenarios through

this Privacy Policy. When you open or use Funny Photo Editor, we will process relevant

information in order to realize the functions and services you choose to use, or to comply

with the requirements of laws and regulations. In addition to the information required to

realize the basic functions and services of Funny Photo Editor, and the information required

by laws and regulations, you can refuse us to process other information, but this may

prevent us from providing corresponding functions and services. We will explain the relevant

situation item by item in the Privacy Policy. The important provisions about your personal
information rights and interests have been prompted in bold form, please pay special
attention.
The actual functions of Funny Photo Editor and the associated versions of Funny Photo

Editor may vary slightly, but if the associated version does not have an independent Privacy

Policy, We will collect and process your personal information in accordance with this Privacy

Policy. If the associated version of Funny Photo Editor has an independent Privacy Policy,

the associated version of the Privacy Policy applies at the same time. If this Privacy Policy

and the associated version of the Privacy Policy are inconsistent, the associated version of

the Privacy Policy shall apply.

In addition to this Privacy Policy, in certain scenarios, We will also explain to you the

purpose, scope and usage of the corresponding information collection through instant

notifications (including pop-ups, page prompts, etc.), function update instructions, etc. These



instant notifications and function update instructions form part of this Privacy Policy and have

the same effect as this Privacy Policy.

The following will help you understand in detail how We collect, use, store, transmit, disclose

and protect personal information; help you understand how to inquire, correct, supplement,

delete, copy and transfer personal information. Among them, important content about your

personal information rights and interests has been highlighted in bold form, please pay
special attention.
1. How We Collect and Use Personal Information
2. Partners involved in the use of data and the transfer and disclosure of personal
information
3. Manage your personal information
4. How We Protect Personal Information
5. How We Protect Minors
6. Review and revision of Privacy Policy
7.Contact us

1 How We Collect and Use Personal Information

1.1 Content browsing and search

We will record your usage during your browsing of Funny Photo Editor content. If you are not

logged in to your account, We will record your [click, browse, share information] through the

identifier information corresponding to the device. If you are logged in to your account, We

will record your [click, browse, share, follow, collect, feedback, post, like, comment, etc.]

through your Funny Photo Editor account.

We collect your search keyword information and logs when you use Search. The search

keyword information is temporarily stored on your device, so when you use the Funny Photo

Editor search function again on the same device, We will show you your search history.

Image browsing and searching are the basic functions of Funny Photo Editor. We will

provide you with high-quality content and search results in the basic functions. How to use

the basic functions and related personal information, please see Article 3.1.1 of this Privacy

Policy.



When you play video and other content, in order to adapt your device state, We will call your

acceleration sensor, gyroscope sensor, gravity sensor and other device sensors to identify

the horizontal and vertical screen status of your device.

1.2 Information release

1.2.1 audio & video, graphics

When you shoot or publish audio & video and pictures, We will ask you to authorize the

camera, album and microphone according to the type of function you use. If you refuse to

authorize, you will not be able to use the shooting, publishing or live broadcast functions, but

it will not affect your use of other functions of Funny Photo Editor.

We attach great importance to the user's experience. In order to improve the upload speed

of audio & video, enrich the publishing function and optimize the experience, we will

temporarily load the audio & video to the server before you click "Publish" to confirm the

upload of the picture. If you cancel or fail to upload successfully for other reasons, We will

immediately delete the relevant audio & video. We respect your right of choice. If you want to

turn off the preloading function, you can turn it off according to the path provided in Article

3.1.4 of this Privacy Policy.

The content you post will display your avatar, nickname, Funny Photo Editor number and

other information. You can set the visibility of the content according to the path provided in

Article 3.1.4 of this Privacy Policy.

When you publish a live stream, you can set the visibility of the live stream.

1.3 Other functions

1.3.1 message notification

You acknowledge and agree that We may send you one or more types of notifications, such

as messaging, identity verification, security verification, and user experience research,

through the contact information (e.g. phone number) you provide in the process of using the

product and/or service.

We will push you your account dynamics, user or content dynamics you follow, hot content,

etc. through the system notification of your device. You can choose to turn off the notification

function of Funny Photo Editor in your device, or choose the information you want to receive

through the notification settings provided by Funny Photo Editor.



1.4 Operation and safe operation

We are committed to providing you with safe and reliable products and use environment. It is

our core goal to provide high-quality and reliable services and information. In order to

maintain the normal and stable operation of related products or services, protect the safety

and legitimate interests of you or other users or the public, We will collect the following

necessary information:

(1) In order to ensure the safe operation of software and services, the quality and efficiency

of operation, we will collect your hardware model, operating system version number, device

identifier (Android such as IMEI/MEID, AndroidID, OAID, IMSI, SIM card information (such

as ICCID), GAID, hardware serial number (SN), iOS such as IDFV, IDFA; different identifiers

will vary in the valid period, whether they can be reset by the user and the way to obtain

them), network device hardware address (device MAC address), hardware serial number, IP

address, WLAN access point (such as SSID, BSSID), Bluetooth (Bluetooth), base station,

software version number, network access method, type, status, network quality data,

operation, use, service log, device sensor data ( Such as acceleration sensors, linear

acceleration sensors, gravity sensors, gyroscope sensors) and other data...

(2) In order to prevent malicious programs and ensure the quality and efficiency of

operations, We will collect information on installed applications or running processes, the

overall operation, usage and frequency of applications, application crashes, overall

installation usage, performance data, and application sources.

(3) We may use your account information, device information, service log information, and

information that our affiliates and partners have been authorized by you or may provide to us

in accordance with the law to determine account security, transaction security, conduct

identity verification, identify violations of laws and regulations, detect and prevent security

incidents, and take necessary recording, analysis, and disposal measures in accordance

with the law.

1.5 Use of similar technologies such as cookies

Similar technologies such as cookies and device information identifiers are commonly used

in the Internet. When you use Funny Photo Editor and related services, We may use related

technologies to send one or more cookies or anonymous identifiers to your device to collect

and identify information when you visit or use this product. We promise not to use cookies

for any other purpose than those described in this Privacy Policy. We use cookies and

similar technologies mainly to achieve the following functions or services:

To ensure the safe and efficient operation of our products and services: We may set cookies

or anonymous identifiers that authenticate and ensure security, allowing us to confirm



whether you are safely logged in to the service, or whether you have encountered theft,

fraud and other illegal activities. These technologies also help us improve service efficiency,

login and response speed.

Helping you have an easier access experience: Using this type of technology can help you

avoid the need to repeat the steps and processes of filling in personal information and

entering search content (examples: recording searches, filling out forms).

We may use such technology to understand your preferences and usage habits, to conduct

data analytics to improve our products and services, and to optimize your selection of

advertising or content.

1.6 Changes to the service content

Please understand that with the development of Our business, the products or services

provided by Funny Photo Editor may be adjusted. If the purpose, method and scope of

processing personal information by the adjusted products or services change, We will inform

you again and obtain your consent according to the relevant requirements of laws and

regulations.

1.7 Legal exemption from processing personal information with consent

Please understand that in the following circumstances, according to laws and regulations,

We do not need your authorization to process your personal information.

A) necessary to enter into or perform a contract at your request;

B) Necessary for the performance of statutory duties or obligations, such as those directly

related to national security, national defense, criminal investigation, prosecution,

adjudication, and execution of judgments.

C) It is necessary to respond to public health emergencies or to protect the lives, health and

property of natural persons in emergencies.

D) Carrying out acts such as coverage and public opinion supervision for the public interest,

and processing personal information within a reasonable range;

E) Handle your self-disclosed personal information within a reasonable range, or other

personal information that has been lawfully disclosed (such as personal information lawfully

disclosed through legal coverage, government information disclosure, etc.);

F) Other circumstances stipulated by laws and regulations.

Special Note: According to the law, if the information cannot be identified as a specific

individual alone or in combination with other information, it is not personal information. When

your information can identify you alone or in combination with other information, or We use

data that is not associated with any specific individual in combination with your personal



information, We will process and protect it as your personal information in accordance with

this Privacy Policy.

1.8 The behavior of self-starting or associated starting

WeAPP integrates Youmpush, the purpose is to ensure the timeliness, reliability and validity

of push message delivery. Youmpush uses self-start and associated start. After you agree to

this privacy agreement, Youmpush sdk will use self-start and associated start to keep alive

as much as possible, otherwise you may not receive push information in time. If you do not

agree to this, We will not be able to provide you with services. If Youmpush sdk is integrated

into other software installed on your device, then self-start and associated start may occur

frequently. Youmpush can ensure its own activity and avoid situations where it cannot be

pushed immediately. Please be aware.

1.9 About collecting the list of installed applications

When using our services, if you want to share your favorite content to a third-party app, We

need to determine whether the third-party app is installed in order to provide you with the

correct sharing function. We use combined link technology for technical push. After starting

the app initialization, We will read the list of installed apps. When the push links of multiple

APPs on a device are active at the same time, We will randomly merge them into one link to

achieve the purpose of saving power and traffic for you, so we need to obtain the application

list information. At the same time, We provide intelligent push function, through which we

recommend push content that is more in line with your needs, and reduce the disturbance of

useless push information to you.

1.10 About collecting IMEI, IMSI, Android_id, MAC address, Bluetooth

address behavior

In order to ensure your normal use of Our services, maintain the normal operation of the

basic functions of the game, optimize the performance of this game product according to

your device end point and network status, improve your game experience and ensure the

security of your account, We will collect your device name, device type, device model and

version, operating system, system attributes, Internet Protocol Address, carrier information,

Wi-Fi status/parameters, device identifier (such as IMEI, IMSI, MAC address, Android ID,

hardware serial number, Bluetooth address), application ID, network type, sensor information

and other information. Please note that individual sensor information is not personal

information, and We will not use sensor information for other purposes. In order to ensure



the safe operation of software and services, the quality and efficiency of operation, We will

collect your device's hardware model, operating system version number, device identifier

(Android such as IMEI, AndroidID, OAID, IMSI, ICCID, MEID, hardware serial number,

Bluetooth address), network device hardware address (MAC address), IP address, WLAN

access point (such as SSID, BSSID), Bluetooth (Bluetooth), base station, software version

number, network access method, type, status, network quality data, operation, usage,

service log, device sensor data. We collect your device information (including IMEI, MEID,

Android ID, IMSI, GUID, MAC address, Bluetooth address), your installed application

information, or the running process information.

1.11 Regarding the behavior of reading WIFI scan results

In order to obtain user behavior data, the collection and visual analysis of app operation

data, and help better analytical decisions to achieve business decisions. Our products

integrate Youmeng + SDK, Youmeng + SDK needs to collect your device Mac address,

unique device identification code (IMEI/android ID/IDFA/OPENUDID/GUID, SIM card IMSI

information), scan the WIFI list, obtain the SSID and BSSID of the WIFI, obtain the Internet

Protocol Address and signal strength of the WIFI, monitor sensor data, read and write

system settings to provide statistical analysis services.

1.12 Regarding the behavior of obtaining floating window permissions

We apply for the permission of the system floating window to you, so that you can send

voice packets. After you open it, Our client side will continue to provide you with services in

the background. We will only use it for the realization of specific functions or services after

your express authorization. You can also withdraw the authorization in [System Settings] -

[Applications] - [Floating Window].

2. Partners involved in the use of data and the

transfer and disclosure of personal information

2.1 Partners involved in the use of data

2.1.1 basic principles

We will adhere to the following principles when working with partners:



A) Principle of legality: Where data processing activities are involved, the principle of legality

shall be observed.

B) Principle of Justification and Least Necessity: Data must be used for a legitimate purpose

and only to the extent necessary to achieve that purpose.

C) Security Prudence Principle: We will carefully evaluate the purpose of the partners' use of

data, conduct a comprehensive assessment of the security capabilities of these partners,

and require them to comply with the cooperation legal agreement. We will strictly monitor the

security of the software tool development kit (SDK) and Application Programming Interface

(API) that the partners obtain information to protect the data security.

Third-party information sharing checklist

2.1.2 delegated processing

In the case of entrusted processing of personal information, We will sign a relevant

processing agreement with the trusted partner in accordance with the law and supervise

their personal information use activities.

2.1.3 joint processing

In the case of joint processing of personal information, We will sign relevant agreements with

the partners in accordance with the law and stipulate their respective rights and obligations

to ensure compliance with the relevant provisions of the law and protect data security in the

process of using relevant personal information.

Scope of 2.1.4 Partners

If the specific functions and scenarios involve services provided by our affiliates or third

parties, the scope of partners includes our affiliates and third parties.

2.2 Scenarios of collaboration

2.2.1 to implement the business function of Funny Photo Editor

A) Message notification: In order to use the end point model adaptability push notification

function, the end point device manufacturer may use your mobile phone model, version and

related device information through SDK and other technologies.

B) Client Server: In order to deal with your complaints, suggestions and other demands in a

timely manner, the Client Server provider needs to use your account number and related

information to understand, process and respond to your needs in a timely manner. If



necessary, it may also be necessary to use your mobile phone number or contact you

through other communication methods.

2.2.2 ads

We may share analytically de-identified device information or statistical information with

advertising service providers, vendors, and other partners (collectively, "advertising

partners") that is difficult or impossible to associate with your true identity. This information

helps us analyze and measure the effectiveness of advertising and related services.

A) Advertising push and delivery: Advertising partners who carry out push/promotion and

advertising or provide related services may need to use de-identified or anonymized device,

network, channel information and label information; advertising partners who cooperate with

advertisers for advertising push/promotion, delivery/analysis services may need to use the

aforementioned information to achieve advertising delivery, optimize and improve the

effective reach rate of advertising.

B) Advertising statistical analysis: Advertising partners who provide advertising statistical

analysis services may need to use information such as your device, network, ad clicks,

views, impressions, and ad conversion data to analyze, measure, and improve the

effectiveness of advertising and related services.

C) Advertising partner's use of information: Advertising partners may combine the above

information with other data lawfully obtained to optimize the effectiveness of advertising, and

we will require their use of information to follow the principles of legality, legitimacy and

necessity to ensure that users' legal rights are not violated.

D) Advertising retention information: The contact information, address and other relevant

information you actively fill in and submit in the advertisement may be collected and used by

the advertiser or its entrusted partners.

2.2.3 security and statistical analysis

A) Ensure the safety of use: We attach great importance to the security of our products and

services. To protect the legitimate rights and interests of Funny Photo Editor users from

illegal infringement, our partners may use necessary equipment, account and log

information.

B) Analysis of product conditions: In order to analyze the stability of Funny Photo Editor's

products and services, partners who provide analysis services may require information such

as service usage (crashes, flash back records), device identification information, and overall

application installation and usage.



2.3 Change of operating entity

As our business continues to develop, we may conduct mergers, acquisitions, and asset

transfers, and your personal information may be transferred as a result. In the event of the

aforementioned changes, we will require the successor to protect your personal information

in accordance with laws and regulations and security standards not lower than those set out

in this Privacy Policy. If the successor changes the original processing purpose and

processing method, we will require the successor to obtain your authorization again.

2.4 Closing operations

If We stop operating products or services, we will stop collecting your personal information in

a timely manner. We will send you a notice of suspension of operation one by one or in the

form of an announcement, and delete or anonymize the personal information we hold related

to the products or services that have been shut down.

2.5 Publicity

We will not take the initiative to disclose information that you do not disclose yourself, unless

you comply with national laws and regulations or obtain your consent.

2.6 Legal exemption from obtaining your authorization and consent

Please understand that in the following circumstances, according to laws and regulations

and national standards, the use of partners, or the transfer and disclosure of your personal

information by We do not require your authorization and consent:

A) necessary to enter into or perform a contract at your request;

B) Necessary for the performance of statutory duties or obligations, such as those directly

related to national security, national defense, criminal investigation, prosecution,

adjudication, and execution of judgments.

C) It is necessary to respond to public health emergencies or to protect the lives, health and

property of natural persons in emergencies.

D) Carrying out acts such as coverage and public opinion supervision for the public interest,

and processing personal information within a reasonable range;

E) Handle your self-disclosed personal information within a reasonable range, or other

personal information that has been lawfully disclosed (such as personal information lawfully

disclosed through legal coverage, government information disclosure, etc.);

F) Other circumstances stipulated by laws and regulations.

3. Manage your personal information



We attach great importance to the management of your personal information and do our

best to protect your rights to access, copy, correct, supplement, delete, withdraw consent

authorization, cancel accounts, complain and report your personal information, so that you

have the ability to understand and protect the security of your personal information.

However, please understand that specific business functions and services will require your

information to be completed. After you withdraw your consent or authorization, We cannot

continue to provide you with corresponding functions and services, and will no longer

process your corresponding personal information. However, your decision to withdraw your

consent or authorization will not affect our previous processing of personal information

based on your authorization.

We may have different management paths in different versions or operating systems, please

refer to the actual situation.

3.1 Settings management

3.1.1 basic function mode

Image browsing and searching are basic functions of Funny Photo Editor, so if you only

allow us to process the personal information necessary to achieve basic functions, you can

choose to turn on the basic function mode.

In this mode, We will only process your personal information based on the need to provide

basic functions and protect system security, that is, you can browse pictures and videos, but

cannot post any content including comments, likes, and favorites; you can use the search

function, We will only provide search results based on your search keywords, and will not do

search result optimization.

3.1.2 system permission settings

A) You can turn on or off permissions such as location, application list, storage, etc. in the

settings function of the device, change the scope of authorization or withdraw your

authorization. After withdrawing the authorization, We will no longer collect information

related to these permissions, but it will not affect the personal information processing We

previously carried out based on your authorization. You can read the Funny Photo Editor

permission application in the usage description and usage description to learn about

Douyin's application and use of system permissions.



3.2 Access, correct, supplement, and delete your personal

information

You can check your basic information, App information, etc. in [My] - [Personal Information

Collection List].

3.3 Copy and transfer your personal information

If you need to copy the personal information we collect and store, you can contact us

through the contact details listed in 8.1.

If you need to transfer the personal information we collect and store, we will provide you with

a transfer path in accordance with legal requirements.

4 How We Protect Personal Information
We take the security of your personal information very seriously and will strive to take

reasonable security measures to protect your personal information, ensure that our personal

information processing activities comply with the requirements of laws, administrative

regulations or other systems applicable by law, and prevent unauthorized access and

personal information leakage, tampering and loss.

4.1 Safety technical measures

We will use encryption, de-identification technology, anonymization and related reasonably

feasible means to protect your personal information, and use security protection

mechanisms to prevent malicious attacks on your personal information.

4.2 Management system

We will establish a special security department, security management system, and data

security process to ensure the security of your personal information. We adopt strict data

use and access systems to ensure that only authorized personnel can access your personal

information. We will regularly conduct security education and training for personnel, and

conduct security audits of data and technology in a timely manner.

We will formulate and organize the implementation of emergency plans for personal

information security incidents, and immediately activate emergency plans when personal

information security incidents occur, and strive to control the impact of these security



incidents and prevent the expansion of adverse consequences. Once a personal information

security incident (leakage, tampering, loss) occurs or may occur, We will promptly inform you

of the following situations in accordance with the requirements of laws and regulations:

types, causes and possible hazards of personal information that occur or may occur

leakage, tampering, or loss, remedial measures we have taken, measures you can take to

mitigate the harm, and ways to contact us.

We will promptly inform you of the relevant information of the event in the form of push

notifications, emails, letters, text messages and related forms. When it is difficult to inform

one by one, We will take a reasonable and effective way to issue announcements.

We will also report the handling of personal information security incidents in accordance with

the requirements of relevant regulatory authorities.

5 How We Protect Minors

5.1 General Terms for Minors

A) If you are a minor under the age of 13, you should read and agree to this Privacy Policy

under the supervision and guidance of your parents or other guardians before using Funny

Photo Editor and related services.

B) If you are the guardian of a minor under the age of 13, you should read and agree to this

Privacy Policy for your ward before using Funny Photo Editor and related services.

C) We protect the personal information of minors in accordance with the provisions of

relevant national laws and regulations, and will only collect, use, share or disclose the

personal information of minors when permitted by law, with the affirmative consent of parents

or other guardians or as necessary to protect minors. If We find that personal information of

minors has been collected without the prior consent of verifiable parents or other guardians,

we will try to delete the relevant information as soon as possible. At the same time, We have

established strict rules for the collection and use of information of minors to protect the

security of personal information of children (under 13 years old).

D) If you are the guardian of a minor, if you have any questions about the personal

information of the minor under your guardianship, please contact us through the contact

information disclosed in Section 7 of this Privacy Policy.



6 Review and revision of Privacy Policy

6.1 Access

A. You can view this Privacy Policy on the registration login page, or after logging in to your

account, on the [My] - [Settings] - [About Funny Photo Editor] - [Privacy Policy] page.

B. Please understand that in order to meet operational needs, We may develop different

versions according to factors such as the mobile phone model you are using, system

version, mobile client side, etc. Therefore, when you use a specific version, the functions of

Funny Photo Editor may be different from those described in this Privacy Policy, but it will not

affect the purpose, method and scope of data processing. The specific available functions

are subject to your actual use.

6.2 Updates and notifications

A. In order to provide you with better services, Funny Photo Editor products and services will

be updated and changed from time to time. We will revise this Privacy Policy in due course.

We will not reduce your rights under the currently effective Privacy Policy without your

affirmative consent.

B. After this Privacy Policy is updated, We will send an updated version to the Funny Photo

Editor and remind you of the updated content through an in-app letter or other appropriate

means, so that you can keep abreast of the latest version of this Privacy Policy.

C. We may also help you better manage your personal information through feature updates.

Please pay attention to the relevant feature descriptions.

7 Contact us

7.1 Complaints and reports

If you think your personal information rights may be infringed, or find clues that infringe your

personal information rights, you can enter the user feedback interface in [My] - [Settings] -

[Feedback and Help] to contact us.

We will report your complaint and report within 15 working days after verification.



7.2 Other issues

If you have any questions or suggestions about the protection of personal information, you

can contact us in the following ways:

A) Send an email to 2583657917@qq.com

B) Mail to 2F, Building 11, Internet Industrial Park, No. 106, West Section of Jinkai Avenue,

Yubei District, Chongqing

We will review your questions or suggestions as soon as possible and respond within 15

working days after verifying your user identity.

Appendix 1: List of Third-Party Information Sharing

1. In order to ensure the implementation of the relevant functions of the runaway P diagram

and the safe and stable operation of the application, we may access the software

development kit (SDK) provided by the partner to achieve the relevant purpose.

2. We will conduct strict security monitoring of the codes of partners who obtain information

to protect data security.

We list the relevant partners in the catalog, and refer to the partner's Privacy Policy or

service agreement for specific processing.

3. Please note that the partner's code may change the data processing type due to its

version upgrade, policy adjustment, etc. Please refer to its official instructions.

Youmeng umengSDK statistics

Involving personal information: device identifier (Android such as IMEI, Android ID, Serial,

IMSI, OPENUDID, GUID, iOS such as IDFV, IDFA, Geolocation), MAC address, application

list

Purpose of use: statistical analysis

Usage scenario: when users use the app

Partners: Beijing Ruixun Lingtong Technology Co., Ltd., Youmeng Tongxin (Beijing)

Technology Co., Ltd., Zhejiang Alibaba Cloud Computing Co., Ltd., Beijing Diyuanxin

Internet Data Technology Co., Ltd. Collection method: SDK collection

Partner official website: https://developer.umeng.com/docs/147377/detail/210024

Privacy Policy: https://developer.umeng.com/docs/147377/detail/209997



Youmeng umengSDK

Push involves personal information: device identifier (Android such as IMEI, Android ID,

Serial, IMSI, OPENUDID, GUID, iOS such as IDFV, IDFA, Geolocation), MAC address,

WLAN access point

Purpose of use: push information

Usage scenario: Use when pushing messages

Partners: Beijing Ruixun Lingtong Technology Co., Ltd., Youmeng Tongxin (Beijing)

Technology Co., Ltd., Zhejiang Alibaba Cloud Computing Co., Ltd., Beijing Diyuanxin

Internet Data Technology Co., Ltd. Collection method: SDK collection

Partner official website: https://developer.umeng.com/docs/147377/detail/210024

Privacy Policy: https://developer.umeng.com/docs/147377/detail/209997

Pangle Android SDK

Personal Information: Location, App activity, App info and performance, Device or other

identifiers

Purpose of use: Display advertising

Usage scenario: Ad acquisition and display at some point

Partner official website: https://www.pangleglobal.com/zh

Privacy Policy: https://www.pangleglobal.com/zh/integration/app-privacy-details-gp

Mobile Ads SDK

Personal Information: Location, App activity, App info and performance, Device or other

identifiers

Purpose of use: Display advertising

Usage scenario: Ad acquisition and display at some point

Partner official website: https://developers.google.com/admob?hl=zh-cn

Privacy Policy: https://policies.google.com/privacy?hl=zh-cn

Mobile intelligent end point supplementary device identification system unified call SDK

Involving personal information: device manufacturer, device model, device brand, device

network operator name, app package name and signature information, or APPID in the

corresponding app store

Purpose of use: determine the end point brand, call interface, whether it is a virtual machine

environment, and determine whether it is the same developer when generating VAID



Usage scenario: When users use the app

Privacy Policy: http://www.msa-alliance.cn/col.jsp?id=122

WeChat SDK

Involving personal information: device identifier (e.g. IMEI, Android ID, Serial), MAC address,

WLAN access point

Purpose of use: Support WeChat login and sharing

Usage scenario: Use when users log in or share using WeChat

Partner: Shenzhen Tencent Computer Systems Co., Ltd. Collection method: SDK collection

Partner official website: https://open.weixin.qq.com/

Privacy Policy:

https://weixin.qq.com/cgi-bin/readtemplate?lang=zh_CN&t=weixin_agreement&s=privacy

QQ SDK

Involving personal information: device identifier (Android such as IMEI, Android ID, IMSI, iOS

such as IDFV), MAC address, Internet Protocol Address, location information (such as GPS)

Purpose of use: QQ login and sharing function

Usage scenario: used when users log in and share using QQ

Partner: Shenzhen Tencent Computer Systems Co., Ltd. Collection method: SDK collection

Partner official website: https://open.tencent.com/

Partner Privacy Policy: https://wiki.connect.qq.com/qq SDK Privacy Statement

WeChat Pay SDK

Involving personal information: device identifier (e.g. IMEI, Android ID, Serial), MAC address,

WLAN access point

Purpose of use: Support WeChat Pay

Usage scenario: When users use WeChat Pay

Partner: Shenzhen Tencent Computer Systems Co., Ltd. Collection method: SDK collection

Partner official website: https://open.weixin.qq.com/

Privacy Policy:

https://weixin.qq.com/cgi-bin/readtemplate?lang=zh_CN&t=weixin_agreement&s=privacy



Xiaomi PUSH

Involving personal information: device identifiers (e.g. IMEI, Android ID, MEID, Serial, OAID),

WLAN access points

Purpose of use: push message

Usage scenario: Use when pushing messages at the end point of Xiaomi mobile phone

Partner main body: Beijing Xiaomi Mobile Software Co., Ltd. Collection method: SDK

collection

Partner official website: https://dev.mi.com/console/appservice/push.html

Privacy Policy: https://dev.mi.com/console/doc/detail?pId=1822

VIVO PUSH

Involving personal information: Device information

Purpose of use: push message

Usage scenario: Use when pushing messages at the end point of VIVO mobile phone

Partner body: Guangdong Tianchen Network Technology Co., Ltd. and companies that will

be assigned to operate vivo open API in the future. Collection method: SDK collection

Partner official website: https://dev.vivo.com.cn/documentCenter/doc/366

OPPO PUSH

Involving personal information: device identifier (e.g. IMEI number, SIM card serial number,

IMSI, Android ID, GAID), application information (e.g. application package name, version

number, and operating status), network information (e.g. IP or domain name connection

results, current network type)

Purpose of use: push message

Usage scenario: Use when pushing messages at the end point of OPPO mobile phone

Partner main body: Guangdong Huantai Technology Co., Ltd. Collection method: SDK

collection

Partner official website: https://open.oppomobile.com/wiki/doc#id=10194

Privacy Policy: https://open.oppomobile.com/wiki/doc#id=10288

HUAWEI PUSH

Involving personal information: Application Anonymous Identification (AAID), Application

Token, Application List



Purpose of use: push message

Use scenario: Use when pushing messages at the end point of Huawei mobile phone

Partner main body: Huawei Software Technology Co., Ltd. Collection method: SDK collection

Partner official website: https://developer.huawei.com/consumer/cn/doc/app/20213

Privacy Policy:

https://developer.huawei.com/consumer/cn/doc/development/HMSCore-Guides/privacy-state

ment-0000001050042021

Appendix 2: Funny Photo Editor permission application and

usage description

1. In order to ensure the safe and stable operation of Funny Photo Editor, We may apply for

or use the relevant permissions of the operating system;

2. In order to protect your right to know, We will display the relevant operating system

permissions that the product may apply for and use through the following list, and you can

manage the relevant permissions according to actual needs;

3. According to the upgrade of the product, the type and purpose of application and use

rights may change. We will adjust the list according to these changes in time to ensure that

you are informed of the application and use of rights in a timely manner;

4. Please be aware that for the functional and security needs of our business and products,

We may also use third-party SDKs, and these third parties may also apply for or use relevant

operating system permissions;

5 This instruction applies to Funny Photo Editor and Funny Photo EditorPro, and the specific

scope of application will be explained in the following list.

Android operating system application permission list

1. Read the contents of the SD card (read storage/photo permissions)

android.permission. READ_EXTERNAL_STORAG

Permission function description: Provide the function of reading data in the storage space of

the mobile phone



Use scenario and purpose: Allows the App to read stored pictures, files and other content.

The main function of the APP is required, and it is mainly used to help you edit and make

pictures, videos, etc. in your mobile phone.

2. Write/delete the contents of the SD card (write/delete/storage/photo

permissions) android.permission. WRITE_EXTERNAL_STORAGE

Permission function description: Provide the function of writing to external storage

Use scenario and purpose: Allow the app to write/save/cache/modify/delete the pictures and

videos you make or your local pictures and videos, etc

3. Read the phone status and identity (phone permissions, device

permissions) android.permission. READ_PHONE_STATE

Permission function description: It provides information such as reading the identity of the

mobile phone device. Please rest assured that this permission cannot monitor or obtain any

of your call content and information.

Usage scenarios and purposes: read the device call status and identification code, identify

the device ID, and ensure the operator's network free streaming service, which is used to

complete main functions such as pictures, information display, account login, and security

assurance

4. Access approximate location information android.permission.

ACCESS_COARSE_LOCATION

Permissions Function Description: Obtain approximate geographic location information

through network location information (such as base stations and WLANs)

Usage scenarios and purposes: It is used to complete security services and location-based

services (LBS), and to count user coverage based on location.

5. Access precise geolocation information android.permission.

ACCESS_FINE_LOCATION

Permissions Function Description: Acquire precise geolocation information through Global

Positioning System (GPS) or network location information (such as base stations and

WLANs)

Usage scenarios and purposes: It is used to complete security services and location-based

services (LBS), and to count user coverage based on location.



6. Get the list of your installed apps android.permission.

QUERY_ALL_PACKAGES, android.permission.

REQUEST_INSTALL_PACKAGES

Usage scenarios and purposes: It is used for advertising business to determine whether the

corresponding application is installed on the user's app, to avoid serving wrong

advertisements, and to improve your user experience.


