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At AJCGames, your privacy matters. This Privacy Policy explains how we collect, use, and 
safeguard your personal information when you play SavageBabysVR 2. 
 
 
--- 
 
1. WHAT INFORMATION DO WE COLLECT? 
 
When you play SavageBabysVR 2, we may collect: 
 
Your in-game username 
 
Your IP address 
 
Device type and operating system 
 
Dates and times of gameplay sessions 
 
 
 
--- 
 
2. HOW DO WE USE YOUR INFORMATION? 
 
We use your data to: 
 
Maintain a secure and fair game environment (e.g., moderation, anti-cheat) 
 
Support multiplayer systems and core gameplay features 
 
Optimize performance and player experience 
 
 
Your data is securely stored and never publicly shared. 
 
 
--- 
 
3. WHEN AND WITH WHOM DO WE SHARE YOUR INFORMATION? 
 
Your data may be shared in these situations: 
 
Business Transfers: During a merger, acquisition, or asset sale 
 



Third-Party Services: We may share relevant information with services essential to game 
operation, including: 
 
Microsoft Azure 
 
PlayFab 
 
Photon Unity Networking 
 
 
 
These platforms assist with networking, accounts, analytics, and backend services. 
 
 
--- 
 
4. HOW LONG DO WE KEEP YOUR DATA? 
 
We retain your information only for as long as needed to: 
 
Fulfill the uses described above 
 
Meet legal, security, and regulatory obligations 
 
 
Once no longer necessary, data is deleted or anonymized. 
 
 
--- 
 
5. WHAT LEGAL BASES DO WE USE TO PROCESS DATA? 
 
We process your information based on: 
 
Your consent 
 
Legal requirements 
 
Contractual necessity (e.g., providing access to the game) 
 
Legitimate interests (e.g., improving gameplay and ensuring fair use) 
 
 
 
--- 
 
6. YOUR PRIVACY RIGHTS 
 



You have the right to: 
 
Access the personal data we hold about you 
 
Request correction or deletion 
 
Object to certain uses of your data 
 
Request data restriction or portability 
 
Avoid automated decisions without notice 
 
 
To exercise your rights, contact us via the email below. 
 
 
--- 
 
7. CHANGES TO THIS POLICY 
 
This Privacy Policy may be updated as laws or game systems change. When updates occur, 
we’ll notify you through the game or official communication channels. 
 
 
--- 
 
8. CONTACT US 
 
If you have questions or concerns about your privacy or this policy, reach out at: 
Email: aaronjc1510@icloud.com 

Privacy Policy 

At Big Scary, we prioritize transparency and trust regarding your data. This policy 

explains our limited data collection and usage practices. 

Data Collection 

We only collect Meta usernames of all players for verification purposes during 

gameplay, including those banned to manage bans and potential unbanning. Aside 

from usernames, no other personal data is stored. 



Data Usage 

Our primary reason for collecting usernames is to verify player identities and enforce 

bans, promoting a fair environment. All usernames are securely stored. Additionally, 

we use third-party services, each with its own privacy policies. For more information, 

see the Photon Privacy Policy. 

In cases of detected fraudulent game activity, we may collect related data for 

investigation. 

Policy Updates 

We will update this policy to reflect any new services or policy changes. 

Data Deletion 

To request data deletion or removal of your username from our servers, please 

contact us at axelmatic@usa.com. We are dedicated to providing prompt assistance 

with any data-related concerns 

 


