Privacy Policy
This version was last updated on 2025/10/10.

This Privacy Policy is where we describe how we handle your data, which is data that is directly linked or
can be linked to you. It applies to the data that ArakAds, processes as the “Data Controller” when you
interact with Roar Carnival Slots and services (collectively, “Services”).

Contact us
If you have any feedback, we’d like to hear from you. You can contact us by email to
arakadds@gmail.com.

Collection of personal data
We collect several different types of personal data from you depending on how you interact with the
Services.
We may process the following types of personal data about you, which we have grouped together as
follows:

contact Data. This may include your email address.

technical Data. This may include the type of device you use, device identifier(GAID, IDFA, IDFV),

and device data (operating system, version, screen resolution, language, etc.).

usage Data. This may include data about the Services features you use, your game preferences,
the types of games you play, how long you use the Services, and how you use the Services.

How we use that data
We use the personal data we obtain about you for the following purposes:

provide and personalize the Services to users.

communicate with you.

analyze and learn about how the Services are accessed and used, evaluate and improve the
Services.

ensure the security and integrity of the Services.

protect our and others’ interests, rights and property.
comply with law.

How we share that data
We share personal data in the following ways:

with our service providers that perform services on our behalf, such as to help us provide user
support.

if we determine that such disclosure is reasonably necessary to comply with the law, protect our
or others’ rights, property or interests or prevent fraud or abuse of us or our users.

Data security

We use commercially reasonable physical, managerial, and technical safeguards to preserve the integrity
and security of your personal data. We cannot, however, ensure or warrant the security of any data you
disclose on, through or within the Services and you do so entirely at your own risk. Please note that we
cannot guarantee that such data may not be accessed, disclosed, altered, or destroyed by breach of any
of our physical, technical, or managerial safeguards.



If we learn of a security systems breach, we may attempt to notify you electronically so that you can take
appropriate protective steps.

Data storage and retention

We retain your data as necessary to comply with our legal obligations, resolve disputes, enforce our
agreements, and provide the Services. We will retain your personal data for so long as needed to
continue to provide the Services. We may retain your data after you have terminated using our Service if
retention is reasonably necessary to comply with any other legal or regulatory requirements, to prevent
fraud and abuse, or to enforce our Terms of Use. We may also retain your data, for a limited period, if
requested by a government agency or law enforcement.

Your choices

Depending on your location, you may have certain rights regarding your personal data, including the right
to access, correct, or delete your data.

If you wish to exercise these rights or have any questions about your data, please contact us.

Links to third parties
When we provide links to third-party SDKs or services provided by third parties, this Privacy Policy does
not cover how those third parties process personal data.
We recommend that you carefully read the privacy policies of such third parties. In detail, the Services
may access to the following third-party Links:

Appsflyer: https://www.appsflyer.com/legal/privacy-policy/

Applovin Max: https://www.applovin.com/privacy/

Google AdMob & Firebase: https://policies.google.com/privacy

Pangle: https://www.pangleglobal.com/zh/privacy/partner-en

Facebook: https://www.facebook.com/privacy/policy/?entry_point=comet_dropdown

Mintegral: https://www.mintegral.com/en/privacy
Topon : https://www.toponad.com/en/privacy-policy

Minors

The Services are not intended to be used by children, and we do not knowingly collect any personal data
about children. If you are the parent or guardian of a child who has provided us with their personal data,
you may contact us using the contact details set out below to request that it be deleted.

Updates

We may update this Privacy Policy from time to time, including to reflect changes in our practices or for
other operational, legal or regulatory reasons. We will post the revised Privacy Policy on this website and
take any other steps required by applicable law.



