
Privacy Policy 
 

Effective Date: [2024/11/1] 

 

This Privacy Policy applies to [Sargani Production](“we” or “us”). We respect 

your privacy rights and value your trust. This Privacy Policy describes how we 

collect, receive, use, store, share, and process your personal data, as well as 

your rights in determining what we do with the information that we collect or 

hold about you through our service on [Sunshine Shore](“App” or “Service”).  

 

By using our Service or our App, you accept all rules applied by the App, so 

please read this Privacy Policy carefully beforehand. If you don’t agree to this 

Policy or can’t comply with it, you shouldn’t begin to use our Service on the 

App. 

 

●​ Personal data that we collect 
We collect: 

✔​ the type, version, brand, language and operating system of device; 

✔​ email address;  

✔​ the type and operator of network (such as Mac address). 

✔​ device identifiers (such as IDFA, IDFV for Android, GAID for IOS);  

✔​ behavioral usage of the App; 

 

●​ Purposes for we process your personal data 

✔​ To provide you with our Services. 

✔​ For analytical purposes. To keep statistics on the use of the App, helping 

us to improve the App, and to ensure network and information security. 



✔​ To establish, exercise, or defend legal claims. 

✔​ To respond to your queries, petitions, and complaints. 

 

●​ Who we disclose your data to 
We do not sell or rent personal information to third parties and we do not 

share personal information with third parties that are not owned by us or 

under our control or direction except as described in this Privacy Policy. 

 

We share your personal data to the following categories of recipients: 

✔​ Service providers that help us with our business activities. They only are 

authorized to process that information as necessary and as directed by 

us. 

✔​ We may also be required to disclose personal information in response to 

lawful requests by government authorities, including requests from 

national security agencies or law enforcement. Safety, fraud prevention, 

government requests and protection of our rights are all reasons where 

we may share personal information where we believe in good faith it is 

necessary. 

 

●​ Data Security 
You're in safe hands. We protect your information in various technical, 

organizational, and contractual ways: 

✔​ we use technical security measures (for example, end-to-end encryption 

or multi-factor authentication); 

✔​ we take steps to make sure that only people who need to use your data 

have access to it, and that our people handling your data understand how 

to use it responsibly and keep it safe; 

✔​ we require our service providers to contractually promise to take steps to 



protect the personal information we give them (including limiting the 

information we share and requiring confidentiality commitments).  

 

●​ Data Retention 
We usually don't keep your information for any longer than we need to, but we 

might keep it for longer if we need to fix an issue or keep records. 

 

We will usually keep personal information for as long it is needed for the 

original reasons we collected it. We may keep your personal information for 

longer: 

✔​ if you complain (so we keep our complaint records for long enough); 

✔​ if we know about pending or current legal proceedings, or reasonably 

believe there is a chance of legal proceedings; 

✔​ in some circumstances, if applicable law says we are required to. 

 

We may combine and anonymize individuals' information, and we may keep 

anonymized information indefinitely. 

 

●​ Your rights 
We make sure that our users and other data subjects can exercise their rights 

concerning their data. Under applicable laws, you have the following rights: 

✔​ Right to express and withdraw your consent. 

✔​ Right to access your personal data. 

✔​ Right to rectify and complete the personal data you provide. 

✔​ Right to have us erase your personal data. 

 

●​ Personal Data of children 
We don’t process personal data of children. The Service and App are directed 



to people those who are over 13 years old. When you start using the App or 

Service, you declare that you are over 13 years old. We ask minors not to 

share any information with us, especially personal data. 

 

●​ Links to other websites 
We may link to other websites (including apps). These websites will have their 

own privacy notice or policy, which you should look out for. We are not 

responsible for these websites, any content on them, or their policies and 

notices. A link does not mean we endorse the views of the linked website. We 

have no control over the availability of any of these websites. 

✔​ Pangle: https://www.pangleglobal.com/zh/privacy/partner-en 

✔​ Facebook: 

https://www.facebook.com/privacy/policy/?entry_point=comet_dropdown 

✔​ Mintegral: https://www.mintegral.com/cn/privacy 

✔​ Appsflyer: https://www.appsflyer.com/legal/privacy-policy/ 

✔​ Applovin & Max: https://www.applovin.com/privacy/ 

✔​ Google AdMob & Firebase: https://policies.google.com/privacy 

 

●​ Changes 
From time to time, we may change the terms of this Policy. Changes will take 

effect once they are posted online. If you do not agree with any of the 

amended terms, you must avoid any further use of the App. 

 

●​ Inquiries of concerns 
You may contact us and make the requests permitted pursuant to applicable 

law by sending an email to [arfanhaidar205@gmail.com]. 

 


