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This Privacy Policy provides information about the nature, purpose, use and sharing of any 
personal information collected by we through Mania Screw ("App"). This Privacy Policy 
explains how we handle your information when you provide it to us or when you download 
and use this App. We do not require you to register or provide personal information to use 
the App. 
 
Information We Collect 
We collect information about you that you provide to us when contacting us, such as email 
address. 
By downloading or using the App, we may also automatically collect certain usage 
information, such as device identifiers (such as IDFA, IDFV, GAID), device information (such 
as type, brand, operating system and language of your device), Mac address, usage log. 
 
How We Use Your Information 
We will only use your information for the following purposes and uses： 
To provide you with the App and Services. 
To detect, investigate and prevent fraud and maintain the security of the App. 
To conduct research and statistical analysis to improve and develop the App. 
To provide you with marketing information about the App and Services and related 
third-party products and services. 
 
Sharing Your Information 
We may in some situations also share your information with third parties such as business 
partners, suppliers, consultants, agencies, governmental bodies, courts, and IT hosting. We 
only share your information where it is relevant and necessary for us to perform the activities 
described in this Privacy Policy. 
Needless to say, we and our third-party partners strictly abide by Google's Privacy Policy. 
 
Security of Your Information 
We use administrative, organizational, technical, and physical safeguards to protect your 
information we collect and process. Measures include, for example, where appropriate, 
encryption, firewalls, and access right systems. Our security controls are designed to 
maintain an appropriate level of information confidentiality, integrity, availability, resilience, 
and ability to restore the information. We regularly test our systems and other assets for 
security vulnerabilities. 
Despite the security measures in place, if a security breach occurs that may negatively 
impact your privacy, we will notify you and other affected parties and notify the relevant 
authorities as required by applicable information protection laws as soon as possible.  
 
Third-Party Services 
The App may link to external websites or applications of third parties that we do not control 
(collectively, "Third-Party Services"). This Privacy Policy only covers how we handle 
personal information and non-personal information collected on the App. By accessing or 
using any Third-Party Services, you consent to the privacy policies of those third parties. 
Please understand that these third parties may have different policies regarding the 



collection, use, and disclosure of your personal information. Therefore, we encourage you to 
review the privacy policies of all Third-Party Services. Without limiting any of the following 
sections, we are not responsible for the actions, omissions, or policies of any Third-Party 
Services. 
Facebook: https://www.facebook.com/privacy/policy/?entry_point=comet_dropdown 
Appsflyer: https://www.appsflyer.com/legal/privacy-policy/ 
Google AdMob & Firebase: https://policies.google.com/privacy 
Pangle: https://www.pangleglobal.com/zh/privacy/partner-en 
Mintegral: https://www.mintegral.com/cn/privacy 
Applovin Max: https://www.applovin.com/privacy/ 
 
Retention Period 
We retain your information we collect from you where we have an ongoing legitimate 
business need to do so (for example, to provide you with a service you have requested or to 
comply with applicable legal, tax or accounting requirements). 
When we have no ongoing legitimate business need to process your information, we will 
either delete or anonymise it or, if this is not possible (for example, because your personal 
information has been stored in backup archives), then we will securely store your information 
and isolate it from any further processing until deletion is possible. 
 
Minors' Privacy 
We are committed to protecting the safety and privacy of young people using the Internet. 
We do not knowingly collect your information from children under age 13. We believe that 
children should get their parents' or guardians' consent before giving out any your 
information. If you become aware that we have collected information from a child without 
parental consent, please notify us promptly. If we become aware that a child under age 13 
has provided us with information without parental consent, we will take steps to remove such 
information. 
 
Information Rights 
You have rights to restrict us to collect and use your personal information, including but not 
limited： 
Confirm whether we process your information; 
Access and delete certain information; 
information portability; and 
Withdraw your consent at any time. The withdrawal of consent shall not affect the lawfulness 
of processing based on consent before its withdrawal; 
To exercise any of your rights, please contact us.  
 
Changes 
We reserve the right to change this Policy as business needs require. If we decide to change 
this Policy, we will post the revised version here and they will take effect immediately when 
we post it. 
 
How to Contact Us 
If you have a question related to this Policy, please contact us through: 
dynamicquotesapp@gmail.com. 
 


