
Privacy Policy for Linkedapply 

Effective Date: 26-Jan-2025 

1. Introduction 

Linkedapply (“the Extension”) is designed to collect email addresses from LinkedIn posts based 
on keywords you set (or all emails if no keywords are provided). This Privacy Policy explains 
how we handle the data we collect. 

2. What Data We Collect 

●​ Email Addresses: The Extension scans LinkedIn posts in your browser, looking for 
relevant keywords and extracting email addresses found in these posts. 

●​ User Input: Keywords or phrases you specify in the settings, and any custom 
subject/body for sending emails (if applicable). 

3. How We Use the Data 

●​ Storage: All extracted email addresses are stored locally in your Chrome browser using 
chrome.storage.local. This data does not leave your browser or get transmitted to 
any external server. 

●​ Email Drafting: If you use the “Send Email” feature, the Extension opens a mailto: 
link to your default mail client with a pre-filled subject/body. No data is sent to us or any 
third-party server during this process. 

4. How We Share Your Data 

●​ We Do Not Share: The Extension does not share or sell your data. Email addresses 
remain on your local machine. 

●​ No Third Parties: We do not send any data to third-party services or external APIs. 

5. Data Retention 

●​ Local Storage: Email addresses remain in your Chrome local storage until you choose 
to clear them or uninstall the Extension. You can manually remove them at any time by 
accessing the Extension’s storage or uninstalling the Extension. 

6. User Control 

●​ Keywords: You control which keywords to monitor in the Extension’s settings (or you 
can choose none, which collects all emails). 

●​ Data Deletion: You can clear stored emails by resetting the Extension’s data or 
removing the Extension, which deletes all associated local storage. 



7. Security Measures 

●​ Local-Only: Because data stays in your local storage, it is protected by Chrome’s 
security model. 

●​ No External Transmission: We do not send or receive user data to external servers, 
reducing potential data exposure. 

8. Compliance with LinkedIn Terms 

You are responsible for ensuring your usage complies with LinkedIn’s Terms of Service and any 
other applicable policies. The Extension is not affiliated with, endorsed, or sponsored by 
LinkedIn or Microsoft Corporation. 

9. Changes to This Policy 

We may update this Privacy Policy from time to time. Any changes will be posted here with the 
new effective date. Continuing to use the Extension after changes indicates your acceptance of 
the updated policy. 

10. Contact Us 

If you have any questions or concerns about this Privacy Policy, please contact us at 
dubaicvae@gmail.com 
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