
Privacy Policy 
 
 
yassine bouhlil("we") collects your data in accordance with this Privacy Policy. Please read this 
policy to understand what data we collect and how we use it. 
By downloading Ghost Castle Merge(“App”), you expressly consent to the collection, storage, 
use, and disclosure of your personal data as described in this Privacy Policy. If you have any 
objections to this Privacy Policy, please do not use the App. 
 
If you have any questions about your personal data or this policy, please contact us by email at 
mohtarif.99.9@gmail.com. 
 
Section 1.What personal data do we collect about you? 
We collect your personal data in order to achieve the purposes and uses described in this 
policy. This data is actively provided to us when you use our application, or actively collected by 
us when providing services to you, or shared with us by third-party partners. Details as follows:  
①　email address; 
②　the type, version, brand, operating system, solution and language of handset device;  
③　the type and operator of network (3G, 4G, WIFI);  
④　device identifiers(such as IDFA, IDFV, GAID);  
⑤　the time you use the App;  
⑥　behavioral usage of the App;  
 
Section 2.Children 
The App is not directed to, and does not knowingly collect personally identifiable information 
from children under the age of thirteen (13). If it is determined that such information has been 
inadvertently collected, we shall immediately take the necessary steps to ensure that such 
information is deleted from our system’s database. 
 
Section 3.How we use your personal data? 
We use the personal info we collect (both individually and in combination with other personal 
info collected under this Policy) to help us operate our business, provide and improve our 
products and services, communicate with you, and advertise effectively. Some of the most 
common examples of how we use personal info include: 
①　Market the App (including any new features, as well as any existing, new or related 
products) to potential and existing users.  
②　Perform internal operations necessary to develop, provide, maintain, and improve the App, 
including providing customer and technical support, troubleshooting, conducting data analysis, 
testing, and research. 
③　Understand how you interact with the App and personalize the content (including 
advertising). 
④　Maintain the safety, security, and integrity of the App, for example fraud detection. 
⑤　Comply with legal requirements and/or to investigate or address claims or disputes relating 
to your use of the App. 



 
Section 4.With whom is your personal data disclosed? 
WE NEVER SELL OR RENT YOUR DATA TO THIRD PARTIES. 
We may disclose your data to our professional advisers and business partners when reasonably 
necessary in order to manage risks, obtain professional advice, or to establish and defend our 
legal claims, whether in court or in an out-of-court procedure. 
 
Section 5.How we secure your personal data? 
We maintain administrative, organizational procedures, technical and physical safeguards, 
consistent with legal requirements where the personal data was obtained, designed to ensure 
the security and confidentiality against unlawful or unauthorized destruction, loss, alteration, use 
or disclosure of, or access to, the personal data we collect and process. 
 
Section 6.How long do we retain your personal data? 
We will retain your personal data for no longer than is necessary for the purposes stated in this 
Policy, unless otherwise extending the retention period is required or permitted by law. The 
standards we uses to determine the retention period are as follows: the time required to retain 
personal data to fulfill business purposes, including providing products and services; controlling 
and improving the performance and quality of the App; ensuring the security of systems, 
products, and services; handling possible user queries or complaints and locating problems; etc.  
 
Section 7.Third party services 
The App accesses services or advertisements provided by these third parties, and these third 
parties may collect your personal data. In this case, this Privacy Policy will not apply. The 
handling of your personal data by these third parties is subject to their privacy policies. 
Therefore, we recommend that you review the privacy policies of these third parties with the 
same caution. 
①　Google AdMob & Firebase: https://policies.google.com/privacy 
②　Appsflyer: https://www.appsflyer.com/legal/privacy-policy/ 
③　Applovin Max: https://www.applovin.com/privacy/ 
④　Pangle: https://www.pangleglobal.com/zh/privacy/partner-en 
⑤　Facebook: https://www.facebook.com/privacy/policy/?entry_point=comet_dropdown 
⑥　Mintegral: https://www.mintegral.com/en/privacy 
⑦　TopOn: https://www.toponad.com/en/privacy-policy 
 
Section 8.What privacy rights do you have? 
You have the right to access or correct the personal data we hold about you. You may also: 
①　request deletion or erasure of your personal data; and/or 
②　object to profiling of your personal data. 
Depending on where you live or where we operate, you may have additional rights. If you wish 
to exercise any of your rights, or if you believe that any personal data we have collected and 
held is inaccurate, or would like to request information about our policies and practices and the 
kinds of personal data we hold, please contact us. 
 



 


