
This document covers the configuration of the application in Azure that is required for use to set up the 
Azure-Finalsite data integration. 

In Azure, navigate to Azure Active Directory 

 



Add a new app in Azure Active Directory 
Select “App Registrations”

 
 
 
You can name the application whatever you would like, but best to name it something “Finalsite” identifiable. 
Select “Accounts in this organization only” option, and leave the redirect URI option blank

 



Add a secret for the app 
Click the “Certificates & secrets” option in the left side-bar, and add a secret (the name does not matter).  We will 
need you to provide us with the Application (client) ID and the Directory (tenant) ID and the Secret Value.  You will 
need to assign an expiration date for the secret, and we recommend one year.  We will track that expiration and 
reach out to you 1 month in advance of its expiration to request a new secret from you. 

 

Grant appropriate permissions to the app 
We will need you to grant the application the Microsoft Graph Directory.Read.All 
Click “Add Permission”, Select Microsoft Graph > then Microsoft Graph Directory.Read.All 
It will be “Application Permissions”. 

 
Then grant admin access for that Permission.   This needs to be done by an Azure administrator. 
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