
Privacy Policy 
Sizesavers Spoof built the Security Defender app as a Free app. This SERVICE is 
provided by Sizesavers Spoof at no cost and is intended for use as is. 
This page is used to inform visitors regarding our policies with the collection, use, 
and disclosure of Personal Information if anyone decided to use our Service. 
If you choose to use our Service, then you agree to the collection and use of 
information in relation to this policy. The Personal Information that we collect is used 
for providing and improving the Service. We will not use or share your information 
with anyone except as described in this Privacy Policy. 
The terms used in this Privacy Policy have the same meanings as in our Terms and 
Conditions, which is accessible at Security Defender unless otherwise defined in this 
Privacy Policy. 
Information Collection and Use 
For a better experience, while using our Service, we may require you to provide us 
with certain personally identifiable information, including but not limited to none. The 
information that we request will be retained by us and used as described in this 
privacy policy. 
The app does use third party services that may collect information used to identify 
you. 
Link to privacy policy of third party service providers used by the app 

●​ Google Play Services 
●​ Google Analytics for Firebase 
●​ Facebook 

Log Data 
We want to inform you that whenever you use our Service, in a case of an error in 
the app we collect data and information (through third party products) on your phone 
called Log Data. This Log Data may include information such as your device Internet 
Protocol (“IP”) address, device name, operating system version, the configuration of 
the app when utilizing our Service, the time and date of your use of the Service, and 
other statistics. 
Cookies 
Cookies are files with a small amount of data that are commonly used as anonymous 
unique identifiers. These are sent to your browser from the websites that you visit 
and are stored on your device's internal memory. 
This Service does not use these “cookies” explicitly. However, the app may use third 
party code and libraries that use “cookies” to collect information and improve their 
services. You have the option to either accept or refuse these cookies and know 
when a cookie is being sent to your device. If you choose to refuse our cookies, you 
may not be able to use some portions of this Service. 
Service Providers 
We may employ third-party companies and individuals due to the following reasons: 

●​ To facilitate our Service; 

https://www.google.com/policies/privacy/
https://firebase.google.com/policies/analytics
https://www.facebook.com/about/privacy/update/printable


●​ To provide the Service on our behalf; 
●​ To perform Service-related services; or 
●​ To assist us in analyzing how our Service is used. 

We want to inform users of this Service that these third parties have access to your 
Personal Information. The reason is to perform the tasks assigned to them on our 
behalf. However, they are obligated not to disclose or use the information for any 
other purpose. 
Security 
We value your trust in providing us your Personal Information, thus we are striving to 
use commercially acceptable means of protecting it. But remember that no method 
of transmission over the internet, or method of electronic storage is 100% secure 
and reliable, and we cannot guarantee its absolute security. 
Links to Other Sites 
This Service may contain links to other sites. If you click on a third-party link, you will 
be directed to that site. Note that these external sites are not operated by us. 
Therefore, we strongly advise you to review the Privacy Policy of these websites. We 
have no control over and assume no responsibility for the content, privacy policies, 
or practices of any third-party sites or services. 
Children’s Privacy 
These Services do not address anyone under the age of 13. We do not knowingly 
collect personally identifiable information from children under 13 years of age. In the 
case we discover that a child under 13 has provided us with personal information, we 
immediately delete this from our servers. If you are a parent or guardian and you are 
aware that your child has provided us with personal information, please contact us 
so that we will be able to do necessary actions. 
Changes to This Privacy Policy 
We may update our Privacy Policy from time to time. Thus, you are advised to 
review this page periodically for any changes. We will notify you of any changes by 
posting the new Privacy Policy on this page. 
This policy is effective as of 2021-02-25 
Contact Us 
If you have any questions or suggestions about our Privacy Policy, do not hesitate to 
contact us at: anton.teofil55@gmail.com 
 
 
 
 
 
 
 
 
 
 



Terms of Use  
 

We may disclose Personal Information: 

When operating our business​
• To our subsidiaries and affiliates. 

When third party providers support our services 

• To our third-party service providers to facilitate services they provide to us. These can 
include providers of services such as website hosting, data analysis, payment processing, 
order fulfilment, information technology and related infrastructure provision, customer 
service, email delivery, auditing, and other services. 

When required by law 

• As required to comply with applicable law and regulations and to cooperate with public and 
governmental authorities (this can include laws and authorities outside your country of 
residence), including law enforcement. We will handle any government requests for 
encryption keys in accordance with our Frequently Asked Questions on Government 
Surveillance. 

When necessary for legal reasons 

• If necessary to enforce obligations under our terms and conditions and when it is 
reasonably necessary to protect the rights, property or safety of you, our other users, 
Sizesavers Spoof or the public. 

When our organizational structure changes 

• To third parties in the event of any reorganization, merger, sale, joint venture, assignment, 
transfer or other disposition of all or any portion of our business, assets or stock (including in 
connection with any bankruptcy or similar proceedings). Such third parties may include, for 
example, an acquirer and its advisors. 

When we have received your permission 

●​ In other circumstances when we tell you and you consent to the disclosure. 
●​ Without restriction when in de-identified or aggregate form.​

Sizesavers Spoof will not disclose Customer Data outside of Sizesavers Spoof or its 
controlled subsidiaries and affiliates except (1) as you direct, (2) with permission from 
an end user, (3) as described here or in your agreement(s), or (4) as required by law.​
Sizesavers Spoof will not disclose Customer Data to law enforcement unless 
required by law. Should law enforcement contact Sizesavers Spoof with a demand 
for Customer Data, Sizesavers Spoof will attempt to redirect the law enforcement 
agency to request that data directly from you. If compelled to disclose Customer Data 
to law enforcement, then Sizesavers Spoof will promptly notify you and provide you a 



copy of the demand unless legally prohibited from doing so.​
Upon receipt of any other third-party request for Customer Data (such as requests 
from customer's end users), Sizesavers Spoof will promptly notify you unless 
prohibited by law. If Sizesavers Spoof is not required by law to disclose the Customer 
Data, Sizesavers Spoof will reject the request. If the request is valid and Sizesavers 
Spoof could be compelled to disclose the requested information, Sizesavers Spoof 
will attempt to redirect the third party to request the Customer Data from you.​
Except as customer directs, Sizesavers Spoof will not provide any third party: (1) 
direct, indirect, blanket or unfettered access to Customer Data; (2) the platform 
encryption keys used to secure Customer Data or the ability to break such 
encryption; or (3) any kind of access to Customer Data if Sizesavers Spoof is aware 
that such data is used for purposes other than those stated in the request.​
In support of the above, Sizesavers Spoof may provide your basic contact 
information to the third party.​
We will not disclose Usage data, Meta-data, Communication Data, Administrator 
Data, Payment Data or Support Data outside of Sizesavers Spoof or its controlled 
subsidiaries and affiliates except (1) as you direct, (2) with permission from an end 
user, (3) as described here or in your agreement(s), or (4) as required 

by law. We may share Administrator Data or Payment Data with third parties for purposes of 
fraud prevention or to process payment transactions. 

The Online Services may enable you to purchase, subscribe to, or use services, software, 
and content from companies other than Sizesavers Spoof ("Third Party Offerings"). If you 
choose to purchase, subscribe to, or use a Third-Party Offering, we may provide the third 
party with your Administrator Data or Payment Data. Subject to your contact preferences, 
the third party may use your Administrator Data to send you promotional communications. 
Use of that information and your use of a Third-Party Offering will be governed by the third 
party's privacy statement and policies. 

Security 
Sizesavers Spoof is committed to helping protect the security of your information. We have 
implemented and will maintain appropriate technical and organizational measures intended 
to protect your information against accidental loss, destruction, or alteration; unauthorized 
disclosure or access; or unlawful destruction. 

For more information about the security of the Online Services, please visit the Online 
Services Trust Center(s) or documentation. 

Data Location 
Except as described below, Customer Data that Sizesavers Spoof processes on your behalf 
may be transferred to, and stored and processed in, the United States or any other country 
in which Sizesavers Spoof or its affiliates or subcontractors maintain facilities. You appoint 
Sizesavers Spoof to perform any such transfer of Customer Data to any such country and to 
store and process Customer Data to provide the Online Services. 



Preview Releases 
Sizesavers Spoof may offer preview, beta or other pre-release features and services 
("Previews") for optional evaluation. Previews may employ lesser or different privacy and 
security measures than those typically present in the Online Services. We may contact you 
to obtain your feedback about the Preview or your interest in continuing to use it after 
general release. 

Data Retention and Data Subject Rights 
If you are an EU citizen and you wish to request that we (a) identify the personal information 
we have about you; (b) delete the personal information we have about you; or (c) exercise 
any other data subject right you may have under applicable law, please email us at  and we 
will work with you to comply with your request as required by law. 

 
 


