
 

🔒 Tab Locker - Privacy Policy 
 

1. Data Collection and Usage​
Tab Locker does not collect or transmit any personal information. All data – such as 
user-defined passwords for locking tabs and settings – is stored locally on your device using 
Chrome's storage mechanism. The extension does not track your browsing history or share 
any data with external servers or third parties. 

2. Permissions 

●​activeTab: This permission allows the extension to interact with the currently active 
tab, so that it can apply the locking mechanism as needed. 

●​storage: This is used to save your lock settings and passwords locally. 
●​scripting (optional): Allows the extension to inject scripts necessary for displaying 

the lock overlay. 
●​tabs (optional): Used for managing and reloading tabs when applying locks.​

These permissions are used solely to provide the tab locking functionality and do not 
involve external data collection. 

3. Data Security​
All information is stored securely on your device. No personal or sensitive data is sent to any 
external server. The extension operates entirely on the client side, ensuring your privacy is 
maintained. 

4. Third-Party Sharing​
We do not share, sell, or otherwise transmit any user data with third parties. 

5. Premium Features​
The free version of Tab Locker provides full access to basic features (e.g., locking tabs with 
a password). In future updates, additional premium features may be introduced that require 
an upgrade. No extra personal data is collected for premium features beyond what is 
necessary for the functionality. 

6. Contact Information​
If you have any questions or concerns about this Privacy Policy or the extension’s data 
practices, please contact us at:​
oriazaria@gmail.com 
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