
Privacy Policy 

1. Introduction 
Welcome to RepoTranslate. We respect your privacy and are committed to protecting your 
personal data. This Privacy Policy explains how we collect, use, and share your information 
when you use our service. 

2. Data Controller 
The data controller responsible for your personal data is: RepoTranslate, DK Daniel Krajka, 
danielkrajka.dev@gmail.com 

3. Data We Collect 
When you use RepoTranslate, we collect the following data: 

●​ Authentication Data: We use Clerk.dev to handle authentication and user account 
management. Signing in is only possible using GitLab. 

●​ Analytics Data: We use PostHog to collect anonymous usage analytics. 
●​ Cookies: Apart from cookies used by Clerk.dev and PostHog, we store a single cookie 

for theming preferences. 

4. Purpose of Data Collection 
We collect and process your data for the following purposes: 

●​ To authenticate users and provide access to RepoTranslate. 
●​ To analyze usage patterns and improve our service through PostHog analytics. 
●​ To store user preferences (e.g., dark or light theme) using a theme-related cookie. 

5. Legal Basis for Processing 
Under GDPR, we process your data based on the following legal grounds: 

●​ Performance of a contract: Processing is necessary to provide our service. 
●​ Legitimate interest: We collect analytics to enhance our service while respecting user 

privacy. 

https://clerk.dev/
https://posthog.com/


●​ Consent: Where applicable, we obtain user consent before setting non-essential 
cookies. 

6. Data Sharing and Third-Party Services 
We do not sell or share your personal data with third parties. However, we rely on third-party 
providers for authentication and analytics: 

●​ Clerk.dev (Authentication and user account management) 
●​ PostHog (Analytics) These providers process data on our behalf and comply with GDPR 

regulations. 

7. Data Retention 
We retain your personal data only as long as necessary to provide the service or comply with 
legal obligations. You can request account deletion by contacting us. 

8. Your Rights Under GDPR 
Under the General Data Protection Regulation (GDPR), you have the following rights: 

●​ Right to Access: Request a copy of your personal data. 
●​ Right to Rectification: Correct inaccurate or incomplete data. 
●​ Right to Erasure: Request deletion of your data. 
●​ Right to Restrict Processing: Limit how we use your data. 
●​ Right to Data Portability: Receive your data in a structured format. 
●​ Right to Object: Object to processing based on legitimate interests. 
●​ Right to Withdraw Consent: Withdraw consent where applicable. 

To exercise these rights, contact us at [Your Contact Email]. 

9. Data Security 
We implement security measures to protect your personal data from unauthorized access, 
alteration, or loss. 

10. International Data Transfers 
Our third-party service providers may process data outside the EU. We ensure appropriate 
safeguards are in place, such as Standard Contractual Clauses (SCCs) where required. 



11. Changes to This Privacy Policy 
We may update this Privacy Policy from time to time. The latest version will always be available 
on our website. 

12. Contact Us 
If you have any questions about this Privacy Policy, please contact us at: [Your Contact Email] 

 


	Privacy Policy 
	1. Introduction 
	2. Data Controller 
	3. Data We Collect 
	4. Purpose of Data Collection 
	5. Legal Basis for Processing 
	6. Data Sharing and Third-Party Services 
	7. Data Retention 
	8. Your Rights Under GDPR 
	9. Data Security 
	10. International Data Transfers 
	11. Changes to This Privacy Policy 
	12. Contact Us 


