
 

 

 

Googify Google Cloud/Workspace Setup 
 
The audience of this document is the company/organization Network/IT Admin who has control 
of its Google Workspace and Google Cloud Console.  There are some configurations needed to 
be done before the Googify Sync application gains the authority to access Gmail API to sync 
messages from UC (e.g: Cisco Unity) to Gmail. 
 
At the end of finishing the steps described in  this document, what you’ll achieve: 

1.​ You’ll download a key file in .json format that represents Google Service Account in 
which you’ll put in the Googify Sync app folder so that Googify Sync can access your 
Gmail system. 

2.​ You’ll finish certain configurations on Google Workspace and Google Cloud backend to 
allow the application (e.g: Googify Sync)  who can access the json key file to be 
authorized to access Gmail API to conduct the message sync. 

 
Note: The process seems lengthy in writing, but it’s not that hard after you successfully go 
through once. Pay attention to the Bold Yellow highlighted section since those are often 
overlooked and thus cause the message sync not working properly during initial installation and 
waste time to troubleshoot. 
 
 

 
 



 
 
The Google document in this link is almost enough to guide you through preparing Service 
Account key generation (json file) and Domain delegation configuration on Google Workspace.  
https://developers.google.com/identity/protocols/oauth2/service-account 
 
Our document below just adds some detailed screenshot in case the Google document link is 
not detailed enough for you. 

Section 1 - Google Cloud Setup 
 
We need to create a “Service Account '' on Google Cloud console so that Googify Sync can use 
this “Service Account'' key file (json format) to gain access to your organization GMail through 
Gmail API to fulfill the purpose of syncing messages.    
 
 
In order to create Google “Service Account”, we need to create a Google Cloud Project first (you 
may already have an existing Google Cloud project for other purposes such as for Avaya/Esna 
Cloudlink, you can choose that project as well).   
 
Sign into Google Cloud Console.  
 
https://console.cloud.google.com/ 
 
You may already have existing Google Cloud project that you can choose from or simply creat a 
new project like below: 
 
Click on the dropdown and select New Project 

 
 
 

https://developers.google.com/identity/protocols/oauth2/service-account
https://console.cloud.google.com/


 

 
 
Enter a name and click create. 
 

 
Make sure you are in the project and select open 



 

 
 
 
Goto Service Accounts page under the Menu “IAM & Admin=>Service Accounts” Under service 
accounts, click on the button “Create Service Account” on top section of the screen: 
 

 
 
Give the service account a name and click on the button “Create and Continue” 
 



 

 
 
Then Skip the optional step “Grant this service account access to project” by clicking on button 
“CONTINUE” 
 



 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



 
 
 
And skip the “Grant users access to this service account” by just clicking on the button “DONE”: 
 

 
 
 
Click on the newly created service account to open it.  
 



 

 
 
On the “Details” tab, you’ll see some long digits called “UniqueID” or “ClientID” like “1041563….” 
(Google keeps changing the UI, so use your gut feeling). This is OAuth Client ID, please copy 
and paste somewhere. We’ll need this Client ID soon in another step. 
 

 
Click on the Keys tab. 
 

 
 
Select Add Key and create key. Key type should be JSON, then select create. 
 



 

 
 
The key will be automatically downloaded to your PC in a file extension in .json.  Save this key 
file and rename it to “gcloud_serviceaccount.json”.  It should be eventually copied to the 
server where Googify Sync resides.    
 
So far you have successfully created the Service Account and downloaded the json key file that 
will be copied to Googify Sync folder.   You can always come back to generate the json key as 
many times as you want as long as the Service Account still exists. So don’t worry that you may 
accidentally delete the json key file (but don’t share with other irrelevant people though since it 
has secret to access your Gmail messages) 
 
Next we’ll enable GMail API and this is also the last thing we need to do on Google Cloud 
console. Navigate the menu=>”APIs & Services=>Enabled APIs And services”: 
 
 



 

 
 
 
Click the button “Enable APIS and Services” on the top section of the screen: 
 

 
 
Search for gmail and select gmail api. 
 

 
 
Click “Enable”: 
 



 

 
 
 
 
 
 
You may already have configured the above Service Account and enabled Gmail API 
previously (e.g: due to Esna/Avaya Cloudlink configuration), then you don’t need to do all 
the steps above, just simply open the existing service account and create the json key 
and rename properly to  “gcloud_serviceaccount.json” and put into Googify folder. 
 
 
 

 



 

Section 2 - Google Domain Setup 
 
Next step is to add permissions to your Google Org in Google Workspace, please go to Manage 
This Organization. 
 
Go to Security and API Controls and click “MANAGE DOMAIN WIDE DELEGATION” at the 
bottom: 
 

 
 



 
 
 
 
 
 
 
 
Click on Add New. 
 

 
 
Enter the client id from the previous steps and under OAuth Scopes enter, 
https://mail.google.com/ and click on Authorize: 

https://mail.google.com/
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